TRANSFORMATION FOR SURVIVAL

Interview with Arthur K. Cebrowski
Director, Office of Force Transformation

rive change or be dri-

ven by it. That is the

strong philosophy of

retired Vice Adm.

Arthur K. Cebrowski,
director force transformation.
In the following interview, con-
ducted for Defense AT&L by
Frank Swofford, NDIA industry
chair at the Defense Acqusition
University (DAU), Cebrowski
explains why transformation
is an imperative for survival
and competitive advantage in
a changing world. He warns
against seeing technology as
the only focus of transforma-
tion, stressing that just as
important is the element of
human behavior.

o

Good morning Admiral Ce-
browsRi. It’s wonderful to be
here today talking with you
about force transformation. [
would like to start with a gen-
eral question, and then we'll get
into more specifics. Would you
give us your perspective of what
Jforce transformation is, and if
priorities are a part of that sce-
nario, how do they affect the
military forces?

A

First of all, the reason for trans-
formation is to develop a sus-
tained competitive advantage. It recognizes that the world
is changing. In many respects this nation is in an envi-
able position that we need to maintain. I'm talking in a
security context. Since the world is changing, then we,
of course, have to change too. Consider, for example, how
few of the Fortune 500 companies from 50 years ago are
still in existence today. That can’t be allowed to happen
to us, so from a national security point of view, we have
to make the corporate adjustments. That’s the objective
of transformation: broad and sustained competitive ad-
vantage.
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Transformation has many ele-
ments. Perhaps one of the
most important is that it in-
volves creating or anticipating
the future. Either you create
your future or you become the
victim of the future that some-
one else creates for you. The
United States, by virtue of its
position in history, has the abil-
ity to create a future that fur-
thers the dignity of man and
all the values we hold dear.

When we talk about trans-
forming our defense capability,
we’re talking about the co-evo-
lution of technology concepts
and organizations to achieve a
broadened capability base.
Evolving organizations—peo-
ple—to think and act differently
is a real and a new challenge.
But our people must change so
that new technology concepts
can be viewed from the per-
spective of how these capabil-
ities best fit achieving sustained
competitive advantage on the
battlefield.

o

~

X Are there any priorities that

X you're focusing on in terms of

technology?

A

It’s a common error to think
that transformation has a technology focus. It is only one
of many elements. Central to transformation is cultural
change—the change in the set of attitudes, beliefs, and
values that a group has. Additionally, warfare is all about
human behavior. Technologies are not only going to be
catalysts to change culture and behavior, but they can
also be a result of changes in culture or behavior.

The reasons that we do transformation have to do with
changes in context. The strategic context, which has to
do with such things as the movement from the industrial



age to the information age, is one of the largest strate-
gic shifts that we have going on today. We have changes
in threat context. It’s no longer a great power on a great
power. The characteristics of warfare are broadened con-
siderably. I think there’s a growing trend towards in-
creased perversity in warfare for example. These things
have to be accounted for. Third, there are the falling bar-
riers to competition in many areas where we have al-
ways felt we were truly in a superior position—at sea, in
cyberspace, and in physical space, for instance. We can
be challenged in all of those areas and certainly in the
field of biological warfare. The largest single factor that
changes the competitive landscape from the technical
point of view is the increasing availability of very high
quality information technology. Whether you’re talking
about materials, explosives, vehicle design, or whatever,
information technologies are the “in” thing for all of the
other technologies. So because there are very low barri-
ers to access these kinds of technologies, the barriers to
competition for our adversaries are also reduced across
a very broad front. So our focus
is about strategic need and
overall transformation of that
strategy. The president and sec-
retary elevated transformation
to the level of national strategy,
corporate strategy, and risk
management strategy.

o

That, to my mind, is probably the
most important thing that any
administration has brought to
the business of defense because
Jor the first time, we have focused
on concepts, strategies, and ar-
chitecture. It seems to me that's
the fundamental change in the
way all the military services
work together in this business
called defense. You mentioned
culture. It seems as if culture is
the biggest challenge that you
have in trying to get the Services
fo focus on this sort of strategic
vision. Is that a fair statement?

&

A

It’s a challenge. Cultural change
is an output. It is also as diffi-
cult to define output as it is dif-
ficult to define input. Culture is
described as the set of unstated
assumptions that tend to gov-
ern the value structure, and
hence the behavior, of a group
of people. And exactly because

Network-centric
warfare is first of all
about human behavior,
as oggoser? to
information technology.

they’re generally unstated, they’re taken as inherently
true. They’re not considered or debated, and people can’t
even necessarily list what they are. So it’s not particularly
helpful to make a pronouncement that we’re going after
cultural change. The surrogate for it is changed behavior.
That’s really what you focus on.

o

You've been called “the father of network-centric warfare.”
We spend a lot of time talking about that at DAU. Can you
give us a thumbnail sketch of what network-centric war-
Jfare is? [Editor’s note: See also “Scientific American Rec-
ognizes Cebrowski for Outstanding Leadership in Tech-
nology” on page 6.]

A

Network-centric warfare is a concept that, at the highest
level, is the military’s response to the information age.
With all the great tectonic shifts in society, from—for ex-
ample—the agrarian age to the industrial age or the in-
dustrial age to the information
age, the sources of power and
wealth change. Society makes
the adjustment—and it’s nor-
mally a difficult adjustment
and one that takes a long time.
There is the chafing between
the rules from the old age and
those of the new age, but over
time these are resolved. We
see this going on in society
today. For example, we have
all of these court cases involv-
ing intellectual property. The
information age is probably
the best example of the chaf-
ing that is going to go on. The
military is going to reflect that.
It has been said that a nation
makes war the same way it
makes wealth. If the sources
of power and wealth change
for the nation broadly, they will
change in an analogous (but
not identical) way within the
military. It is not identical be-
cause the enterprise is differ-
ent. It’s a rather unique un-
dertaking to look at from the
perspective of national de-
fense. If you look, therefore, at
what generates power in this
age, you find it comes from
information processes, from
information itself, and is sup-
ported and enabled by infor-
mation technology.
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Arthur K. Cebrowski

Director, Force Transformation
Office of the Secretary Of Defense

etired Vice Adm.

Arthur K. Cebrowski

was appointed by
the secretary of defense as
director, force transformar-
tion effective Oct. 29,
2001, reporting directly to
the secretary and deputy
secretary of defense.

The secretary of defense
called for the crecation of
this new office in support of President Bush's broad
mondate to tramsform the nation'’s military copatoili-
ties. The transformation process challenges the status
quo with new concepts for American defense to
ensure an overwhelming ond continuing competitive
advontage for America’s military for decades to
come.

As director, Cebrowski will be advoccrte, focal point,
and catalyst for tromsformation. He will link tromsfor-
mation to strategic functions, evalucte the tramsfor-
mcrtion efforts of the militcry departments, cnd
promote synergy by recommending steps to integrate
ongoing tramsformation activities. Among his primary
responsibilities, Cebrowski will monitor service cmd
joint experimentation programs and make policy
recommendcttions to the secretary and deputy
secretary of defense.

Cebrowski entered the Navy through the Reserve
Officers Training Corps in 1964. He is a naval aviator
and commeacmded Fighter Squadron 41 ond Cerrier Air
Wing EIGHT. He commaomnded the assault ship USS
GUAM, the aircraft cerrier USS MIDWAY, and the USS
AMERICA Battle Group. He has combat experience in
Vietham ond Desert Storm. His joint assignments
included service as the director, command, control,
communications cnd computers (J-6), Joint Storff.
After serving as the president of the Naval Wor
College in Newport, Rhode Islend, Cebrowski retired
from the Navy in 2001 with over 37 years of service.

Cebrowski was born in Passaic, New Jersey. He is a
1964 graduate of Villcmova University, holds a
master's degree in computer systems monagement
from the Naval Post Graduate School, ond attended
the Naval War College.

Network-centric warfare is first of all about human be-
havior, as opposed to information technology. Recall that
while “a network” is a noun, “to network” is a verb, and
what we are focusing on is human behavior in the net-
worked environment. How do military forces behave, per-
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form, and organize themselves when they’re in the net-
worked condition? This is what network-centric warfare
focuses on. We find, for example, tremendous value com-
ing from the shared awareness that’s available to people
who are networked. We also see that the quality of in-
formation improves in a networked environment. Time-
lines can be compressed. When we put the force in the
networked environment, we see the de-massification of
warfare—that is, the substitution of information for mass.
One need look only at precision weapons for an exam-
ple of that. By virtue of the fact that the bomb or the
weapon is now informed, you need decidedly fewer of
them than before. You see this operating at all levels of
war. You see it in terms of strategic choices. Different
strategic choices are available. Different operational choices
are available. And certainly tactical-level behavior changes.
Ultimately, we end up having to focus at the tactical level
because that’s where transactions take place. The tacti-
cal level is the check-out counter in the great department
store of national security. It’s at that transaction level that
the behavior and the values are really revealed as well as
the power of the underlying technologies. That’s where
you ultimately focus.

o

One of the bottom lines is that the PEO [program execu-
tive officer] soldier is dealing with the problem today. The
combat soldier on the ground needs connectivity to know
what enemy’s over the next hill and who's there as sup-
port against the enemy. That's a great application, in my
view, of what network-centric warfare boils down to in a
practical, warfighting environment.

A

Look at Operation Iragi Freedom and you could see a
multiplicity of these things operating simultaneously. At
the individual soldier level, you saw soldiers and marines
using the personal role radio—a little lip microphone com-
ing out from underneath the helmet. Once soldiers have
that at the squad level or the fire-team level, their tactics
can change because they are no longer limited by how
far they can shout or see hand signals. The warfighter’s
set of available tactics is larger than that of someone who
is not similarly networked, and that affords an advantage.

If you look at the speed of response in the efforts to tar-
get Saddam Hussein, intelligence was developed, deci-
sions made, locations determined, forces assigned,
weapons selected, and a strike made, all within about 12
minutes. [Editor’s note: This interview took place before
the capture of Saddam Hussein.] This is an example of the
time compression that’s available when you put forces in
the networked environment. It also shows how the bar-
riers between various elements of the force get broken
down. You can achieve a higher level of teaming than you
could before. Consider the operations in Western Irag,
which is largely an example of what we call the non-con-



tinuous battlespace—a large
number of small forces oper-
ating. You can’t do that if you're
not networked. There are sev-
eral examples of special oper-
ations forces being able to work
with Air Force and Navy aircraft
and with other sources of force
and fire to perform the mission
that they had. That’s an exam-
ple of the operational level of
war with choices not available
to people who are not net-
worked.

o

I have read that you're a stu-
dent of Eric Beinhocker [MIT
Sloan School of Management]
and his organizational concept
of innovative strateqy. Would
you please relate his concepts
to DoD transformation for us?

A

Well if you recall, step one was
looking after your core com-
petencies, pursuing basic good
stewardship with your physical
plant and the team that’s exe-
cuting. This is where you look
after modernization, recapital-
ization, and efficiencies. What
you're trying to do is be better
still within the competitive
space that you have already se-
lected. This isn’t transforma-
tion. This is just plain good
management, being good stew-
ards of the resources the na-
tion’s given us.

The second level is to push out
the boundaries of current core
competencies so that you are
able, while performing the
same basic missions, to add ca-
pabilities that you didn’t have before. This is the sort of
thing that I'm talking about when you put people in a net-
worked condition—they’re able to reach for tactics that
they couldn’t previously reach for. We’ve seen this, for
example, in air-to-air combat, where we have a lot of data.
One of the things we find is that fighters who are net-
worked together and networked with other sensored plat-
forms consistently outperform those who do not have
data links. They do so because they can reach for tactics
that the un-networked people can’t because it’s either
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physically impossible or it’s not
possible without increased risk.
[ suppose an extreme example
is the shift to the non-continu-
ous battlespace, the non-linear
battlefield. You’re doing air-
land warfare as you have be-
fore, but you’re approaching it
a decidedly different way.

The third item is the bold bets.
We're not talking about betting
the family farm but about plac-
ing a bet that can have a pro-
found impact on your future. If
you look back, you can see
some of these. The decision to
pursue the global positioning
system is one. That was a de-
cision to enter a new compet-
itive space, to decide that we
could compete on the basis of
superior navigation and time-
keeping. Who would have
thought it would be a central
feature of military competition?
It’s a major jump. Of course
it’s a fairly large investment,
but in the whole scheme of
investments for the military,
it’s actually quite small. And
the impact was profound. It
changed the character of war-
fare and it changed what soci-
eties could do, not just what
soldiers could do. Another ex-
cellent example of a big bet
is nuclear-armed ballistic mis-
siles on submarines being able
to sense and communicate
through space—stealth.

X
-«

Those are what you might call
big bets. The trouble is that
they’re all looking backward.
The hard part is to identify sim-
ilar items looking forward.
What might they be? I've got an idea of the areas into
which they might fall. We call these “issues of regret”
because we believe that 10 or 15 years from now, people
may look back and say, “I regret that we never pursued
that.” The power is potentially so great in these areas. Take
non-lethal weapons. Very important. Right now soldiers
at a checkpoint are given little more than a toggle switch
capability on the lives of people that approach that check-
point. It’s lethal force or nothing. It’s a risk calculus we
shouldn’t have to subject our soldiers to. There’s a lot we
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Scientific American Recognizes
Cebrowski for Outstanding

Leadership in Technology

rthur K. Cebrowski, director of DoD's Office of

Force Tromsformation, has been nomed by

Scientific American magazine as one of the
"Scientific American 50.” The cnnual list, which
recognizes outstomding leadership in technology,
appecrs in the Decemlber 2003 issue.

John Rennie, the magazine’s editor in chief,
explains: "Every year we watch how certain
individuals cmd orgcomizations play pivotal roles in
directing that future’s emergence. The Scientific
American 50 is our chonce to shine a light on
these incredibly deserving leaders in resecrch,
industry, and policy.”

Cebrowski was named a policy leader in defense
because of his work over the last year in the
network-centric approcch to warfare. Network-
centric warfare is the U.S. militory’s response to the
Information Age by shifting emphasis from
platforms like ships, aircraft and tomks, to unleash-
ing the knowledge embedded in robust and
distributed networks.

“What we are seeing, in moving from the indus-
frial age to the information age, is what amounts
to a new theory of war,” Cebrowski said. “We have
come to call that new theory of war ‘network-
centric warfare.” It is not about the network; rather,
it is about how wars are fought and how power is
developed.”

The Scientific American 50 spotlights leaders of the
year in areas such as resecrch, business, cnd
policy. These leaders are named in categories
such as agriculture, chemicals ond materials,
communications, computing, defense, energy,
environment, cnd medical treatments.

Editor’s note: The above information is based on a
press release issued by the American Forces Press
Service in November 2003. That press release
drew In part on a Scientific Americon release.

don’t know about non-lethal force and its application. It’s
time and it’s appropriate that we broaden the choices we
give our leaders and our individual warfighters.

Next, directed-energy weapons of varying kinds. I'm not
talking just about laser weapons, but in general about the
kinds of weapons that travel at the speed of light. Think
back to what happened when we put motorized vehicles
on the battlefield and people no longer had to move on
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foot or horseback. What a profound difference that made.
Then we introduced aircraft. We essentially made an order
of magnitude jump from walking and riding to motorized
vehicles. We make another order of magnitude jump from
land vehicles to air vehicles. Then we increase that power
when we go to very high-speed air vehicles, say in the
form of very high-speed weapons. Very high-speed
weapons may be traveling on the order of 5,000 feet per
second, mach 4.5 roughly, or even doubling that to 10,000
feet per second—but then consider 186,000 miles per
second, the speed of light. Each one of these prior changes
altered the character of the battlespace. Just imagine the
magnitude change you get with speed-of-light weapons!
We already have speed-of-light communications. Now
what we are looking at is being able to marry the speed
of weapons with the speed of communications. This can
introduce a profoundly different military world. We can
undertake a leadership position in this area or we can re-
spond to someone else’s being in a leadership position.
The choice is ours.

Biologics is another area we must pursue. The number
of battlefield deaths from infection went down through-
out the 1930s and 40s as a result of better hygiene and
antibiotics. Before that time, infection was the dominant
factor in battlefield deaths. With the advent of aseptic
practices and antibiotics, the dominant factor became
death from the wounds themselves. Then with the ad-
vent of precision warfare, we took control of that portion
of the physical battlespace and the total number of deaths
resulting from wounds dropped. We could lose control of
the biological battlespace—and that’s not just on the bat-
tlefield but in society at large. This has to be a major focus
area for homeland security in general. It’s another area
in which we can see a potential for big bets.

We can see changes in intelligence. Some big bets need
to be placed in the realm of social intelligence. That’s in-
telligence about the transactions between people broadly
within societies because the frontiers of national security
are actually at the fault lines deep within societies. Con-
sequently we need the ability to look, understand, and
operate deep in these fault lines to know the mindsets of
potential adversaries. We know that this is going to be
another area where we’re going to want to be looking for
big bets. What else?

Q
You've not talked about space.

A

Space is another one. Space is one of the great common
areas, and we have had and still have a superior position
in space. The barriers, it’s true, are falling, and that’s be-
cause the capability per unit of mass on orbit is going up
dramatically as a result of the power of information tech-
nology. Consequently, microstats have become very vi-



able. They can’t fully supplant large vehicles in orbit for
certain applications, but they can for some. This is an area
that looks just like something out of Clayton Christensen’s
book The Innovator’s Dilemma. Yes, it is not the top end
system, but it is an invasion from underneath with a lesser
capability. Over time, that capability is growing. The costs
for it are coming under control.
It’s a different business model.
It’s a different risk management
model. It approaches the mar-
ket differently. In fact, it creates
new markets. This is an area
that’s ripe for placing the big
bets.

o

Wonderful summary. Let me
shift, if I may, in the time we
have left to the acquisition side
of the business. One of the is-
sues that the under secretary of
defense for acquisition, tech-
nology, and logistics thinks
about probably every day is how
to provide—I think this is a
Pete Aldridge quote— “a context
within which [he] can make
decisions about individual pro-
grams.” As you know, in the
acquisition business we see pro-
curement proposals every day.
The question is, how do we
make those decisions in the
context of your and Deputy Sec-
retary of Defense Wolfowitz’s
vision about transformation?
That has two aspects to it: man-
aging the core business yes, but
also finding ways to improve
systems within the transfor-
mation architecture you are de-
veloping. I see problems on both
ends. How would you answer
that kind of concern on the part
of the under secretary of de-
Sfense for acquisition?

A to someone else's 6@/’)’13 ina

First of all, issues concerning
acquisition start long before you
get to acquisition. When that
doesn’t happen, we have the
acquisition tail wagging the na-
tional defense dog, and dys-
function follows. Currently in
the DoD, there’s a major effort
going on to elevate the strate-
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gic planning portion of the PPBES [planning, program-
ming, budgeting, and execution system], and that’s appro-
priate because you very much need that. We have to shift
executive time to the strategic beginnings of this process
for maximum impact. By the time system
decisions have been made, architectures have been de-
termined, software has been
written, and you're already into
the development and testing
processes, changes become
very costly and very difficult.
At that point, we’re overtaken
by the tyranny of the program
of record. We need manage-
ment structures and processes
to allow us to diminish that
tyranny. There are several fac-
tors that happen when you do
this. One of them is that we
come to realize that there’s a
difference—a substantive dif-
ference—in approach based
on the product category that
you’re pursuing. If you're pur-
suing—to go back to Bein-
hocker’s model—a Category 1
item, which is a modernization
or recapitalization, then the
processes that we already have
in place are very well suited for
that. That’s the main line of the
effort, but that is not the trans-
formational effort. That is not
where you find disruptive con-
cepts or technologies.

For Category II and I efforts,
we should be looking at dif-
ferent processes with different
metrics. For example, if you're
doing modernization and re-
capitalization, you already have
a great deal of information on
the performance of existing ca-
pabilities. You can change
those capabilities, use the same
metrics, and make a determi-
nation as to whether or not
you’re being appropriately re-
warded for pursuing the new
program. When you introduce
a new capability, you have two
fundamental problems. One is
that you cannot cost it reliably,
and the second is that you do
not have a metric for its per-
formance comparable with the
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previous system. Because you
are pursuing the Category II or
Category III change, you're
going to get profoundly differ-
ent behavior changes—behav-
ior that’s in a different category.
How does one, for example,
compare the value of this tac-
tical toolbox versus some other
array of tactics that a different
technology would provide? You
therefore need a different ap-
proach; you obtain operational
articles as soon as possible.
Many elements of acquisition
get pushed very early in the
process. You produce opera-
tional articles. You put them in
the operating forces. You start
gathering data. You start to see
what the performance or the
behavior change is, and when
you see that happening on the
ground, then you can start
making judgments about its
value. Furthermore, by virtue
of the fact that you are intro-
ducing items sooner, you’re
getting costing information
sooner. Even though this might
not be fully consistent with
what you’re hoping for in terms
of an end-state capability, you
don’t have a basis in experi-
ence and in data to make a
judgment about this end state.
You may want to change
course. Look at the example of
the high-speed vessel. This was
just a ship taken up from trade
and it saw combat action.
When you look at it on its face
value and you use the metrics
that we normally use to deter-
mine utility of the ship, it does-
n’t measure up. One would
never pursue it according to the
old rules. But once we actually put it in the hands of the
Navy, the Army, the logisticians, the naval special warfare
forces, all of a sudden they realized its value. They could
do some things that they couldn’t do before. By virtue of
the fact that they then developed hands-on experience
with this ship, they could say, “Well, I need this, I need
that, change this, modify that,” and we’re moving into
the next phase. It started out as a very disruptive lease
that the institutional department did not want, and we
now have four of them in operation. [ think we’re in the
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process of procuring a fifth. All
of them are different. We’re all
changing. We're learning as we
go and essentially using this
methodology to create our fu-
ture. Of course there are spin-
offs as well because you can
look at these designs or tech-
nologies in this application and
you can say, “Wow, they had
payoffs. Maybe 1 should try
something similar over in an-
other application.” It encour-
ages people to look for differ-
ent approaches. You can do
that with a ship. What else can
you do it with?

o

Absolutely. We've traditionally
looked to DARPA [Defense Ad-
vanced Research Projects
Agency] and advanced concept
development to push new con-
cepts. Do these innovative
teams seem to you to be work-
ing in the context that you just
described for this application?

A

Yes. There is no one best
methodology or approach. In
the traditional acquisition ap-
proach, we frequently think in
terms of developing off-ramps
so that we have a way to, you
might say, get off the program
short of encouraging financial
or technical problems and get
something in the field. In your
Category 11 and Il changes, in
those places where you're talk-
ing about disruptive technolo-
gies, what you’re actually try-
ing to do is create capability
on-ramps.

When you have a vehicle that you essentially lease, you
know you say, “Well there’s no new technology here. This
is all existing.” Once you put it in the operating force, then
you start turning to your other agencies, your government
laboratories, DARPA, ACTD [Advanced Concept Technology
Demonstration] approaches and the like; they can then
build on this.

o
Build those on-ramps?



A

That'’s right. Create the on-ramps and your capabilities
grow from there. Next there’s a difference in perspective
and time and in time scale and technology scale in these
various things. DARPA explores technology concepts. They
do a marvelous job of it. They create the technologies that
will be the technical catalyst for transformation, which is
very, very powerful for us. The approach of the Office of
Force Transformation is from the operational concept
point of view. We try to look at behaviors that will be a
catalyst for profound changes in capabilities. So largely
then what one can do is back up and look for the tech-
nology concept pairing.

o
Well put.

A

We have an approach to doing this. Sue Peyton with her
ACTD program has another approach. Her approach looks
at a recognized need, at maturing technologies, does the
pairing, and hopes to bring that capability to fruition. My
approach is to look at unarticulated needs. That is the
place where the institution has not been enlightened!
There is a need to look at methodologies that the insti-
tution has not considered pursuing.

o

Now a couple of last questions. We have a new acquisi-
tion strateqy approach that is either evolutionary or spi-
ral. Spiral seems to fit your model somewhat better in the
sense that spiral gives one opportunities to create new on-
ramps as one learns by doing. We're grappling with how
best this might help the transformation process. Have you
seen any examples of that so far?

A
What would Mike Wynne point to? How would he answer
that?

o

I don’t know how he would answer that. We’ve been out
talking about those two complementary parts of the
process, and in my head, spiral development was always
a place where if someone had a good idea and if there was
money from ACTD or DARPA sources, you could then go
and try it out.

A

That’s right. If you apply the spiral approach to an ex-
isting system, what you’re doing is what folks would
have called P31 [preplanned product improvement], which
is fine. The spiral development that I'm interested in is
development upstream of a program decision, not
downstream. A P31 is a Category | improvement, a mod-
ernization. Done well, it creates more capability. What
we look for in the spiral, perhaps more than anything

else, is the creation not just of capability, but of new
knowledge. The creation of opportunities that are our
on-ramps that we talked about. So you can’t logically
separate experimentation from this process. Similarly,
you cannot separate the requirement into a separate
process.

o
Exactly. Good point.

A

And then, because you're in the business of creating on-
ramps, the need is the dog and the acquisition is the tail.
That’s what you want to get to.

Q

One last question: Lessons learned from Crusader? Any
comments you would make about that?

A

Not from an acquisition point of view. The cancellation
of Crusader was the result of the realization that our ac-
quiring of capabilities has to be consistent with the strate-
gic contexts in which we plan to use them. From a need
point of view, it seemed to be a mismatch. Another thing:
there are modernizations and recapitalizations over time
operating on a basis of decreasing returns on investment,
aggravated by a decreased utility as the strategic context
changes. That itself is further aggravated by the very long
capability cycle times. To the extent that we do not shorten
capability cycle time, modernizations and recapitaliza-
tions tend to have decreased value, and spiral develop-
ment approaches have increased value. I'd rather refer
to spiral development as continuous adaptive acquisition.
Further, it’s meant to be continuous because learning has
to be continuous. We want to be on a learning curve, not
a step function—particularly not a step function where
you only make a step every 15 or 20 years. We want it
to be adaptive also because the need will change as the
strategic context changes. I think we have to shed the
concept of first in class, wherein our methodology is sub-
ordinated to the industrial age concept of economical pro-
duction run.

o
That is certainly a different way of thinking.

A

So the notion that the first thing to come off the line has
to meet the requirements documents specifications and
be fully combat-capable and supportable is, I think,
inconsistent with the way capabilities are developed in
this age.

Q

Thank you very much, Admiral CebrowsRi. We appreciate
your time.

Defense AT&L: Mcarch-April 2004



