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FROM THE  
ExECuTIVE EDITOR

I am pleased to present Issue 53 of the Defense 
Acquisition Review Journal. We have an exciting 
and diverse line-up of articles covering a variety 
of relevant topics for the acquisition community. 
In the first article, “Command Post of the Future: 
Successful Transition of a Science and Technology 
Initiative to a Program of Record” by BG Harry 
Greene, USA, Larry Stotts, Ryan Paterson, and Janet 
Greenberg, the authors examine the transition of Science and Technology 
(S&T) into existing acquisition programs. Historically, only about 25 
percent of all S&T programs successfully transition to development and 
acquisition. One of the major issues is the lack of sufficient technical 
maturity. Immature technology often causes cost growth and schedule 
slips while the program manager tries to address this problem during the 
development cycle. The DoD 5000 series re-write in 2000 shows DoD’s 
clear intent to improve technology insertion into the acquisition process. 
As a part of this change, it was recognized that technical maturity must 
be addressed up front and adequately tested before transitioning, but 
often this was not done. This article outlines how the CPOF program was 
successfully transitioned from the Defense Advanced Research Projects 
Agency to the U.S. Army using a tailored acquisition strategy that allowed 
the new CPOF technology to be fielded as a technology insertion to the 
Army Battle Command System of Systems. Key to the success of this 
transition was the use of robust risk management, early and sustained user 
feedback, stable funding, and honest and open communication between 
all stakeholders. This acquisition strategy was an evolutionary approach, 
tailored to address the risk areas over time rather than trying to develop 
the perfect product in the first delivery.

The second article, “Lead Systems Integrators: A Post-Acquisition 
Reform Retrospective” by Kathlyn Hopkins Loudin, addresses concerns 
about the mid-1990s Acquisition Reform initiatives, which embraced the 
philosophy of “partnering with industry.” This philosophy led to business 
relationships with various titles throughout DoD. The “Lead Systems 
Integrator” (LSI) concept was most used by the Army. Correspondingly, 
the “Design Agent” concept was used in the Navy, and the “Total System 
Performance Responsibility” (TSPR) was very popular in Air Force 
contracts. These concepts were the result of a series of laws, policies, 
reforms, and initiatives embracing the Acquisition Reform movement of 
the 1990s. A key assumption of all these concepts was that cost-efficiency 
could be improved by using contractors more effectively and giving them 
more powerful roles. The general result of all these business models was 
to shift more systems development and systems engineering work to the 
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private sector. While this approach has some advantages, it also resulted 
in a de-emphasis of organic systems engineering capability within DoD. 
Recent critics have asserted that these concepts have driven cost growth 
and have undermined DoD’s ability to control major acquisition programs. 
However, the data suggest that the use of LSI strategies is not, by itself, a 
good predictor of cost growth. The author analyzes these concepts and 
makes recommendations about future optimization of these types of roles.

The third article, “Achieving Outcomes-Based Life Cycle Manage-
ment” by Lou Kratz and Bradd A. Buckingham, explores fundamental 
changes needed within government and industry to evolve a highly ag-
ile and responsive life cycle process. For decades, the Department of 
Defense has attempted to improve its acquisition and life cycle process 
through a series of incremental changes to address major challenges, 
such as requirements creep, evolving threats, cost growth, funding in-
stability, and technical risk. Unfortunately, these changes have not met 
expectations. Currently, the United States faces significant economic 
and national security threats from rogue states and transnational terror-
ist organizations. DoD acquisition and life cycle sustainment processes 
are straining under the demands of the Global War on Terror and an 
emerging shortage of skilled acquisition and sustainment professionals. 
Cost/schedule growth, extended development cycles, schedule delays, 
elongated logistics response times, and increasing backorders are evi-
dence of those strains. These threats and challenges require an agile, 
cost-efficient process to mature and sustain military capabilities. This 
article addresses fundamental changes needed within government and 
industry to evolve a highly agile and responsive life cycle process.

The fourth article, “Pre-Milestone A Cost Analysis: Progress, 
Challenges, and Change” by Martha “Marti” A. Roper, deals with one of 
the most challenging and most important issues early in the acquisition 
cycle—effective cost estimating and cost analysis. As a result of the 2004 
Quadrennial Defense Review’s emphasis on earlier investment decision 
making, the Office of the Under Secretary of Defense (Acquisition, 
Technology, & Logistics), sponsored a study to examine the opportunities 
to improve early cost estimating in acquisition programs. A team of Army 
analysts at the Office of the Deputy Assistant Secretary of the Army for 
Cost and Economics conducted the 3-year research study resulting in 
some important lessons learned. Clearly, the biggest challenge was how 
to develop cost estimates so early in the life cycle, with so little system 
definition. The analysts found three major elements that enable pre-
Milestone A cost estimating. The first is an analysis framework that can 
make use of qualitative capability data to produce a cost estimate. The 
second is a cumulative high-level cost data source that links systems to their 



capability sets. The third is an analysis culture with the policy, procedure, 
and willingness to develop and accept cost estimates that are less precise 
than those developed at Milestone B or Milestone C. This research makes 
the case that Pre-Milestone A cost analysis can be the foundation upon 
which sound investment decision making is built.

The fifth article, “The Demise of the Federal Government Small 
Business Program” by Philip G. Bail Jr., traces the history of federal 
government interaction with small businesses in the United States and 
offers a warning that the current state of small-business setaside is 
unsustainable. The author presents a comprehensive summary of federal 
policy and legislation beginning with the Herbert Hoover administration 
in 1929. The DoD became directly involved in this issue by the creation of 
the Armed Services Procurement Act of 1947. The author discusses how 
numerous laws and public policy decisions regarding small business policy 
have been implemented by the federal government and DoD. Despite 
many efforts, the government’s attempts to increase small business’s share 
of federal contracts have not been totally successful. The author offers 
recommendations and suggestions on how the federal small business 
program can become a viable one that benefits small businesses so they 
truly get an equitable share of government dollars.

The sixth article, “Building on a Legacy: Renewed Focus on Systems 
Engineering in Defense Acquisition” by Mary C. Redshaw, provides a 
historical context of the systems engineering discipline in DoD, outlines 
the evolution of process models and terminologies, and analyzes the 
implications of terminology changes recently introduced in the Defense 
Acquisition Guidebook (DAG) released in 2009. Because of DoD’s role in 
developing and acquiring large and complex systems, defense acquisition 
managers initially led the effort to formalize the systems engineering 
process by publishing Military Standard 499 (MIL-STD-499) in 1969. This 
baseline documented the first formal consensus standard governing 
the systems engineering community of practice. There have been many 
iterations and changes in how systems engineering is viewed and applied 
throughout the DoD and the defense industry since 1969. Redshaw 
expertly navigates the reader through the evolution of these changes in 
process and philosophy.

The seventh article, “Open Systems: Designing and Developing our 
Operational Interoperability” by MAJ James Ash, USA (Ret.) and LTC 
Willie J. McFadden II, USA (Ret.), makes a case for the growing importance 
of using an Open Systems approach in defense systems due to today’s 
complex threat environment and interoperability needs. The authors 
examine the attributes of an open systems approach to technology 
insertion and operational readiness. Due to the changing nature of warfare 

FROM THE  
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and increased operational demands, the need for technological innovation 
is continually increasing; however, insertion of technology brings additional 
problems and constraints (fiscal, technological, and logistical challenges) 
that must be addressed. The authors argue that a possible solution to 
incorporating new technologies into current systems is to intensify efforts 
to achieve a true open systems environment.

The eighth article, “A Time Study of Scientists & Engineers (S&Es) 
in the Air Vehicles Directorate” by JoAnn McCabe and Col John Wissler, 
USAF, addresses the issue of how much time government scientists and 
engineers actually spend doing technical work, as opposed to other 
bureaucratic, non-technical work. This article resulted from a case study 
done at the Air Vehicles Directorate of the Air Force Research Laboratory 
(AFRL) at Wright-Patterson Air Force Base, where about 600 people 
are employed. Approximately one-third of these are S&Es who develop 
advanced flight vehicle technologies in the areas of aerodynamics, flight 
control, and structural sciences. These technologies can be found in 
virtually every major weapon system in the Air Force. In response to budget 
cuts and efficiency reforms, the workforce in the Air Vehicles Directorate 
has declined 16 percent in the last decade. Many of these cuts resulted 
in the reduction of non-technical personnel, often leaving additional non-
technical work tasks to the S&Es. Concerns have been raised to leadership 
that the technical workforce is not accomplishing enough technical work. 
Therefore, the questions for AFRL are: 1) How much real technical work are 
the S&Es doing? and 2) Is this the right mix? This article summarizes the 
initial time study completed at the Air Vehicles Directorate and provides 
several leadership initiatives intended to address this situation.

The final article from the Defense Acquisition University (DAU) 
Technology Corner is written by DAU’s resident historian, social 
anthropologist, and technologist Mark Oehlert. Oehlert works in the 
Global Learning Technologies Center at the DAU. His duties focus on the 
use of social media in acquisition workforce education and development. 
He offers a thought-provoking piece providing insight on how to address 
the challenges of introducing new technologies and communication 
opportunities within an organizational culture.

I hope you will enjoy this issue as much as we enjoyed putting it 
together.

Dr. Paul Alfieri
Executive Editor
Defense ARJ
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COMMAND POST OF THE 
FUTURE: SUCCESSFUL 
TRANSITION OF 
A SCIENCE AND 
TECHNOLOGY INITIATIVE 
TO A PROGRAM OF 
RECORD

BG Harry Greene, USA, Larry Stotts, 
Ryan Paterson, and Janet Greenberg

This article outlines how the Command Post of the Future 
(CPOF) program was successfully transitioned from the 
Defense Advanced Research Projects Agency (DARPA) 
to the U.S. Army. Use of a tailored DoD 5000 acquisition 
strategy allowed the new CPOF technology to be fielded 
as a technology insertion into the Army Battle Command 
System (ABCS). Key to the success of this transition included 
the use of risk management techniques to drive the program 
forward, use of early and sustained feedback from the user 
community, maintaining transition funding stability, and 
honest and open communication between all stakeholders. 
The DoD 5000 acquisition strategy was tailored to fix the 
risks over time, rather than trying to develop the perfect 
product in one delivery.



Command Post of the Future

CPOF

Collaboration at the thought process level.
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background

In 1999, Under Secretary of Defense for Acquisition, Technology, and 
Logistics Jacques Gansler tasked [then] Director, Defense Research and 
Engineering (DDR&E) Hans Mark to find out how many Service Science 
and Technology (S&T) programs make it from research into development 
and acquisition. This tasking was part of the under secretary’s effort to 
develop a plan for Acquisition Reform. After conducting a comprehensive 
workshop, the participants determined that for all the Services only about 
25 percent of all S&T programs transitioned. One of the major issues was 
technical maturity of the S&T results, which often caused cost growths 
and schedule slips while the program manager tried to fix problems during 
the development cycle. The result was a complete rewrite of the 5000 
series (Department of Defense, 2000), as illustrated in Figure 1, which 
clearly shows that S&T products can be inserted throughout the entire 
process. The intent was to get more products transitioning from the S&T 
community to acquisition programs.

As part of this new process, the rewrite team recognized that technical 
maturity must be addressed up front. Usually, technology was not 
tested thoroughly; rather, it was often transferred to acquisition without 
knowledge of how well the technology worked or what improvements were 
needed to build a reliable product. In response, the minimum entrance 
requirement for any S&T products at Milestone (MS) B was a Technology 
Readiness Level (TRL) 6. The TRL 6 entrance criterion for Milestone B 
was chosen because it provided the government with confidence that the 
proposed technology would not require multiple test cycles. This requires 
some developmental-like testing prior to MS B, as well as some Limited 
User Tests (LUTs) to minimize risk.

This article outlines how the CPOF program was initiated, executed, 
and transitioned. By documenting our experiences, we hope to provide 

BLOCK 2
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the research, development, and acquisition communities an example of 
best practices that actually worked. Specifically, we seek to show readers 
how to successfully transition S&T products to create new capabilities for 
the Army of the future.

wHAt is cPof?
Command Post of the Future is a planning and mapping tool intended 

for collaboration between multiple echelons in a tactical environment 
(Myers et al, 2002, pp. 343–348). In 1997, the Defense Advanced Research 
Projects Agency (DARPA) began developing the CPOF, using a team 
of retired senior officers and experts in cognitive psychology, human-
computer interfaces, and computer technology. The team developed 
the CPOF as a commander-centric software environment. CPOF is an 
intuitive and easy-to-learn system that supports 2D and 3D visualization 
that can be uniquely tailored to suit the user’s individual requirements. It 
was specifically developed to enable distributed, collaborative, command 
and control, rather than simply allowing applications to share information. 
CPOF supports deep collaboration—collaboration at the thought process 
level that literally allows commanders, subordinates, and key battle staff 
to see what the commander is thinking.

CPOF integrates government-developed software with Commercial-
Off-The-Shelf (COTS) software to provide a workspace tool containing 
various frames such as charts, tables, and customized appliances 
specific to the application. Further, it supports parallel, synchronous and 
asynchronous, cross-functional planning and execution; and provides for 
bi-directional interoperability with Army Battle Command System (ABCS) 
and other Department of Defense (DoD) systems.

The sharing and collaboration of intelligence and other information 
via voice and visualization techniques, within a distributed architecture, is 
also supported by CPOF. It also provides the capability to simultaneously 
collaborate and share data and information horizontally among operators 
at the same echelon and vertically between operators at other echelons in 
real-time. The ability to collaborate among analysts at an echelon, between 
echelons, and with battalions is key to achieving information dominance. 
And information dominance is critical to the ability of the CPOF systems 
to provide the warfighting commander with an enhanced local and multi-
echelon situational awareness, which promotes synchronized operational 
planning and execution.

PRoGRAM HistoRY in DARPA
Figure 2 shows an overview of the history of the CPOF program. It 

started in the early 1990s as a research effort on expert systems design. 
Development continued under the auspices of DARPA, concentrating on the 
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design of a user interface that would be intuitive in an information-intensive 
environment like that found in tactical Army Command and Control.

The history of CPOF at DARPA is broken out into four very distinct 
phases, which were led by three different program managers; the program 
endured at DARPA from 1997 until it fully transitioned to the Army in 2006.

During the initial phase of the program, DARPA invested in exploring rich 
display technologies, artificial intelligence agents, learning technologies, 
and inference engines. This phase looked toward the future command 
post—a high tech theater where commanders would be assisted by 
intelligent agents in making battlefield decisions, and where holographic 
and high resolution displays would turn the Tactical Operations Center 
(TOC) of today into a command theater.

With Phase I complete, DARPA received some very specific guidance 
from senior officers in the Army and Marine Corps about the efforts to 
create a high tech command theater. During this phase, retired military 
advisors led technologists through a series of decision support exercises, 
including field exercises. The intent of this phase was to bring military 
operators and technologists into the same environment, creating an 
atmosphere where the technology and operations could co-evolve. 

The CPOF interface was developed and refined during the third phase 
of the program. Working in conjunction with the Marine Corps Warfighting 
Lab and active duty units from the Army and Marine Corps, a unique 
development environment was created. It tightly coupled operators and 
technologists as they explored the possibility of radical changes in the 
way operators perform their jobs with new technologies. 

1990 1994 1996 1997 1998 2003 2005

1994-1996:
Development of information-centric UI 
paradigm. Founded on cognitive psychology 
and human-computer interaction principles, 
Visage system supports natural interactions in 
highly information-intensive environments.

1998-2003:
Application of CoMotion to Command and 
Control problem creation of lab prototype 
for CPOF. Evolution of the Double Helix 
design methodology.

2003-2005:
Intense focus on taking lab prototype for 
CPOF and making it scalable and deployable 
to transition to the Army PEO.

Oct 2003:
Decision to field 
CPOF to 1CD.

Apr 2005:
General Dynamics 
C4Systems acquires 
MAYA Viz.

Early 1990s:
Development of SAGE expert 
system automating visualization 
design, based on characteristics 
of data and user tasks.

1996-1997:
Visage-Link extends 
information-centric UI to 
deep collaboration model.

1998:
MAYA Viz founded to 
build CoMotion product 
capturing principles of 
information-centrism 
and deep collaboration.

Basic Research (CMU and MAYA Design): Systems (MAYA Viz): Transition (MAYA Viz and General Dynamics):

FIGuRE 2. HISTORY OF CPOF PROGRAM
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In the fall of 2003, CPOF was introduced to [then] MG Peter W. 
Chiarelli, USA, commander of the 1st Cavalry Division (1CD). MG Chiarelli 
requested that CPOF deploy with his division to Iraq. In this phase—42 
systems and servers—a team of technical and operations subject matter 
experts were deployed in-theater. In March of 2004, working with MG 
Chiarelli, the DARPA team deployed systems throughout the division 
headquarters and to each of the brigade headquarters. The deployment 
team was able to work with operators to incorporate CPOF into part of 
their daily battle rhythm.

With the early success of CPOF and its deployment with 1CD, 
an agreement was codified in a Memorandum of Agreement (MOA) 
between DARPA and the Department of the Army. This agreement called 
for continuing the deployment of CPOF to Iraq as an experiment, and 
furthering the experiment by fielding CPOF to two additional divisions in 
subsequent years. It also provided for a subsequent decision on transition 
of CPOF to an Army Program of Record (POR). Transition was dependent 
on three measures: 

•	 The ability to scale CPOF to 200 users
•	 Demonstration of the use of CPOF over standard tactical 

communications
•	 Demonstration of interoperability with the ABCS.

oPeRAtionAl, tecHnicAl, AnD PRoGRAMMAtic collABoRAtion
With the 1CD deployment into Iraq underway, a collaborative effort 

between DARPA and the Army began in earnest. DARPA’s efforts to date 
had been focused on creating the most intuitive collaborative interface. 
Very little work had been conducted to harden the system for operations 
in a tactical environment. Together, a team that included a Marine Corps 
program manager from DARPA, soldiers from the Army’s Training and 
Doctrine Command (TRADOC) and 1CD, and acquisition professionals 
from PEO C3T (Program Executive Officer, Command, Control, and 
Communications–Tactical) and Army G-8, worked to put in place a 2-year 
plan to cover operational, technical, and programmatic concerns. Senior 
leadership of the division took ownership of the test-fix-test process, 
allowing warfighters to dictate the requirements. MG Chiarelli understood 
the technical issues that needed to be conquered, and was willing to 
accept the risk to see CPOF successfully integrated into the division. 

In parallel with MG Chiarelli’s use of CPOF in-theater, the Army and 
DARPA decided to look at how best to continue CPOF development. 
DARPA and the Army came to an agreement, documented in the 2004 
MOA. DARPA would continue to fund the advanced technology research 
needed to harden the system and exploit technical lessons learned. The 
Army would fund the operational support and hardware procurements 
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necessary to execute the continued fieldings. During this collaborative 
phase of the program, DARPA provided $13.5 million of funding, and the 
Army provided $37.5 million. DARPA would maintain primary control of 
the program for 2 years. The MOA also called for CPOF fieldings to three 
Army Divisions (Operation Iraqi Freedom 2 through 4) and technological 
improvements to CPOF software in the areas of scaling, satellite 
communications, and ABCS integration.

Some hurdles, however, needed to be overcome—none of which were 
insignificant in the way the acquisition community procures new systems.

•	 DARPA’s involvement with and funding of CPOF was 
scheduled to end at the conclusion of the 1CD rotation in Iraq.

•	 CPOF was not in the Army Program Objective Memorandum 
for funding, nor was there an office established that would 
be able to take on a new program with many technical 
challenges still ahead.

•	 No approved requirement document was in place calling for 
a stand-alone system like CPOF.

•	 CPOF needed to meet the requirements imposed by the 
acquisition regulations and laws.

•	 Significant risks—namely scalability, performance, and 
ABCS interoperability—still needed to be reduced to enable 
a broader use of CPOF.

•	 CPOF had minimal capability to interoperate with other 
Army and Joint systems.

To tackle these hurdles and maintain the momentum of the CPOF 
program, the PEO C3T and DARPA joined forces.

The Army Acquisition Executive (AAE) assigned CPOF management 
authority to PEO C3T, and directed that the designated program 
management office enter into an agreement with DARPA to support the 
transition of CPOF technology to the Army. PEO C3T gave responsibility 
for CPOF to PM Battle Command. In October 2004, the Army opened a 
small program office for CPOF. 

The 2 years’ leadership overlap, from 2004 to 2006, between DARPA 
and the Army allowed time for relationships to develop, for technology 
transfer to occur, and for the acquisition steps necessary for an Army 
POR to be developed and approved. The Army PM shop integrated CPOF 
requirements into the Maneuver Control System (MCS) Capabilities 
Production Document (CPD), wrote a Test and Evaluation Master Plan 
(TEMP), and obtained the necessary Army and Joint approvals necessary 
to field and sustain a POR. 

Formal transition of CPOF to the Army occurred in April 2006, and 
is documented in PEO C3T’s CPOF Decision Point 1 (DP1) Acquisition 
Decision Memorandum (ADM).
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ongoing Development

MoDelinG AnD siMulAtion
CPOF developers relied on modeling and simulation as well as heavy 

experimentation to quickly grow CPOF into a successful theater-wide 
system. CPOF had three major technical challenges to overcome in the 
near term: scalability, system stability, and ABCS interoperability. To meet 
these challenges, new technologies and data management strategies 
were modeled for their impact on the architecture. For example, a mid-
tier server concept was introduced to ease the bandwidth utilization over 
tactical networks. Through modeling and experimentation, CPOF was 
able to demonstrate significant bandwidth reduction.

The first step in any effort to develop software is to get consensus 
from the user community, including the direct users, on a concise set 
of requirements. Often this can be difficult, but since CPOF was fielded 
to select users as a commander’s tool in 2004, direct user feedback 
was readily available. The user and Field Support Representative 
(FSR) feedback was the primary source used to define and refine the 
requirements. Each time a new capability was added, it was evaluated and 
feedback was again given by the end-users and the FSRs. This constant 
feedback loop provided gradually increased capability by allowing the 
software developers to focus directly on the issues identified by the 
users. It produced a higher quality, more useful end product in a very 
short period of time.

The use of experimentation reduces program risk by continually 
testing out new functionality and incorporating real-world feedback. 
Resources are not applied against a capability—either hardware or 
software—until the users and support people concur that it is worth the 
cost and additional risk.

sPiRAl DeveloPMent
The employment of end-user and FSR feedback in an “experimentation” 

mode allowed a tighter or faster spiral development process to occur 
(vice the traditional software waterfall development). Following is a 
description of the key capabilities of the first two major spirals in the CPOF 
development, each about a year apart.

CPOF version 2.4 was the version resulting from the spiral development 
that was occurring in-theater. Some characteristics of this version are:

•	 Operates with latency of up to 1400 ms
•	 Bandwidth use up to 18–28 Mbps during peak usage to 

support a division fielding
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•	 Scaled to 200–250 users on a single master repository, with 
40 users at the mid-tier

•	 Supports 7 ABCS threads and 41 common tactical graphics.

The next version, CPOF 3.0 that 4th Infantry Division used, improved 
all of these characteristics:

•	 Operates with latency of up to 2,100 ms
•	 Bandwidth use up to 5–6.5 Mbps during peak usage to 

support a division fielding
•	 Scaled to 300+ users on a single master repository, with 60 

users at the mid-tier
•	 Supports 14 ABCS threads and 89+36 common tactical 

graphics
•	 Increases stability via almost 300 CPOF bug fixes.

Figure 3 shows the CPOF maturation and development through present 
day that continues to address warfighter issues. 

FIGuRE 3. CPOF MATuRATION OVER TIME 

Feb 04
CPOF Initial 
Issue to 1CD in Iraq

Feb 04
CPOF In-Theater
Assessment

Jan-Mar 05
Upgrades for
Interop with 
Platforms and 
C2PC

May 05
Ver 2.2
Upgrade

Apr 06
CPOF
Transitioned
from DARPA
to PM BC
(Tech insert)

Apr 06
Ver 3.02P2
Rel for Test

Sep 05
Ver 2.4 Upgrade
w/Mid-Tiers

Feb 06
CPOF Expanded Fielding 
to MNC-I and MNDs 
including USMC (Repos, 
Clients & FSRs)

CPOF 1G CPOF 2G CPOF 3G

1000

0

2000

3000

4000

5000

6000

2004 2005 2006 2007 2008 2009

Aug 06
CPOF IOC

Feb 07
Ver 3.1 
Rel for Test
NOT FIELDED

Nov 07
MCS/CPOF
Co-Hosted

Mar 07
Ver 3.02P4
Rel for Test
NOT FIELDED

Jun 08
TBC (MCS) CPD
JROC Approved

Nov 08
QR1 Fldg Decision
Nov 08
Ver QR1 Upgrade

Sep 06
Ver 3.02P2
Upgrade

Oct 06
CPOF Transition
to PdM TBC

Nov 06
CPOF MS 
B/C Decision

OIF Expansion 
Including Clients 
and FSRs

OEF Site
Survey & 
Expansion

CGSC
Fielded

CTCs Fielded

BCTCs Fielded

Joint & Coalition
MFE & Use

CGSC Expansion

Kosovo Expansion

FY09 OEF
Expansion

Jun 04 - 47 Nov 05 - 140 

Mar 06 - 200 (Mid-Tier)
Jul 06 - 300 

Jan 07 - 450 
May 07 - 1523 

750 -OIF TPE World-Wide FSR Support

135-OEF TPE

Oct 07 - 2062
Apr 08 - 3214

Oct 08 - 4495

Jul 09 - 5794

Fielded Clients

DARPA-Army
Transition



Command Post of the Future: successful Transition of a  January 2010  | 1 2
science and Technology initiative to a Program of Record  

At this point CPOF had met the Army criteria for transition from 
DARPA to the Army in the April 2004 MOA. In parallel with the DARPA-
sponsored spiral development work in-theater, the Army program office 
developed an acquisition strategy to transition the program into a POR.

DeveloPMent of tHe BAttle coMMAnD vision foR tHe futuRe
The Battle Command Migration Plan was developed and refined to 

map out the development, fielding, and finally, retirement path for ABCS 
for the near- and long-term future. It was developed in the context of the 
current Army environment—the Army at war in Operation Iraqi Freedom/
Operation Enduring Freedom (OIF/OEF), the need for increased Joint 
interoperability, and Future Combat Systems/Net-Enabled Command 
Capability (FCS/NECC) schedules. The plan took into account the need for 
technology insertions due to the rapidly changing available commercial 
products, and the need to upgrade existing software to better use the 
technologies that are available. The goals of the Battle Command Migration 
Plan included lowering life cycle cost by moving to a smaller footprint; 
making the systems easier to use, train, and configure; and fielding a single 
standard capacity to every unit that provides the basis for their unique 
tailoring needs.

CPOF was one of the first technology insertions into the existing 
ABCS 6.4 System of Systems. The Battle Command vision is to leverage 
the CPOF technology, including its collaboration services and graphical 
user interface, as a front end for all Battle Command applications/users 
and possible transformation into the single visualization system for Battle 
Command. Key development tasks are planned to enable this, including: 

•	 Defining an open set of Application Program Interfaces 
(APIs) and a Third Party Development Kit (3PDK) to enable 
multiple vendors to build CPOF-enabled modules for 
specialized Battle Command functionality

•	 Leveraging DoD standard mapping services, such as the 
Commercial/Joint Mapping Tool Kit (C/JMTK), to provide 
a richer set of mapping capabilities, including common 
symbology and maps

•	 Leveraging common Active Directory services for common 
user management and authentication across CPOF and the 
Battle Command infrastructure

•	 Leveraging a future PEO-provided Tactical Enterprise 
Voice Over Internet Protocol (VOIP) solution; Warfighter 
Information Network-Tactical (WIN-T) is the targeted POR 
to provide this capability.
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One of the key ideas in this vision is leveraging the capability in CPOF 
to which the soldiers in the field consistently give high marks—ease of use 
and ease of training. This common platform provides a consistent map and 
set of graphics, greatly enhancing interoperability. 

Reducing Risk

All of the above—the experimentation in-theater, spiral development, 
and development of the vision for the future—was done in parallel. The 
goal of all of this was to get the fullest capability to the soldier rapidly, 
while laying the groundwork for future development—all while reducing 
program risk. 

RisK MAnAGeMent
Risk management was one of the major project management tools 

for CPOF development, test, and fielding. The CPOF effort is continuously 
evaluated to determine exposure to risk and how to best handle such 
exposure. Specifically, the risk management aspect of the CPOF aims 
to allow CPOF to be fielded to the user community with as many risks 
identified, mitigated, or categorized as acceptable, as possible (Thomas 
& Cook, 2005). 

The Product Manager, Tactical Battle Command (responsible for 
CPOF), and the contracted development team are both responsible for 
performing risk management activities. The contractor is responsible 
for assigning appropriate parties and/or organizations for enforcing and 
performing risk management activities.

An example of a risk matrix is shown in Figure 4. It identifies risks, 
categorizes them, and suggests possible mitigation. One of the things that 
makes this management tool so effective is that the risks and possible 
mitigation paths are publicly discussed. In this way, the entire community 
comes to a similar understanding of the capabilities and limitations of the 
product. The acquisition strategy was directly tied to the risk analysis. The 
events and decisions were based on the identified risks. Major risk areas 
identified were:

•	 Scalability
•	 Interoperability
•	 Supportability
•	 Full-Spectrum Operations
•	 Architecture

Development efforts were designed to address these major risk areas.
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Specific tasks to address these risks have been developed and 
crosswalked with the TRADOC Capabilities Manager (TCM)-developed 
requirement. Then these requirements are balanced with the expected 
resource availability to develop the build plan.

Risk assessments were done in parallel with the early DARPA 
development. It was clear that CPOF, while providing needed capability 
in-theater, needed work to become “productized.” Risks to the program—
technical and programmatic—were identified. Then mitigation plans were 
developed openly for each risk. This in-theater feedback loop—shortfalls 
identified, fed back into the risk plan, mitigated, and fixes sent back in-
theater—allowed incrementally better product to get into the soldiers' 
hands quickly.

tAiloRinG Acquisition stRAteGY to AccePt tHe new tecHnoloGY 
usinG A sPiRAl PRocess

The standard DoD 5000 acquisition strategy was tailored specifically 
to allow the new CPOF technology to make it to the field sooner rather 
than later. It was also tailored so that CPOF could be incorporated as a 
technology insertion into the ABCS System of Systems. 

The acquisition strategy was specifically designed around mitigating 
risks. An honest risk assessment was the first step—do the analysis of 
CPOF’s shortfalls and put mitigation plans in place for each identified 
risk. The development tasks fell out of the mitigation plans. For example, 
one risk was scalability in-theater; i.e., moving from 200 users to more 
than 1,000 users. The mitigation plan noted that the server architecture 
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would not support that many clients (users). The redesign of the server 
architecture to add mid-tier servers was a key development task. The 
strategy was developed to fix the risks over time, rather than trying to 
develop the perfect product in one delivery.

The Acquisition Decision Flow Chart is shown in Figure 5. It shows 
two decision points (DP) where leadership had the opportunity to review 
the progress of the program and to decide if the program was ready to 
move forward as planned. Each of these decision points was linked to an 
event that could be used to demonstrate whether or not CPOF was ready 
to move ahead. These decision points enabled the leadership to evaluate 
program risk to determine the best path forward. 

The acquisition strategy included two key decision points as shown 
in Figure 5. These were selected in advance at junctures in the program 
where go/no go-type decisions could be made. These decision points were 
not selected based on schedules, but rather on whether the program was 
capable of proceeding to the next step in the acquisition process, i.e., they 
demonstrated readiness for transfer and reduction of risk. Decision Point 
1 (DP1) was held to determine if CPOF had met the transition goals for the 
Army to accept the technology from DARPA. DP2 was a Milestone C-like 
event to determine if CPOF was capable of being fielded as part of the 
software block to the entire Army. For Decision Point 2 (DP2), a brief was 
given to the community, including the General Officer (GO) leadership, 
showing that CPOF had the capability, certifications, documentation, and 
sustainment capability to support the decision for fielding.

The CPOF Addendum to the MCS Acquisition Strategy was signed by 
MG Michael R. Mazzucchi, USA (Ret.), in July 2005. 

•	 CPOF is a technology insertion into MCS, which was in full 
rate production.

•	 To ensure that DARPA met the conditions of the Army-
DARPA MOA and that CPOF was performing satisfactorily in 
unit operations, the Army conducted a Level I Development 
Test (DT) event and a series of Level II Operational 
Assessments of CPOF in fielded units. These assessments 
provided data for informed decisions at DP1 and DP2, 
respectively.

•	 DP1 was conducted in March 2006, and documented in 
the PEO C3T DP1 ADM dated April 2006. The purpose of 
this decision point was to accept transition from DARPA 
and approve Research, Development, Test, & Evaluation 
(RDT&E) funding to reduce risk and baseline/assess the 
CPOF system; and to approve Other Procurement, Army 
(OPA) funding to support theater and continental United 
States fielded units. DP2 included a CPOF Block II Milestone 
C to determine whether the current block of software/
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hardware was suitable for fielding in accordance with the 
ABCS 6.4 schedule. DP2 also included CPOF Block III 
Milestone B to authorize research, development, and test 
activities for continued CPOF development.

•	 The CPOF acquisition strategy reflected the use of 
innovative solutions and utilized best practices in the 
following aspects: 

 { Extensive use of integrated government-developed 
software and COTS software 

 { Streamlined acquisition processes wherever appropriate
•	 Capability is to be provided incrementally, putting the best 

of 80 percent solution into the field quickly.
•	 Contracting Strategy

 { Software—Software development, software 
maintenance, fielding support, field service support, 
training, and documentation were procured via a 5-year 
sole source (i.e., a 1-year basic plus four 1-year options) 
basic ordering agreement with the software developer. 
Upon attaining a successful DP2, task orders were 
awarded on an annual basis as required to support 
additional fielding of the baseline CPOF product and 
related activities.

 { Hardware—Hardware and peripherals to support CPOF 
fieldings were procured via award of task orders on a 
competitively awarded hardware ordering contract. 
Hardware procurement included a 5-year warranty for 
all items.

Design and Program Reviews were also scheduled at regular intervals. 
These gave the leadership and the rest of the community an opportunity 
to evaluate CPOF. This helped ensure that CPOF development stayed in 
sync with the rest of the Army programs, and that the program risk was 
within acceptable limits. The acquisition plan also specified design reviews. 
These reviews were publicly held and covered technical, programmatic, 
and funding issues. They were intended to engage the community. Again, 
the philosophy is that the more that is known about a system’s capabilities 
and limitations, the better the focus that can be brought to solve issues. 
This allows a more capable, useful system to make it to the field.
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lessons learned: best Practices for a successful Transition

Inserting a new technology into an existing System of Systems is not 
a straightforward or easy task, but some key lessons were learned during 
the CPOF transition. 

leADeRsHiP
Leadership of both the technology provider and the receiver must 

be fully engaged and supportive. The MOA helped ease the transition by 
providing a 2-year window, along with adequate funding, for the DARPA 
and Army teams to collaborate on how best to grow CPOF into a fielded 
system used by soldiers every day. 

vision
A vision, both near-term and long-term, greatly helps in both 

acquisition and technical issues. The vision to use CPOF as the common 
platform for collaborative services has stretched the original system to fill 
gaps left by the other ABCS system of systems. The vision provides the 
framework for breaking large strategic goals into smaller, more executable 
ones. It also helps prioritize efforts.

eXPeRiMentAtion
Experimentation is needed in developing a successful product. 

Exposing ideas to actual (vs. laboratory) conditions changes the way 
designers and developers view the system. Many improvements to 
CPOF were made because the system was deployed in-theater so early 
in its development cycle. Even after CPOF was integrated into the ABCS 
system of systems and had scaled to over 5,000 systems, experimentation 
continues. A concerted effort is underway to continually solicit and 
incorporate all user feedback into the system to make it relevant to the 
current fight. Experimentation must involve the user up front and early 
with a tight feedback loop with the developer.

event-DRiven PRocess
The spiral process used to insert CPOF into the ABCS POR was a 

tailored DoD 5000 process. It was event-driven, using regular, scheduled 
decision points to proceed. At each, the system was honestly evaluated to 
determine progress and to steer towards the optimal path forward.
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MAnAGinG cHAnGe
Any new system or technology will require changes or adjustments 

once exposed to real-world conditions. CPOF, in the years that it has 
been in the field, has changed significantly. It has been scaled up from 
just a handful of systems and now interfaces directly into ABCS. CPOF 
is an official part of the LandWarNet (LWN)/G3 software baselines that 
are fielded to Army. This has only been possible because all parties have 
embraced the new technology and worked hard to incorporate it and 
tailor it to best advantage. Accepting and managing the change have 
made this possible!

coMMunitY RisKs
Most importantly, communicating risks and issues in an open, honest 

way helped manage expectations of soldiers, leadership, and technologists. 
Regular risk assessment and mitigation discussions at all levels helped 
focus resources where they were needed most. For example, one early 
technical risk was the concern about how the CPOF network would scale 
in-theater. The mitigation for this risk, which was actually executed, was to 
incrementally grow the network in-theater. This was successful and allowed 
the users and technical support to address smaller issues as they occurred.

Conclusions

The transition of CPOF from DARPA to the U.S. Army was successful 
for a number of reasons. Tailoring the DoD 5000 acquisition strategy 
allowed new CPOF technology to be fielded as a technology insertion 
into the ABCS. The keys to this successful transition can be linked to the 
efficient use of risk management techniques to drive the program forward, 
use of early and sustained feedback from the user community, maintaining 
transition funding stability, and honest and open communication between 
all stakeholders. 
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APPENDIX

List of Abbreviations and Acronyms

1CD First Cavalry Division
3PDK Third Party Development Kit
4ID Fourth Infantry Division
AAE Army Acquisition Executive
ABCS Army Battle Command Systems
ACQ Acquisition
ADM Acquisition Decision Memorandum
API Application Program Interface
BC Battle Command
BCTC Battle Command Training Center
BDE Brigade
BN Battalion
C2PC Command and Control Personal Computer
C&L Capabilities and Limitations
CDR Commander
CHS Common Hardware Systems
CGSC Command and General Staff College
C/JMTK Commercial/Joint Mapping Tool Kit 
CM Configuration Management
COTS Commercial Off-the-Shelf
CPD Capabilities Production Document
CPOF Command Post of the Future
CTSF Central Technical Support Facility
DARPA Defense Advanced Research Projects Agency
DDR&E Director, Defense Research and Engineering
Devel Develop
DIV Division
DoD Department of Defense
DP Decision Point
FCS Future Combat Systems
Fldg Fielding
FOC Financial Operational Capability
FSR Field Support Representative
GO General Officer
Interop Interoperability
IOC Initial Operational Capability
IOT&E Initial Operational Test and Evaluation
JROC Joint Requirements Oversight Council
KTR Contractor
Lat Lateral



2 5 |  A Publication of the Defense Acquisition University www.dau.mil

LRIP Low Rate Initial Production
LUT Limited User Test
LWN LandWarNet
MCS Maneuver Control System
MFE Material Fielding Exception
MNC-I Multi National Corps Iraq
MND Multi National Division
MNS Mission Needs Statement
MOA Memorandum of Agreement
MS Milestone
NECC Net-Enabled Command Capability
NET Network
NOSC Naval Ocean Systems Center (Navy Laboratory)
OEF Operation Enduring Freedom
OIF Operation Iraqi Freedom
OPA Other Procurement, Army
OPER Operational
ORD Operational Requirements Document
PASS Publish and Subscribe System
PdM TBC Product Manager, Tactical Battle Command
PEO C3T Program Executive Officer, Command, Control, and 

Communications—Tactical
PO Program Office
POR Program of Record
QR1 Quarterly Release 1
RDT&E Research, Development, Test, and Evaluation
Rel Released
Repos Repository 
RIN Risk Identification
S&T Science and Technology
SE/BC ARCH Systems Engineering/Battle Command Architecture
SoS System of Systems
SW Software
TBC (MCS) CPD Tactical Battle Command (Maneuver Control System) 

Capabilities Production Document
TEMP Test and Evaluation Master Plan
TRADOC Training and Doctrine Command
UID Unique Identifier
TRL Technology Readiness Level
TSM TRADOC Systems Manager
USMC United States Marine Corps
Ver Version
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LEAD SYSTEMS 
INTEGRATORS:  
A POST-ACQUISITION 
REFORM RETROSPECTIVE

Kathlyn Hopkins Loudin

This article explores concerns about the mid-1990s Acquisi-
tion Reform notion of partnering with industry. Design Agent, 
Lead Systems Integrator, and Total System Performance 
Responsibility roles were conveyed to companies charged 
with system design, technology development, and funds 
allocation, while balancing cost, schedule, and performance 
goals for program success. Although these arrangements 
arose from noble intentions, recent critics have posited that 
they have driven cost growth and have weakened DoD's 
ability to coordinate and control acquisition programs. The 
author infused real-world phenomena with elements of 
economic transaction cost theory and network theory to 
make recommendations about future optimization of roles.
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Multibillion-dollar acquisition challenges, such as those confronted by 
the Navy’s Littoral Combat Ship program and the Army’s Future Combat 
System, have sharpened public focus on the Department of Defense 
(DoD)’s ability to manage programs and control costs. This has triggered 
concerns about initiatives brought into vogue more than 10 years ago, 
prompted by mid-1990s Acquisition Reform-type thinking about fresh 
environments in which efficiency and effectiveness can flourish.

One such notion from that era embraced the philosophy of “partnering 
with industry.” Titles such as Design Agent, Lead Systems Integrator, and 
Total System Performance Responsibility were bestowed upon private 
companies entrusted with broader, more influential roles than ever before. 
These involved system design, technology development, acquisition, and 
funds allocation—all the while balancing cost, schedule, and performance 
goals to ensure program success.

acquisition Reform in Retrospect

Acquisition is among the most “reviled, reviewed, and reformed” 
activities of government (Besselman, Arora, & Larkey, 2000, p. 423). With 
more than $314 billion at stake annually (GAO, 2008), DoD programs 
understandably attract scrutiny. Ideological changes come with new 
Presidential administrations and prompt policy swings, often from one 
extreme to another. Under the Obama Administration, the recently signed 
Weapon Systems Acquisition Report Act of 2009 aims to bolster DoD’s 
workforce, increasing systems engineering and program oversight.

In contrast, the mid-1990s vision of Acquisition Reform aimed at 
achieving efficiencies. Diminishing post-Cold War budget realities led to 
the Federal Acquisition Streamlining Act of 1994; this was advanced by 
subsequent legislation. DoD implemented the Clinger-Cohen Act of 1996, 
the Federal Acquisition Reform Act of 1995, and the Government Results 
and Performance Act of 1993 in accordance with Office of Management 
and Budget (OMB) Circulars A-130 and A-11. One key assumption of these 
reforms was that cost efficiency could be improved by using contractors 
more effectively—sometimes in more powerful roles than ever before.

background

Within the military services, different terms are used to describe this 
business arrangement. “Lead Systems Integrator” (LSI) appears across 
the Services, but is most heavily used by the Army. The LSI concept 
was first manifested in a 1997 contract with Boeing for National Missile 
Defense, a complex system of systems. Boeing’s scope transcended 
that of a typical prime contractor. It involved concept definition, overall 
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systems engineering and integration, and leadership of Integrated Product 
Teams (IPTs). According to Gholz (2004), subsequent LSI contracts were 
awarded to Boeing for essentially masterminding equipment vital to future 
operational capability. Similarly great expectations were conveyed to the 
Boeing-Science Applications International Corporation (SAIC) team on 
Future Combat Systems (FCS).

Within the Navy, “Design Agent” connotes responsibility for 
systems design and development. This entails generating requirements, 
developing technology, leading systems integration, allocating resources 
on behalf of the customer, managing supply chains, and conducting 
testing and validation—sometimes all the way through Low Rate Initial 
Production (LRIP). The Navy sometimes uses “Design Agent” and “LSI” 
interchangeably.

Within the Air Force, “Total System Performance Responsibility” 
(TSPR) emerged in contract clauses in the 1970s. In 1999, the Air Force 
chartered a TSPR working group, whose recommendations led to 
certain contractors taking responsibility for design, configuration, and 
requirements solutions, as well as accountability for fielded systems. 
White (2001) characterizes TSPR as encompassing: (1) integration of  
the aircraft, its subsystems, and all components (hardware, software, 
data), whether provided as Government Furnished Property (GFP) or 
acquired commercially, and (2) assurance that the system will meet 
specifications. Example programs include the F-117 and the Space-Based 
Infrared System High.

Irrespective of nomenclature differences, by the late 1990s, the 
Services had begun to shift more development and systems engineering 
work to the private sector. Under traditional acquisition strategies, 
DoD procured various weapons, components, and platforms, and then 
combined and refined them, eventually achieving operational capability. 
Influenced heavily by the post-Cold War “peace dividend” aimed at 
reducing spending on procurements, facilities, and people, however, new 
strategies called for DoD’s issuance of a Statement of Objectives (SOO). 
Then qualified industry partners could derive technical specifications 
and determine how to allocate Research and Development (R&D) and 
procurement funds. This was predicated on the notion that industry 
possessed the broad technical and programmatic knowledge needed 
to meet cost, schedule, and performance objectives—and was strongly 
motivated to do just that.

Although this model was favored for its consistency with business 
transformation efforts, it drew criticism. For instance, the Defense Science 
Board (2002) assessed systemic causes of cost overruns, schedule 
slippages, and capability shortfalls, and pointed to a “hollowing out” of 
organic systems engineering capability within DoD. Others voiced concerns 
over the increasingly blurred lines between government and industry.
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blurring the lines: Partners and Primes

When contractors are enlisted to work in ways that depart from 
tradition, organizational roles require redefinition. Rainey (2003) extended 
the typology by categorizing different economic sectors not merely 
as public or private, but as mixed, intermediate, or hybrid, noting that 
many private, for-profit companies work with government in ways that 
transcend normal boundaries. For example, early news releases for the 
FCS team touted Boeing and SAIC not as contractors, but as full-fledged 
government partners.

While the idea of productive public-private partnerships is appealing, 
lines of demarcation between “inherently governmental” and “commercial” 
activities need to be thoroughly understood. Circular A-76, published by 
the Office of Management and Budget (OMB, 2003), states:

An inherently governmental activity involves: (1) Binding the 
United States to take or not to take some action by contract, policy, 
regulation, authorization, order, or otherwise; (2) Determining, 
protecting, and advancing economic, political, territorial, property, 
or other interests by military or diplomatic action, civil or criminal 
judicial proceedings, contract management, or otherwise; (3) 
Significantly affecting the life, liberty, or property of private 
persons; or (4) Exerting ultimate control over the acquisition, use, 
or disposition of United States property, [including] collection, 
control, or disbursement of appropriated and other federal funds. 
(p. A-2)

OMB Circular A-76 does permit private firms to engage in activities 
involving discretion, provided that the firm holds no decision-making 
authority, but instead develops options and implements actions under 
government supervision. Similarly, under the 2008 National Defense 
Authorization Act (NDAA), DoD may contract for acquisition support on 
major systems development and production, provided that the contractor 
performs no inherently governmental functions and makes no decisions 
on technical performance. The 2009 NDAA calls for policy standardization 
on inherently governmental functions and potential conflicts of interest.

Therein lies the challenge, of course: Consistent policy implementation 
is difficult under the best of conditions. It is daunting in highly complex, 
high-dollar acquisitions involving systems of systems. Numerous analysts 
have sounded alarms over the “hollow state,” or its inability to convey 
sound technical direction to contractors (Crawford & Krahn, 1998; Kettl, 
1988; Milward, 1996). This often culminates in cost overruns, performance 
problems, and recurring ambiguity regarding responsibilities.

Concern over casting contractors in non-traditional, influential roles 
had escalated by 2007. Then-Secretary of the Navy Donald Winter voiced 
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discontent with current business practices, stressing the erosion of 
engineering expertise within the Navy and over reliance upon contractors. 
He also criticized the Pentagon for its failure to understand competitive 
pressures and Wall Street expectations. Winter’s speech, delivered 
while the Navy was renegotiating its Littoral Combat Ship contract with 
Lockheed Martin, stressed that the LSI should be a DoD entity, not a 
contractor (Castelli, 2007).

The 2008 NDAA contained language barring the award of new 
LSI contracts after FY 2010; with few exceptions, it prohibited such 
arrangements for programs beyond LRIP. The NDAA for 2009 specifically 
forbids the award of an LSI contract for LRIP or full-rate production of 
major elements of the FCS program. Given these stipulations, it is clear 
that partnerships with industry, once believed to boost efficiency and 
effectiveness, are now destined for the history books.

Review of the literature

The author found few quantitative analyses of Design Agent, LSI, or 
TSPR arrangements; most were qualitative in nature. White (2001), for 
example, assessed the value of TSPR in Air Force acquisition strategies 
using multiple case studies and self-reported data. White reported that 
one program office realized $1.2 billion in cost savings over a 10-year 
period; they cited manpower reductions, competition, and contractor 
innovations, but provided no substantiation. Still, White concluded that 
TSPR arrangements could produce cost savings, but stated that TSPR 
impact on program performance remained unclear.

Flood and Richard (2005) authored a qualitative study of the LSI 
experience of the Army FCS program. They compared the LSI model 
to DoD’s traditional program office model, weighed the pros and the 
cons of each arrangement, and suggested strengthening processes, 
clearly defining program objectives, and instituting a success-oriented 
culture. Similarly, Gholz (2004) presented a qualitative assessment of 
LSI arrangements, cautioning governments against over-centralization 
of acquisition activities. Gholz also warned against possible abdication 
of leadership responsibility and the atrophying of the government’s 
technical competency.

Considering alternative DoD acquisition arrangements more broadly, 
other studies have endeavored to augment qualitative data with numbers. 
In an examination of Defense Acquisition Pilot Programs (DAPPs), Reig 
(2000) baselined the initial state, identified changes, and measured 
their impact. Reig combined cost and schedule metrics from Selected 
Acquisition Reports (SARs) with performance data from test reports of 
Acquisition Category (ACAT) I programs prior to Acquisition Reform. He 
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contended that DAPPs could not be meaningfully compared to “standard” 
programs unless they were developed contemporaneously.

Literature on the general contracting-out debate was abundant; 
some of it delved into the quantitative. Globerman & Vining (1996) 
attempted to calculate the cost of contracting out. The Government 
Accountability Office (GAO) has conducted numerous cost comparisons, 
but reported in 2008 that data are generally inconclusive. GAO (2007) 
reported that, although DoD maintains data from competitive sourcing 
(i.e., A-76) efforts, the number of competitions is small, and results may 
not be generalizable. Other studies include Smith & Smyth (1996), who 
addressed accountability in contracting, and Miles and Snow (1992), who 
identified drawbacks to contracting out. Goodsell (2007) referred to the 
Constitution’s preamble for determining what is inherently governmental. 
Kelman (2007), formerly head of Office of Federal Procurement Policy, 
published a treatise on astute contract management to combat cost 
overruns and performance failures.

Finally, literature on the “demanding customer” and the implications 
of “hollow” organizations (Crawford & Krahn, 1998) tied empirical data 
to theory. Frederickson and Frederickson (2000) contributed to network 
theory by articulating an array of engagements among entities, including 
formal contracts, grants, regulations, and other transactions; their work 
was qualitative in nature. The preponderance of qualitative work is not 
surprising, given problems with gathering, normalizing, and interpreting 
quantitative data, particularly public-domain data.

MetHoDoloGY 1: quAntitAtive AnAlYsis
To gauge the prevalence and dollar value of LSI-like contracts, the 

author conducted a keyword search within DoD’s public archives (DoD, 
2009b) to find all contracting actions valued at more than $5 million 
between October 1994 through March 2008. Keywords used were “Design 
Agent” or “Lead System(s) Integrator” or “Lead System(s) Integration.” 
Dozens of contracting actions were found: Their values ranged from $5 
million to $2.879 billion.

The figure shown here reflects trends that can be detected from 
the data. First, soon after Acquisition Reform, the number of LSI-like 
contracting actions ascended, reflecting an initial burst of activity 
consistent with new policies. With the turn of the century came a leveling 
off; this could indicate a time of policy analysis and program evaluation. 
Then during 2002—2004, the number of actions reached a new peak. Their 
dollar values increased, as well. The Navy contracted for billions of dollars 
of support to then-DD(X) and nuclear submarine programs. After 2004, 
the purity of LSI-like contracts became increasingly suspect, as hybrid 
contracts for design and maintenance emerged. By 2007, the popularity 
of LSI-like efforts declined; this is consistent with DoD’s changing stance 
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on acquisition strategies. (The 2008 legislation on phasing out contractor-
as-LSI arrangements was preceded by several years of intense scrutiny by 
the GAO, the Congressional Research Service, and others.)

The author acknowledges limitations to the data. First, nomenclature 
used in contract announcements was inconsistent. Several news items 
indicated that “Design Agents” were being used for maintenance on an 
aging class of ships. Other contracts that were clearly LSI in nature lacked 
those keywords. Therefore, some work is counted too heavily and some is 
not counted at all: It is difficult to gauge the extent to which these factors 
offset one another. Secondly, attempts to assign values to actions were 
complicated by the fact that only Contract Line Item Number (CLIN) 
ceiling amounts were reported. In cost-plus contracting, CLIN ceilings 
may or may not have been fully funded. Valuation of LSI-type scope as 
a subset of the overall contract value was problematical as well, given 
limited public information.

Still, having traced the general build-up and demise of non-traditional 
arrangements, the author attempted to compare the acquisition costs 
and performance effectiveness of contractor-led acquisition programs 
to those of government-led acquisition programs of similar scope. This 
was complicated by issues identified by Reig (2000): Contractor-led 
programs came into vogue during a period of time when few comparable 
government-led programs were at the same stage of development. 
Organizational culture and interorganizational relationships—both time-
sensitive—can also influence cost savings and performance. Thus, it 
is unfair to pit a pre-1990s government-led effort against a post-1990s 
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contractor-led effort. Moreover, other aspects of post-Acquisition Reform 
culture converged during this timeframe. The government adopted more 
commercial-like practices, and other innovations such as Prime Vendor 
Support strategies were tested.

For these reasons and others, it is difficult to isolate the LSI variable 
and gauge its impact on cost and performance. Other issues include: (a) 
lack of commonality in contractor cost estimating and contractor cost 
reporting requirements, (b) lack of completeness in cost and pricing data, 
(c) the dynamic nature of government cost estimates, and (d) limitations 
inherent to public-domain data.

In complex system-of-systems efforts involving numerous entities, 
cost and performance data are clouded by commonality issues. First, 
firms differ in their accounting systems; cost categorizations vary. 
Although major DoD contractors must obtain approval of their accounting 
systems from the Defense Contract Management Agency (DCMA), there 
is no single “right way” to report subcontractor labor and material costs, 
to differentiate direct from indirect costs, or to draw the line between 
recurring and non-recurring costs. Secondly, cost-reporting requirements 
vary by contract: Lower-tier vendors tend to provide basic components 
and services, often via fixed-price contracts. Subcontractors higher in the 
chain tend to deliver more complex services; these are often contracted 
via cost-plus vehicles. Cost-plus contracts generally call for more cost-
reporting detail than do fixed-price contracts.

Data-completeness issues arise when costs are captured and reported 
via multiple contracts. When programs extend over years or decades, 
the clarity and completeness of cost data are clouded when performing 
entities change, whether via corporate reorganization or recompetition. 
Additionally, valid comparisons of contractor-led efforts to DoD-led efforts 
require the inclusion of government costs that are not often quantified. 
For instance, DoD “overhead” costs, such as the contracting office, 
are commonly overlooked in make-or-buy decisions. (Since overhead 
functions are reflected in an agency’s cost structure whether or not 
services are used, they are often viewed as cost-neutral.) This tendency 
may be changing, however, since the Accountability in Contracting Act of 
2007 calls for fully burdened costs when comparing internal sourcing to 
contracting out (Lumsden, 2007).

Other obstacles to the quantitative analysis of alternative strategies 
stem from the temporal nature of cost estimates and budgets for 
complex, long-duration efforts. Cost estimates for major programs reflect 
production quantities, schedules, and efficiencies ostensibly gained with 
experience. Over time, these tend to change. Over long periods of time, 
they change markedly. The researcher also found differences among 
budget figures (DoD, 2009b). When comparing budget exhibits for the 
Navy’s Cooperative Engagement Capability system, figures differed 



lead systems integrators: A Post-Acquisition Reform Retrospective  January 2010  | 3 6  
 

sharply among programs. This is likely due to differing assumptions and 
cost-sharing arrangements negotiated by the various program offices.

Further research is needed to illuminate the public-domain data. 
Personal interviews with program staff, as well as with DCMA, can provide 
insight for DoD in managing acquisition more astutely.

GAO (2005) confirmed that, while differences in magnitude and 
sources of cost growth exist, all shipbuilding programs experienced 
cost growth (Table 1). Programmatics (e.g., design challenges, schedule 
delays, business projections, and workforce issues) triggered the growth. 
Of the programs studied, the Virginia class of submarines was most 
closely aligned with the LSI model. GAO concluded that its cost growth 
was greater than that for some Navy-led programs, but less than that for 
other Navy-led programs. It can be inferred that LSI-like strategies, taken 
alone, are not good predictors of cost growth. Interrelated rival causes are 
detailed throughout GAO’s analysis (Table 2).

Identified as a lower cost-growth program, the Arleigh Burke class was 
built by Ingalls and Bath Iron Works (BIW), while the Navy retained design 
control. Ingalls reported growth in labor costs, linked to inexperienced 
workers and design upgrades. When assimilated into Northrop Grumman, 
Ingalls realized some economies on material costs, but overhead costs 
rose due to pension plans, medical benefits, and workload delays driven by 
new programs. BIW’s labor costs were also driven up by design upgrades; 
its overhead costs increased due to medical-benefits costs and workload 
delays. Also noted as a lower cost-growth program, the Nimitz class was 
produced by Newport News Shipbuilding. Labor costs rose due to talent 
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shortages, overtime, design changes, and late material deliveries. Material 
cost increases were tied to specialty materials and subcontracting. 
Overhead costs grew due to accounting changes, medical-care costs, 
capital investments, pension plans, and workload changes.

The highest cost-growth program was the San Antonio class of ships, 
built by Northrop Grumman. Labor costs increased due to design difficulties, 
schedule delays, and labor shortages. Material costs were increased by 
subcontractor efforts and tool development costs. Overhead costs were 
driven up by pension plans, workload losses, and schedule changes.

For the Virginia class, on which Electric Boat was Design Agent, the 
drivers of cost growth were similar to those on Navy-led programs: design 
issues, schedule volatility, material cost increases, overhead-rate changes, 
and workload fluctuations. These sources of cost growth are obviously not 
unique to LSI-type arrangements.

TABLE 2: SHIPBuILDER COST CATEGORIES AS PERCENTAGE OF 
OVERALL COST GROWTH
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RAND (2006), which also assessed cost escalation for naval ships, 
corroborated GAO on root causes. RAND attributed cost growth to 
economy-driven factors (pension plans, labor rates) and customer-
driven factors (design changes, schedule changes). Both RAND and GAO 
highlight the notion that cost growth is exacerbated by lack of “perfect 
information” (from traditional economic theory), particularly at program 
inception (Downs, 1964).

MetHoDoloGY 2: quAlitAtive AnAlYsis inteGRAteD witH netwoRK 
tHeoRY

Many analysts believe that expertise comes from the private sector, but 
power resides in the public sector. This logic is sound from a pure, follow-
the-money perspective: Public organizations exert power by funding 
private companies to carry out their missions. However, when private firms 
act as government agents, spearheading efforts involving a diverse cast 
of players, this view is oversimplified. The author drew from network and 
complexity theory (Goldsmith & Eggers, 2004; Agranoff, 2007) to explore 
relationships among entities in LSI-like arrangements.

Within the social sciences, complexity theory presents organizations 
as learning organisms that launch agents on non-linear feedback loops, 
acting interdependently with little intervention from controlling entities. 
Such networks of agents engage in cooperative behavior, eventually 
flattening hierarchies. These ideas counter the command-and-control 
mentality so integral to DoD culture. Still, this positive self-direction is 
motivated by feedback from other actors, as well as the environment. 
The more involved agents become in challenging work, the stronger 
connections become, making the (decidedly non-linear) process easier 
the next time.

While the network construct highlights the enduring nature of human 
intelligence and ambition, it fails to address some interactions among 
private and public organizations. Underlying all business arrangements 
are profit motivations, information asymmetry, and power. Synthesizing 
the literature, the following arguments can be made for Design Agent, LSI, 
and TSPR relationships:

•	 Brainpower. Private-sector talent can compensate for 
shortfalls in the DoD workforce.

•	 Streamlining and agility. Contractors can organize more 
efficiently to coordinate complex programs. Less bound by 
rules and traditions, they can adroitly assemble the required 
mix of talent.

On the other hand, contracting out vital functions has downsides, such 
as clashes over data rights and friction among LSI subcontractors and 
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customers. While some information exchanges move fluidly through the 
LSI hierarchy, each company is subject to financial and legal barriers that 
cannot be crossed.

1. Erosion of government expertise. Long-term programmatic 
knowledge may be sacrificed when contractors provide technical 
leadership.

2. Checks and balances. Communications protocol and decision-
making processes are seldom adequately articulated in contractual 
terms and enacted via daily interaction (e.g., if the government 
has statutory rights to do independent testing, how does this 
mesh with the contractor’s test plans?).

3. Interpretation problems. Prime contract requirements are not 
always conveyed accurately to subcontractors; this becomes 
progressively more difficult at each lower level on the supply 
chain.

4. Culture change. Ongoing education on roles and responsibilities 
in non-traditional arrangements is needed, and can obstruct open 
dialogue.

5. National team concept. With geographically dispersed industry 
teams, causes of technical problems are sometimes hard to 
pinpoint. Internal strife associated with jockeying for future scope 
and funding is another risk.

6. Increased scrutiny. In Congressional budgets, LSI-like 
arrangements appear as a single program element, rather than 
dozens of smaller ones. More scrutiny, albeit with less detailed 
understanding, is applied at the top level.

7. Organizational conflicts of interest. As members of an LSI team 
with common program objectives, individuals must share a great 
deal of information. Today’s collaborators may be competing 
against one another for follow-on work, so firewalls are often 
erected within and among entities.

8. Profit pressures. Minor problems are sometimes downplayed until 
design and development efforts are complete (Baron, 2007). Over 
time, minor issues can lead to protracted delays, cost overruns, 
and program failure (Ratnam, 2001).

9. Concentration of power. The limited pool of LSI-capable 
companies may negatively impact innovation, diversity of 
subcontractors, and fair business practices.

Both theory and experience suggest that mid-1990s Acquisition 
Reform initiatives have compromised DoD's ability to coordinate and 
control its programs. The outsourcing of key management and technical 
functions may lead to a long-term loss of institutional knowledge. 
Moreover, outsourcing without strong oversight seems to have diminished 
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the degree of meaningful cost and performance data from the actual 
performers (i.e., subcontractors and suppliers to the LSI), negatively 
impacting DoD’s leverage in negotiating and executing its acquisition 
programs. Of course, all nine of the preceding delineated disadvantages 
can be overcome by strengthening the government program office. 
Conversely, the espoused advantages of contractor-led efforts can also be 
maximized by a smarter, more efficient, less rule-bound DoD organization, 
particularly in the interrelated areas of program, business, and human 
resources management.

PRoGRAM MAnAGeMent
In contracting relationships, DoD expects commitment and 

competence from private firms. However, DoD must possess enough 
capability internally to ascertain whether those expectations are being met. 
As Goodsell states, “in-house mission control” is needed to: (1) interact 
responsibly with contractors, and (2) exercise due diligence. Crawford and 
Krahn (1998) corroborate the need for a solid, balanced relationship: Key 
ingredients are: (1) a competent government customer, and (2) consistent 
oversight. This requires not just the technical proficiency to formulate a 
vision (Prencipe, Davies, & Hobday, 2003), but also the energy to enforce 
the terms of the contract. In other words, the government must not only 
have high standards; it must also remain steadfast in holding contractors 
to those standards.

Certainly standards and steadfastness are both hard to maintain, 
but mustering the strength to hold contractors accountable is the more 
difficult. In light of the author’s experience in both hemispheres of the DoD 
acquisition world, this rings especially true. DoD employees are generally 
entrusted with greater responsibilities; yet they are confronted with more 
obstacles, such as cumbersome procurement processes, antiquated 
office equipment, inadequate staffing, ineffective personnel systems, and 
more compressed pay scales than those found in industry. Rainey and 
Steinbauer (1999) echo that: Public organizations are noted for lethargy 
precipitated by red tape. Much can be overcome, though, if key employees 
are committed to making a positive difference.

HuMAn ResouRces MAnAGeMent
Success is often stymied by efforts to balance effective operations 

with control using democratic processes. Government managers can be 
discouraged by constraints, engaging less than vigorously in motivating 
subordinates and support contractors, in optimizing workflow and 
communication, and in carrying out their missions. Reasons for this are 
myriad: inexperience, relatively short terms in their positions, complicated 
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laws and regulations, diffusion of responsibility, and limited incentives 
(Rainey, 2003).

Crawford and Krahn suggest that government does poorly with 
acquiring, retaining, organizing, and channeling technical competence. 
To attract and retain technical talent, Asch (2005, pp. 309–342) 
advocates pay-for-performance systems with a base-plus-incentive-pay 
plan, and individual plus group incentives. Public-sector longevity can 
also be encouraged via pay structures that differentiate more with each 
successive pay band: Simply put, extra responsibility should carry more 
compensation.

Business MAnAGeMent
The right incentives, coupled with human energy, sacrifice, teamwork, 

accountability, and a healthy work environment, lead to program success 
(Baron, 2007). These factors emanate, at least partially, from competitive 
zeal. People want to be successful, and will try to attain their goals rationally 
(Downs, 1964). Extending notions of rationality and utility maximization 
from the individual to the collective, organizations must compete for 
work within their competencies, and identify others for work that does 
not fit. For example, Gholz (2004) suggests that smaller organizations, 
with lower overhead costs and financial pressures, are well positioned to 
conduct analyses and small-scale experiments (Ratnam, 2001). Likewise, 
free of future production and profit interests, Federally Funded Research 
and Development Centers (FFRDCs) and DoD laboratories could capably 
serve as LSIs.

Contracting, whether with FFRDCs, small businesses, or large 
corporations, is integral to the way DoD carries out its mission. As such, 
efforts should be made to recruit and retain professionals capable of: 
(a) setting goals and developing strategy; (b) inspiring those doing the 
work with commitment, enthusiasm, and a sense of public purpose; (c) 
monitoring technical work and financial data; (d) managing interfaces 
between contractor and end-users, as well as the external environment; (e) 
identifying and mitigating risk; (f) instituting a rigorous award fee process; 
(g) finding ways to back-load contractual incentives, so that performance 
will be rewarded at the end of the effort; and (h) conducting meaningful 
analysis to support negotiations.

Conclusions

Clearly, change is imminent. The Weapon Systems Acquisition Reform 
Act of 2009, coupled with recent legislation on LSI-type contracts, 
was stimulated by rhetoric on runaway costs, schedule disruptions, and 
contractor performance issues, as well as the ever-present scarcity of 
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resources. A full-scale rebalancing of risks and rewards is needed for 
DoD to improve the way it does business. Proposals include stronger 
government roles throughout development, more time between the 
development and production phases, fewer design changes, and 
standardization of engineering plans. These ideas call for wholehearted 
investment in program, business, and human resources management—
all key competencies, regardless of the acquisition strategies currently 
in vogue. DoD must attract, develop, reward, and retain motivated, 
experienced, reflective practitioners.
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ACHIEVING OUTCOMES-
BASED LIFE CYCLE 
MANAGEMENT

Lou Kratz and Bradd A. Buckingham

Over the course of 60 years, DoD has attempted to improve 
its acquisition and life cycle process through a series of incre-
mental changes to address requirements creep, cost growth, 
funding instability, and technical risk. Unfortunately, these 
innovations have not improved cost, schedule, or technical 
performance of DoD programs. Currently, the United States 
faces significant economic and national security threats 
from near-peer competitors, rogue states, and transnational 
terrorist organizations. This multiplicity of threats requires 
an agile, cost-efficient process to mature and sustain mili-
tary capabilities. This article explores fundamental changes 
needed within government and industry to evolve a highly 
agile and responsive life cycle process.
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background

The Department of Defense (DoD) acquisition and sustainment 
processes are straining under the demands of the Global War on Terror and 
an emerging shortage of skilled acquisition and sustainment professionals. 
Significant cost and schedule growth, extended development cycles, 
schedule delays, elongated logistics response times, and increasing 
backorders are evidence of those strains. The Government Accountability 
Office (GAO) documented a 36 percent cost growth for major defense 
acquisition programs and characterized DoD logistics as high risk 
(Government Accountability Office [GAO], 2008). Additionally, the DoD 
continues to struggle to keep pace with and develop new technologies, 
and is no longer the catalyst driving the development of new revolutionary 
technology (Hagar, 2008).

In July 2008, the Defense Science Board (DSB) issued its report, 
“Creating an Effective National Security Industrial Base for the 21st 
Century: An Action Plan to Address the Coming Crisis.” The report provided 
specific recommendations to enable the DoD to achieve lower costs, field 
capabilities faster, and improve logistics support. The DoD also issued 
revised guidance on implementing a life cycle management framework 
that focuses on life cycle metrics, aligning resources and readiness, and 
implementing performance-based life cycle product support (Young, 
2008). In March 2009, the Chairman of the Joint Chiefs of Staff (CJCS) 
issued CJCS Instruction 3170.01G. The intent of the revised guidance on 
the Joint Capabilities Integration and Development System was to improve 
the requirements process (CJCS, 2009).

The Weapon Systems Acquisition Reform Act of 2009 is the most 
recent attempt to reform the DoD acquisition and life cycle process. The 
act includes provisions to enhance oversight, foster independent cost 
estimates, and improve the DoD acquisition workforce. These provisions 
are directed toward addressing DoD’s challenges with requirements, 
stability, cost growth, and schedule delays.

Our current national security posture and budget realities dictate 
that DoD and industry continue to explore and refine new acquisition and 
sustainment processes to enable greater agility and capability at reduced 
costs. To appreciate the challenges DoD faces in achieving that agility, 
one must first review the path that DoD and industry have traveled since 
World War II.

tHe woRlD wAR ii Acquisition AnD loGistics enviRonMent
The acquisition process during World War II focused on mass 

production of weapon and support systems, as the American economy 
served as the heart of the Allied war effort. The United States produced 
over 2.4 million vehicles, 88,000 tanks, and 303,000 aircraft during 



Achieving outcomes-Based life Cycle Management January 2010  | 4 8

the war, with the lend-lease program exporting $57.4 billion worth of 
equipment to its Allies. U.S. production exceeded that of the Allies and 
adversaries combined (Dana, 1998). The ability of the U.S. industrial base 
to rapidly transition from civilian to defense production enabled the Allied 
victory in World War II (Dana, 1998).

Acquisition AnD loGistics DuRinG tHe colD wAR
In 1945, U.S. industrial capacity transitioned from a wartime footing to 

a commercial market burgeoning with pent-up demand. Commonality in 
manufacturing processes, similarity in products, and a dramatic increase 
in demand for consumer durables made for a relatively smooth transition 
to a peacetime, consumer-driven economy.

The subsequent emergence of the Soviet Union as a peer competitor 
gave birth to a dedicated defense industry that focused on developing and 
manufacturing the increasingly complex systems needed for deterrence 
(Defense Science Board, 2007). Weapon systems acquisition during this 
period displayed several market characteristics:

•	 A monolithic threat enabled the United States to 
concentrate on relatively stable and predictable 
requirements.

•	 A national decision to capitalize on technology to seize and 
maintain qualitative superiority led DoD and industry to 
concentrate on equipment performance.

•	 A robust set of industrial competitors enabled DoD to 
experiment, develop, and prototype needed technologies 
while capitalizing on competitive market forces.

•	 A national decision to forward-deploy forces in Europe and 
Korea encouraged large logistics footprints of supplies, 
personnel, and maintenance facilities to also be forward-
deployed.

•	 A national will supported DoD efforts and provided funding 
at approximately 5–15 percent of the GDP (Center for 
Strategic and Budgetary Assessments, 2006).

•	 A supportive environment of exploratory technology 
tolerated test failures and allowed new data findings.

The DoD and industry became increasingly governed by unique 
government practices—first in engineering and manufacturing, then 
in finance and business—with the DoD specifications and standards 
numbering 30,000 by 1980 (Poston, 2003). These specifications and 
standards drove a wedge between defense and commercial industries 
and served as significant barriers for non-defense firms trying to enter the 
defense market.
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The continuing DoD challenges with requirements stability, technical/
risk management, funding stability, and the lack of schedule adherence 
produced a national will that after three decades of Cold War, began to 
demand more efficiency and accountability within defense acquisition 
and logistics.

tHe ReAGAn eRA
Beginning in the early 1980s, a series of incremental policy directives 

attempted to address skyrocketing weapons costs and increasing 
development schedules. In April 1981, Deputy Secretary of Defense Frank 
Carlucci presented 32 initiatives for reducing weapon systems costs, 
shortening development time, and improving weapons readiness and 
support (Carlucci, 1981). One goal of the initiatives was to control cost 
growth by attempting to achieve realism in cost estimating.

Secretary Carlucci also introduced the concept of Preplanned Product 
Improvement (P3I)—a means to deploy systems and sequentially upgrade 
them over time (Carlucci, 1981). This strategy was intended to minimize 
technological risk, and quicken the pace of modernization of the nation’s 
armed forces. Other recommendations included the production of weapon 
systems at more efficient rates, reduction in the number of DoD directives, 
more advantageous use of competition, and greater use of standardized 
subsystems and support equipment. These initiatives represented a 
comprehensive list of measures with the potential to lower costs, but did 
not address the major causes of cost growth in weapon systems such as 
technical risk, requirements creep, and cost-plus business arrangements 
(Foelber, 1982).

During this period, Congress also took steps to curb the rising cost of 
weapon systems, including the introduction of more rigorous DoD reporting 
requirements, the establishment of audit procedures for acquisition 
activities, and wider use of multi-year contracts (Lockwood, 1983).

tHe PAcKARD coMMission
President Reagan established the Packard Commission in 1986 to 

reduce the inefficiencies in the defense procurement system, with an 
emphasis on the acquisition process. The Commission’s conclusions 
supported the results of numerous prior studies, reporting that the 
acquisition process suffered from schedule delays, cost overruns, and 
inefficient performance (The President’s Blue Ribbon Commission on 
Defense Managment, 1986). The Commission recommended streamlining 
the acquisition process, increasing the amount of tests and prototypes, 
and improving planning.

A subsequent review of 269 completed defense contracts found 
that the Packard Commission’s recommendations were ineffective in 
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reducing cost overruns. Despite implementing over two dozen initiatives, 
no considerable progress in defense program cost performance was 
realized for over 30 years (Christensen, Searle, & Vickery, 1999). The 
recommendations did little to fundamentally change the DoD acquisition 
system that favored expensive, long programs, as shown in Table 1.

HistoRic funDinG
Figure 1 presents defense outlays as a percent of gross domestic 

product. As shown, defense spending has continuously declined from 
1950 through the present. The recent spike, associated with the Global 
War on Terror, is projected to decline in the outyears, placing increased 
pressure on DoD modernization accounts.

tHe enD of tHe colD wAR
By the end of the Cold War an industrial structure, an acquisition 

process, and a logistics system existed that was mismatched with the 
priorities of the American people and the global security environment. 
The DoD had honed an acquisition process that focused on providing 
technologically superior systems with industry geared up to produce 
those systems in large quantities. With the dissolution of the Soviet Union, 
the American public shifted its priorities to domestic issues. Multiple 

TABLE 1. THE EFFECT OF PACKARD COMMISSION 
RECOMMENDATIONS ON DEFENSE COST PERFORMANCE 

All
Contracts

Contract Phase Managing Services
Development 
Contracts

Production 
Contracts

air 
force

navy army

Number of 
Contracts (n)

269 8 188 113 134 22

Final overrun 
before imple-
mentation (%)

5.6 4.1 6.2 2.8 7.6 8.1

Final overrun 
after imple-
mentation (%)

9.5 15.3 7.2 12.7 6.1 17.0

Difference (%) 3.9 11.2 1.0 9.9 -1.5 8.9

Statistical 
significance 
(p)

0.055 0.014 0.294 0.003 0.206 0.110

(Christensen, Searle, & Vickery, 1999)



5 1 |  A Publication of the Defense Acquisition University www.dau.mil

administrations, through the 1990s, responded to this shift in focus 
through force reductions, base closures, and industrial consolidation 
(GlobalSecurity.org, 2003).

sPecificAtions AnD stAnDARDs RefoRM
In 1994, Secretary of Defense William Perry issued DoD policy to 

increase access to state-of-the-art technology and adopt the same 
business practices as world-class commercial suppliers. The directive 
attempted to reduce the complexity and costs that DoD incurred when 
purchasing major weapon systems and their numerous maintenance 
requirements.

Secretary Perry chartered a detailed cost analysis allowing the DoD 
to determine the most important cost drivers in the quest for standards 
reform. The study concluded that, on average, the DoD paid a regulatory 
cost premium of approximately 18 percent. The study also indicated 
that significant cost savings were achievable through reductions in 
DoD regulation and oversight (Coopers & Lybrand/TASC Project Team, 
1994). Since Secretary Perry introduced his plan to reform the acquisition 
process, over 1,200 commercial standards have been adopted by the DoD; 
however, DoD has not fully capitalized on commercially available solutions 
(Office of the Secretary of Defense, 1994).
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The procurement accounts declined in the late 1990s, with fewer new 
systems under development and existing weapons platforms continuing 
to age and remain in service well past their intended life cycles. This 
extended use resulted in increasing operations and maintenance (O&M) 
costs, which contributed to a life cycle “Death Spiral” of further deferred 
modernization, as shown in Figure 2 (Gansler, 1998).

To attack this “death spiral,” Secretary Gansler launched an aggressive 
acquisition and logistics reform effort (Gansler, 1999). Key initiatives 
included increased use of commercial items, evolutionary acquisition, 
streamlined acquisition documentation, and performance based logistics. 
These initiatives emphasized greater civil-military integration and were 
directed towards increasing acquisition and logistics agility.

Joint cAPABilities inteGRAtion AnD DeveloPMent sYsteM (JciDs)
The Joint Capabilities Integration and Development System (JCIDS) 

was created in 2003 to address shortfalls in the DoD requirements 
generation system. Identified by the U.S. Joint Chiefs of Staff, these 
shortfalls included not considering new programs in the context of other 
programs, not sufficiently considering combined service requirements, not 
effectively prioritizing joint service requirements, and not accomplishing 
sufficient analysis.

The JCIDS process codifies a DoD policy shift away from threat-based 
assessments to capabilities-based assessments of warfighter needs. As 

FIGuRE 2. THE DoD "DEATH SPIRAL"

(Gansler, 1998)
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a replacement for developing, producing, and fielding systems based on 
perceived threats to the nation, JCIDS policy enables the development 
of capabilities based on strategic direction and priorities defined in the 
National Military Strategy and National Defense Strategy, as shown in 
Figure 3 (Chadwick, 2007).

tHe GloBAl wAR on teRRoR
Despite the perceived “peace dividend,” the migration from a bi-polar 

world to a multipolar world proved more challenging than anticipated. 
The DoD continued to rely on acquisition processes, organizations, and 
infrastructure largely developed in the years following World War II. 
Technical superiority had proven successful against a peer competitor; 
however, rapid advancement in commercially available computing and 
telecommunications empowered multiple new threats; e.g., transnational 
terrorism and rogue state actors. This multiplicity of threats demanded 
greater agility and innovation at the same time DoD acquisition and its 
associated industrial base were contracting. The Global War on Terror 
(GWOT) has provided the United States lessons directly related to DoD 
acquisition and sustainment. These lessons include:

•	 Our requirements process is slow to react to a rapidly 
adaptive adversary.

FIGuRE 3. THREAT VS. CAPABILITY-BASED PLANNING
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•	 Our acquisition process consumes billions of dollars against 
threats generated at a fraction of that cost.

•	 Our mass logistics structure is insufficient to support rapid, 
dispersed forces. 

In September 2008, Secretary of Defense Robert Gates spoke at the 
National Defense University and addressed these issues:

The need for the state-of-the-art systems—particularly longer 
range capabilities—will never go away, as we strive to offset 
the countermeasures being developed by other nations. But 
at a certain point, given the types of situations we are likely to 
face—and given, for example, the struggles to field up-armored 
HUMVEES [High Mobility Multipurpose Wheeled Vehicles], 
MRAPs [Mine Resistant Ambush Protected (vehicles)], and ISR 
[intelligence, surveillance, and reconnaissance] in Iraq—it begs the 
question whether specialized, often relatively low-tech equipment 
for stability and counterinsurgency missions is also needed.

Secretary Gates continued:

Why did we have to go outside the normal bureaucratic process to 
develop counter-IED [improvised explosive device] technologies, 
to build MRAPs, and to quickly expand our ISR capability? In short, 
why did we have to bypass existing institutions and procedures to 
get the capabilities we need to protect our troops and pursue the 
wars we are in? Our conventional modernization programs seek 
a 99 percent solution in years. Stability and counterinsurgency 
missions—the wars we are in—require 75 percent solutions in 
months. The challenge is whether in our bureaucracy and in our 
minds these two different paradigms can be made to coexist.

tiMe foR cHAnGe
The answer to Secretary Gates’ question can be found in the historic 

evolution of our nation’s DoD life cycle process. Since the end of World 
War II, the DoD developed and refined an acquisition process focused on 
responding to a predictable, monolithic threat. This process built upon 
several underlying principles, including a desire for U.S. technological 
superiority, a competitive industrial base, and a relatively long planning 
and requirements horizon.

Over the course of 60 years, DoD attempted to improve its acquisition 
and life cycle process through a series of incremental changes to address 
requirements creep, cost growth, funding instability, and technical risk. 
Despite numerous studies and reforms, these incremental efforts did 
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not improve cost/schedule control nor provide the inherent agility that 
is required.

The geopolitical environment that underlies DoD’s acquisition and 
logistics processes has fundamentally changed over the past 60 years, as 
summarized in Table 2. These dramatic changes dictate that DoD develop 
an acquisition and life cycle process that is efficient and agile to respond 

TABLE 2. GEOPOLITICAL DIFFERENCES

1945—1990 Today
Threat: Bipolar threat. Enabled the 
United States on relatively stable 
and predictable requirements 
(Soviet Union)

Threat: Multipolar threat. 
Transnational terrorism, near-peer 
competitors, and rogue state 
actors

Technology: A national decision 
to capitalize on technology to 
seize and maintain qualitative 
superiority led DoD and industry 
to concentrate on equipment 
performance. Military technology 
as the driving force

Technology: DoD no longer the 
catalyst driving the development 
of new revolutionary technology. 
Commercial technology the 
driving force

Requirements: Concentrated on 
relatively stable and predictable 
requirements. Match or counter 
Soviet weapons systems

Requirements: Unpredictable and 
unstable with the multiplicity of 
threats and behavior. Adversaries 
with current events driving 
requirements

Acquisition & Sustainment: 
A robust set of conventional 
industrial competitors enabled 
DoD to experiment, develop, and 
prototype needed technologies 
while capitalizing on competitive 
market forces. Incremental change

Acquisition & Sustainment: 
Systems and cost demands of the 
Global War on Terror, increasing 
Congressional oversight, and a 
shortage of skilled acquisition 
and sustainment professionals. 
Significant cost and scheduled 
growth of major defense 
programs, extended development 
cycles, schedule slips, elongated 
logistics response times, and 
increasing backorders

National Will: A national will 
that supported DoD efforts and 
provided funding at approximately 
5—15% of the Gross Domestic 
Product

National Will: National will 
skeptical and increasingly 
unwilling to accept continued 
rampant defense spending
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to current threats. Such changes cannot be achieved via incrementalism 
because the fundamental—the underlying principles—have changed.

Over the last two decades, the nature of conflict has fundamentally 
changed, and much of America's defense establishment has yet to adjust 
to the security realities of the post-Cold War world and the complex and 
dangerous new century. The acquisition and logistics environment of the 
21st century needs a course of action that will decisively enable greater 
agility and efficiency. Such agility might be achievable by returning to 
our historic reliance on a competitive, integrated industrial base (such 
as we enjoyed prior to and during World War II). That reliance could be 
enhanced by:

•	 Establishing a top-down, competitive requirements process 
that fosters competing alternative solutions and industrial 
innovation

•	 Implementing a product development process that builds 
upon inherent industry incentives and product investment

•	 Defining a product support logistics model that is focused 
on readiness and capitalizes on best-in-class practices in 
government and industry.

The potential effects of these changes are contrasted to incremental 
efforts in Table 3.

becoming Highly agile and Responsive

effects-BAseD RequiReMents
“Requirements creep” has been a persistent problem within defense 

acquisition since World War II. This “creep” is driven by the DoD focus on 
technological superiority and the military services historic bias towards 
unique requirements. The JCIDS process (and subsequent portfolio 
management) was intended to correct these problems; however, the 
Joint Staff was never fully resourced to develop capstone and integrating 
concepts. As a result, the JCIDS process continues to be dominated by 
Service-driven requirements. The most recent Chairman Joint Chiefs of 
Staff Instruction (CJCSI) 3170.O1G re-emphasizes those relationships 
by establishing the sponsoring agent (Services) as responsible for 
creating requirements documents, while the Joint Staff and Combatant 
Commanders (COCOMs) are responsible for review and coordination.

For DoD to enhance agility, it must begin with a top-down requirements 
process that is appropriately focused on the military effort that is 
required. Requirements would be characterized based upon desired effect 
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TABLE 3. SuMMARY TIMELINE FOR ACQuISITION AND LOGISTICS 
CHARACTERISTICS AND OuTCOMES

  Acquisition and Logistics 
Characteristics

Acquisition and Logistics 
Outcomes

Reform 
attempt strengths Weaknesses Capability agility efficiency

Packard 
Commission

Attention to 
acquisition 
streamlining

Expensive, 
lengthy 
acquisitions 
continue

Yes No No

Specifications/
Standards 
Reform

Best 
commercial 
practices

Modernization 
“death spiral”

Yes No No

Joint 
Capabilities 
Integration and 
Development 
System 
(JCIDS)

Capabilities 
based on joint 
warfighter 
needs

Disconnect 
between born 
joint and 
employed joint

Yes No No

The Weapon 
Systems 
Acquisition 
Reform Act  
of 2009

•	Independent 
cost 
estimates

•	Strengthened 
oversight

•	Improved 
DoD 
workforce

No inherent 
performance 
incentive

Yes No No

future strategies
Effects-Based 
Requirements

Innovation 
and industry 
competition

  Yes Yes Yes

Industry Driven 
Research & 
Development 
(R&D)

Leverage 
commercial 
R&D

  Yes Yes Yes

Industry-
Provided Life 
Cycle Process 
Services 
(LCPS)

Successful 
partnerships 
with DoD 
providers

  Yes Yes Yes
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or outcome, rather than as a specific system. The proposed top-down 
process would include the following:

•	 Functional Capabilities Boards would prepare the Initial 
Capabilities Document (ICD) based upon input from the 
COCOMs. By their nature, these ICDs would focus on 
military need and effect.

•	 The ICD would be approved by the Joint Capabilities 
Board (JCB) and the Joint Requirements Oversight Council 
(JROC).

•	 The ICD would then be provided to all DoD sponsoring 
agents to assess/consider alternative solutions to the 
ICD. These efforts would include competitive industrial 
participation during Material Solutions Analysis (MSA).

•	 The potential sponsoring agents would present the 
results of their efforts and a draft capability development 
document (CDD) to the JCB and JROC to select a preferred 
solution.

•	 Once approved, the CDD would form the basis for a Material 
Solutions Board (MSB) decision to proceed with a program.

This proposed process would strengthen the Joint Staff and COCOM 
role in requirements development and would require additional analytic 
resources within the Joint Staff. The process also would foster competitive 
evaluation of alternative solutions and enhance innovation.

Effects-based requirements would make maximum use of Joint 
Staff resources for integrated “Concepts of Operation,” while fostering 
innovation within the Services and industry to develop competing 
solutions. Industry would be empowered to provide a specific capability 
rapidly, within the constraints of the Concept of Operations.

coMMeRciAllY DRiven ReseARcH AnD DeveloPMent
The DoD acquisition process reinforces unique solutions via built-in-

bias for large, long, cost-plus development programs. These programs 
inherently embody incentives for cost and schedule growth and limited 
incentives for efficiency. DoD and the Congress have attempted to 
regulate efficiency for 20 years via increased oversight and reporting, but 
the overall process is impervious to incremental change.

Currently, the defense industry develops a customized product with 
capabilities specified in advance for the individual Services. The DoD bears 
the up-front investment in development costs. This process incentivizes 
industry to pursue a technological track driven by projected performance, 
with limited incentives to enhance technology maturation or reduce risk. 
This is in stark contrast to the commercial product development process, 
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where industry invests in development costs with an equal emphasis on 
maturation and innovation (Dombrowski & Gholz, 2006).

The “new normal” of persistent conflict and stabilization engagement 
demands a new normal research and development business model. 
Advances in technology research and development (R&D) are currently 
led by the commercial world, where R&D has increased steadily at a rate of 
about 5 percent per year for more than 20 years. During this same 20-year 
period, DoD and government R&D spending dropped 2.5 percent per year 
(DoD, 2000). For DoD to capitalize on commercial investment, it must 
actively engage the commercial market.

The new R&D business model would be more akin to the commercial 
development process, where industry manages product R&D (and is 
fully responsible for technology maturation of that product). DoD would 
continue to invest in basic research within the 6.1 and 6.2 accounts, and in 
test and evaluation of competing prototypes. This would incentivize the 
defense industry to control requirements creep, select mature technologies 
for product integration, and develop solutions in an incremental, timely 
fashion. The model naturally incentivizes industry, as defense companies 
would be funding product development versus the cost-plus development 
of today. The result is a solid, business-driven mechanism that both 
moderates technical risk and ensures technical maturity (Gholz, 2007).

A consequence of increased control of R&D investment by the defense 
industry is that there will be times when the warfighter customer will not 
be interested in the technological improvements the defense industry has 
developed and offers for sale. To offset this, the defense industry and the 
warfighter will have to develop a strategic planning process that recognizes 
warfighter requirements and identifies desirable product improvements 
before developing a particular platform (Gholz, 2007).

Additionally, defense-related companies would increase their 
technological and market risk as they assume more responsibility for 
investment decisions, as they will be required to put their own money on 
the line to advance their technological core competencies. Similar to the 
commercial industry, defense-related companies would offer the products 
they have developed, with the development cost already included in the 
price—prior to offering them for sale to warfighters. The warfighters would 
then bear little technological risk, due to basic product performance 
characteristics already having been developed and well understood at the 
time of the sale (Gholz, 2007). Such a model would include the following 
key attributes:

•	 DoD-funded basic research and technology maturation 
through 6.1, 6.2, and 6.3a

•	 Industry engagement in competitive concept development 
via the revised requirements process
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•	 Industry-funded product development following an MSA/B 
decision

•	 Government-funded test and evaluation, which, if 
successful, enables a full production decision.

This model may not be appropriate for multifaceted, high-risk weapons 
platforms, such as aircraft carriers or nuclear submarines. However, it should 
be appropriate for the system of systems that comprise these platforms, 
information technologies, and the growing number of items required for 
“persistent presence.” This approach will require fundamental change 
within DoD to accept industry-matured technologies and equipment built 
to commercial standards.

outcoMe-BAseD PARtneRsHiP life cYcle PRoDuct suPPoRt
In the 2001 Quadrennial Defense Review, the DoD mandated the 

implementation of Performance Based Logistics (PBL) with the goal to 
gain the most efficient and effective performance of weapon systems 
throughout their life cycles, and to build successful business partnerships 
that align with the goals of all involved parties for the duration of these 
programs (Berkowitz, 2005). PBL is a business partnership model 
designed to align the interests of both the DoD and the logistics service 
provider, creating value and the desired outcomes of both partners. This 
yields a more cooperative venture than merely achieving Service-level 
agreements or getting the lowest price from the provider.

PBLs are employed across a broad range of systems, such as aviation 
tires, subsystems such as engines, and complete weapon systems (e.g., F-22). 
More than 200 PBL efforts are ongoing DoD-wide that have demonstrated 
material availability above 95 percent and commercial response times of 
2-4 days (versus a DoD average of 16 days) (Estevez, 2006).

The dramatic change in the U.S. security posture from 1997 to 2001 
provided significant real-world observations associated with DoD’s PBL 
efforts. These include:

•	 When appropriately incentivized, industry-government 
partnerships can provide improved material availability 
at reduced costs while mitigating obsolescence, reducing 
inventory, and reducing demand.

•	 Performance based arrangements are complex and require 
a knowledgeable DoD life cycle workforce that has core 
competencies in all product support functions and full 
insight/oversight of contract and agreement execution.
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•	 Performance based arrangements are successful at the 
component, subsystem, and system level, depending upon 
the unique circumstance of the system.

•	 Government should procure access and rights to system 
technical data to enable long-term sustainment and 
competition.

•	 DoD employs forces in a joint and coalition environment; 
thus, sustainment strategies must reflect enterprise as well 
as weapon systems requirements.

•	 Depot partnering integrated industry and government 
resources; however, partnering across other aspects of 
product support is difficult.

•	 Long-term contracts limit government flexibility to adjust to 
real-world changes; therefore, sustainment strategies must 
be agile and sufficiently flexible to enable DoD to adjust to 
operational demands and budget realities.

•	 Performance based arrangements are incentivized for the 
contractor to engineer reliability improvements into the 
system. The benefits are twofold: fewer repairs for the 
contractor and less remove-and-replace actions for the 
flight line maintainer.

These key observations form the basis for a revised product support 
business model that is responsive to today’s threat environment, builds 
upon the best from government and industry, and reinforces transparency 
and accountability. Key objectives of such a model include:

•	 Outcome and performance-based across the life cycle, with 
full cost and performance transparency

•	 Contractual relationships that inherently include flexibility 
to adjust to real-world operational and budget dynamics

•	 Government-industry partnerships that span all product 
support elements and foster shared responsibility for 
integrated outcomes

•	 Improved portfolio and enterprise integration led by 
government capabilities

•	 Clear government accountability with associated insight/
oversight of industrial providers

•	 Appropriate balance of government and industry providers that 
enables development and retention of government capability.
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Combining these emerging aspects with previously demonstrated 
successes and observations yields a product support model that is 
effective, efficient, and flexible. Key elements of the model include:

•	 The program manager is the life cycle product support 
manager and the single point of accountability for readiness 
and cost.

•	 PBL successes of the past decade are improved upon, 
with a broader tool box of partnering solutions and flexible 
contract strategies.

•	 DoD owns rights and has access to all technical data 
necessary to support the system through its entire life cycle.

•	 DoD retains responsibility for configuration management 
following final design review. Industry provides 
configuration management services and status accounting.

•	 Product support service providers are re-assessed on a 
5-year basis following the rate production decision.

•	 Government-industry partnerships are established for all 
product support elements early in the life cycle.

•	 Initial integrated logistics support analyses explicitly 
consider enterprise assets.

•	 Weapon systems product support information is integrated 
into overall enterprise information systems.

•	 Closed-loop health monitoring and prognostic capabilities 
are established to enable effective fleet management.

•	 Integrated logistics support and level of repair analysis are 
continuously re-evaluated based upon field experience 
provided by the closed-loop system.

The proposed model is a hybrid of current promising practices and, 
therefore, is dependent upon several key enablers, including:

•	 Establishing a comprehensive capability for the program 
manager to function as the life cycle manager, consistent 
with PM accountability and responsibility (although this 
is designated in policy today, the program management 
curriculum includes very little formal training in sustainment)

•	 Developing a robust government workforce of life cycle 
product support professionals who support the program 
manager

•	 Implementing transparent cost accounting systems within 
the government that inherently enable capturing and 
reporting costs on a weapon systems basis
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•	 Creating appropriate management and oversight structures 
that enable organic providers to commit to programmatic 
and system-level outcomes

•	 Creating contractual mechanisms that enable government-
industry partnerships while ensuring effective government 
oversight

•	 Defining appropriate and necessary information system 
interfaces that enable enterprise-wide transparency and 
visibility

•	 Enabling more transparent product support to the 
warfighter and more warfighter advocacy for affordable, 
readiness-based product support objectives.

These enablers address significant structural issues that will require 
statutory, policy, and business process changes. These changes may span 
over a decade.

Conclusions

Despite fond memories of past glories, cost and schedule control 
has been a persistent problem within defense acquisition since World 
War II. The DoD acquisition and life cycle processes have proven to be 
impervious to incremental improvements, despite decades of study and 
recommendations. It is certain that for the foreseeable future we as a 
nation will face a severely constrained fiscal environment that will put 
added downward pressure on defense and other discretionary budget 
elements. This uncertainty requires an acquisition process that is agile and 
efficient, enabling the DoD to rapidly field and sustain capabilities.

This situation necessitates an enterprise-wide Defense Department 
application of the proven life cycle management practices that will ensure 
greater performance improvements and simultaneous cost savings. These 
significant savings opportunities in turn can be deployed to address the 
significant force modernization and recapitalization requirements that we 
face today and in the future.



Achieving outcomes-Based life Cycle Management January 2010  | 6 4

Author Biographies
Mr. Louis A. Kratz is the vice president 

and managing director for logistics and 
sustainment, Lockheed Martin Corporation.
Mr. Kratz is responsible for coordinating 
Lockheed Martin’s logistics and weapon 
systems sustainment efforts. Previously, 
he served as the assistant deputy under 
secretary of defense (logistics plans and 
programs), within the Office of the Deputy 
Under Secretary of Defense (Logistics and 
Materiel Readiness).

(E-mail address: Louis.Kratz@lmco.com)

Mr. Bradd A. Buckingham is a senior 
analyst for Lockheed Martin Corporate 
Engineering and Technology, Logistics, 
and Sustainment. He holds a Bachelor of 
Liberal Studies degree in Conflict, Politics, 
and National Policy from the University of 
Mary Washington. Mr. Buckingham currently 
provides research and analytic support 
in theater opening and sustainment, and 
in support of Army, U.S. Marine Corps, 
and Defense Logistics Agency depot 
management.

(E-mail address: bradd.a.buckingham@lmco.com)



6 5 |  A Publication of the Defense Acquisition University www.dau.mil

REFERENCES
Berkowitz, D. G. (2005, December 2004–March 2005). Defining and implementing 

performance based logistics in government. Defense Acquisition Review Journal, 11(3), 

255–267.

Bromberg, H. (2006). Joint Capabilities Integration and Development System (JCIDS): 

Delivering joint capabilities to the warfighter. Washington, DC: U.S. Army, Deputy 

Director for Force Protection, J8.

Carlucci, F. (1981). Improving the defense acquisition process. Washington, DC: Office of the 

Secretary of Defense.

Center for Strategic and Budgetary Assessments. (2006). National defense outlays as a 

share of GDP. Retrieved November 2008, from http://www.csbaonline.org/20061/2.

DefenseBudget/Tables_Graphs/6Federal_Budget_Request/Graph4.pdf

Chadwick, S. H. (2007). Defense acquisition: Overview, issues, and options for Congress. CRS 

Report for Congress. Washington, DC: Congressional Research Service.

Chairman of the Joint Chiefs of Staff (CJCS). (2009, March). Joint capabilities integration and 

development system (CJCSI 3170.01G). Washington, DC: Author.

Christensen, D. S.; Searle, Capt D. A., USAF; & Vickery, C. (1999, Summer). The impact of 

the Packard Commission's recommendations on reducing cost overruns on defense 

acquisition contracts. Acquisition Review Quarterly, 6(3), 251–262.

Coopers & Lybrand/TASC Project Team. (1994, March). The DoD regulatory cost premium: 

A quantitative assessment. Report prepared for Dr. William J. Perry, then-Secretary of 

Defense (December 1994). Washington, DC: Office of the Under Secretary of Defense 

(Acquisition & Technology).

Dana, Maj M. G., USMC (1998, March–April). The legacy of mass logistics. Retrieved November 

2008, from http://www.almc.army.mil/alog/issues/Mar-Apr98/MS266.htm

Defense Science Board. (2007, February). 21st century strategic technology vectors. 2006 

Summer Study, vol. 1, main report. Washington, DC: Office of the Under Secretary of 

Defense (Acquisition, Technology, and Logistics).

Department of Defense (DoD). (2000, June). The road ahead: Accelerating the transformation 

of Department of Defense acquisition and logistics processes and practices. Retrieved 

December 2008, from http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA387387&Locatio

n=U2&doc=GetTRDoc.pdf

Dombrowski, P., & Gholz, E. (2006) Buying Military Transformation: Technological Innovation 

and the Defense Industry. New York: Columbia University Press.

Estevez, A. (2006, July). Supporting the warfighter: Assessing the DoD supply chain 

management plan. Testimony of Alan Estevez, Assistant Deputy Under Secretary of 

Defense (Supply Chain Integration), before the United States Senate Committee on 

Homeland Security and Governmental Affairs Oversight of Government Management, 

the Federal Workforce, and the District of Columbia Subcommittee. Washington, DC: 

Senate Committee on Homeland Security and Governmental Affairs.

Foelber, R. (1982, March). Cutting the high cost of weapons. Washington, DC: The Heritage 

Foundation.

Gansler, J. (1998, September). The Revolution in Business Affairs: The Need To Act Now. 

Program Manager. Retrieved December 2008, from http://www.dau.mil/pubscats/

PubsCats/PM/articles98/gansl2so.pdf

Gansler, J. (1999). Acquisition reform update. Washington, DC: Office of the Under Secretary 

of Defense (Acquisition & Technology).

Gholz, E. (2007) A business model for defense acquisition under the modular open systems 

approach publication: Defense Acquisition Review Journal, 12(1), 217–233.

GlobalSecurity.org. (2003). Base realignment and closure (BRAC). Retrieved September 21, 

2009, from http://www.globalsecurity.org/military/facility/brac.htm



Achieving outcomes-Based life Cycle Management January 2010  | 6 6

Government Accountability Office (GAO). (2008). Defense acquisitions: Assessments of 

selected major weapons programs (GAO-08-467SP, p. 28). Washington DC: Author.

Hagar, K. L. (2008, April). Strategic initiative for innovation and technology transition. 

Presentation at the Science and Engineering Technology Conference. Washington DC: 

Office of the Deputy Under Secretary of Defense (Innovation and Technology Transition).

Lewis, H. & Mehuron, T. A. (2009, July). Chart Page Special: Defense Budget at a Glance.

Air Force Magazine, (92)7, 46. Retrieved November 2009, from http://www.

airforcemagazine.com/MagazineArchive/Pages/2009/July%202009/0709cover.aspx

Lockwood, D. (1983). Cost overruns in major weapons systems: Current dimensions of a 

longstanding problem. Washington, DC: Congressional Research Service, Library of 

Congress.

Office of the Secretary of Defense (Public Affairs). (1994, Novmber). DoD moves forward with 

specifications and standards reform. Press Release No. 645-94. Retrieved November 

2008, from http://www.defenselink.mil/releases/release.aspx?releaseid=285

Poston, A. (2003). The current state human factors standardization. Human Systems Analysis 

Center, 14(2), 1.

The President’s Blue Ribbon Commission on Defense Management. (1986, June). A quest for 

excellence: Final report to the President. Retrieved November 2008 from http://www.

ndu.edu/library/pbrc/36ex2.pdf

Weapon Systems Acquisition Reform Act of 2009. 10 U.S.C., Pub. L. 111-23 (2009).

Young, J. J. (2008). Implementing life cycle management framework. Washington, DC: Office 

of the Under Secretary of Defense (Acquisition, Technology, & Logistics).



PRE-MILESTONE A COST 
ANALYSIS: PROGRESS, 
CHALLENGES, AND 
CHANGE

Martha “Marti” A. Roper

The natural law of inertia: matter will remain at rest or continue 
in uniform motion in the same straight line unless acted upon 
by some external force.

Clement W. Stone

After three years of parallel research and application efforts 
aimed at enabling pre-Milestone A cost analysis, the time 
investment has produced dividends of progress and lessons 
learned for a team of Army researchers. Clearly, early acqui-
sition investment decisions must be cost-informed, and the 
demand for this early cost information is growing. Although 
concrete tools are being developed to enable the analysis 
to support early investment decisions, it will not be achiev-
able without an analysis culture with the policy, procedure, 
and willingness to develop and/or accept cost estimates 
that are less precise than those developed at Milestone B or 
Milestone C. Making early analysis a reality will require large-
scale, department-wide culture change within and around 
the analysis community.
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Pre-Milstone A brings a smile to even the harshest critics
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Although Pre-Milestone A cost analysis is a relatively unfamiliar 
concept in defense analysis, its application is increasingly being 
researched and leveraged by a team of Army analysts at the Office of 
the Deputy Assistant Secretary of the Army for Cost and Economics 
(ODASA-CE). Simply stated, a cost analysis aims to inform the decision-
making process with specific types of information, namely measures 
in monetary terms of willingness to pay for a change by those who will 
benefit from it, and the willingness to accept the change by those who 
will lose from it. After three years of parallel research and application 
efforts, the team’s time investment has produced dividends of progress 
and lessons learned. Clearly, early acquisition investment decisions must 
be cost-informed; and now more than ever, the demand for this early cost 
analysis information is growing.

But how can cost estimates be developed so early with so little system 
definition? Three major elements enable pre-Milestone A cost estimating. 
The first is an analysis framework that can make use of qualitative capability 
data (along with any physical, technical, and performance data available 
at that time) to produce a cost estimate. The second is a cumulative high-
level cost data source that links systems to their capability sets. The third 
is an analysis culture with the policy, procedure, and willingness to develop 
and/or accept cost estimates that are less precise than those developed at 
Milestone B or Milestone C.

The first element, the capability-based analysis framework, has 
been developed and is being continuously refined and applied under 
the ODASA-CE internal research efforts (Roper, 2007a). The second 
element, the high-level capability mapping coupled to cost data, has been 
developed, populated, and is growing as more data become available 
(Roper, 2007b). The third element, however, is one that involves more than 
mere research and data collection. It requires large-scale, department-
wide culture change within and around the analysis community. Clearly, 
without this third element, an ample supply of elements one and two alone 
will not enable capability-based, early cost estimating.

observations and lessons learned

As a result of the 2004 Quadrennial Defense Review (QDR) emphasis 
on earlier investment decision making within the department, OUSD(AT&L)
initiated the Concept Decision Experiment (2006-2008). This trial process 
took four pilot capability sets through a Concept Decision investment 
decision, where the key innovation was that the three key department 
stakeholders (or Tri-Chair)—acquisition, resourcing, and requirements—
participated in the decision forum and committed (from their respective 
lanes) to whichever alternative(s) was selected.
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An analysis process leading up to this event—the Evaluation of 
Alternatives (EoA)—supported the Concept Decision. It was similar to 
what is known as an Analysis of Alternatives (AoA) within DoD, except 
that it was broader, less granular, and included non-materiel solutions 
analysis. The evaluation and selection of an alternative was to be cost- and 
risk-informed, and coupled with some measure of how well the alternative 
filled the capability gap.

One of the main objectives of the Concept Decision Experiment was 
to enable early concept decisions that evaluate a trade space of materiel 
and non-materiel alternatives to fill capability gaps. A desired outcome of 
this early investment decision making is more stable defense acquisition 
programs. Although the Tri-Chair Concept Decision/EoA model was not 
adopted, some sweeping acquisition reform measures resulted from the 
experiment. Up until that point, most materiel solutions in the acquisition 
cycle were not required to be reviewed until Milestone B, effectively 
tailoring out the acquisition entry point and Milestone A.

In the aftermath of the Concept Decision Experiment, the Concept 
Decision point was recast as the Materiel Development Decision (MDD), 
a mandatory entry point to the acquisition process. At the MDD, the 
Milestone Decision Authority (MDA) determines to which milestone the 
solution/capability set proceeds. A clear and already evident result of this 
change is that many more Milestone A analyses are deemed necessary 
for solutions proceeding through the acquisition process. The AoA 
requirements remain relatively unchanged (from an analysis character 
point of view); however, due to the increased incidence of early-analysis 
Milestone A’s, the use of AoAs has become much more prevalent. These 
changes were all formally instituted through the Department of Defense 
Instruction (DoDI) 5000.02 revision in December 2008.

PRecision consiDeRAtions At Milestone A
Intuitively, the primary focus of the ongoing Army research is how 

to enable early cost analysis (and its context). One of the terms used to 
describe the cost analysis required for an AoA at Milestone A is rough 
order of magnitude or ROM (DoD, 2006). However, the term ROM is 
problematic in that it has a well-understood mathematical definition that 
does not apply to the common DoD use of the term. A more accurate 
way to characterize cost analysis at or before Milestone A is to observe 
that the estimate range (indicating the range of probable costs) would be 
wider due to reduced system definition and greater uncertainty, as shown 
in the Figure. To date, no comprehensive effort is ongoing to characterize 
the form and expectation of pre-Milestone A analysis; therefore, great 
diversity in interpretation prevails across the department.
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Probabilistically speaking, any one point estimate has a zero percent 
chance of being correct. As any cost analyst will confirm, risk analysis is an 
important element of any cost analysis result. On its own—and important 
to note—is that a pre-Milestone A point estimate is not very informative 
on its own—it must include a risk analysis or a cost range to capture the 
uncertainty associated with the estimate. As we add precision by adding 
system definition and/or analysis resources, our certainty around the 
associated point estimate will narrow. Intuition indicates that the range 
around the point cost estimate will narrow as we move from Milestone A 
to Milestone B to Milestone C (see Figure).

One analyst might believe a pre-Milestone A estimate is a range 
estimate based on one or more variables that gives a reasonable level of 
confidence. Another might believe it to be very similar to a Milestone B cost 
estimate (filling the many data gaps with assumptions), with the ability to 
perform detailed variable what-if drills. Clearly, an unambiguous definition 
is needed of what a pre-Milestone A estimate is and what level of analysis 
is considered acceptable. At or before Milestone A, if the system concept 
is at the level of maturity expected at that time (likely not well-defined), 
it would seem that the analysis should be something appreciably less 
detailed than at Milestone B. In fact, the level of system definition required 
to build a detailed cost estimate may not exist, or may require extensive 
creative assumption-making that may not be appropriate. Moreover, if the 
intent is to provide a way to distinguish between alternatives to inform 
prudent investment decisions, then a less precise estimate, coupled with 
risk ranges and measures, may be exactly what is required.

enABlinG DePARtMent-wiDe, cAPABilities-BAseD cost AnAlYsis
Pre-Milestone A decision making often occurs in a data-poor 

environment. Prior to Milestone A, requirements or desired capabilities are 
known, but additional information is limited. Often, only general solution-
type information is available. For cost analysis techniques to be relevant 
prior to Milestone A, they must take into account all available information. 
One method of dealing with this data-poor environment is to engage in 
capability-based cost analysis.

Minimum $ Maximum $

Maximum $Minimum $

Milestone A - Less Precision

Milestone B/C - Greater Precision

FIGuRE. IMPACT OF SYSTEM MATuRITY ON COST ESTIMATE 
RANGES
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Capability-based cost analysis begins with the idea that system 
capabilities are related to system cost. Once a link between capabilities 
and cost is established for existent systems, this mapping can be used 
to estimate the cost of future systems based on their capabilities. If 
additional information is known or becomes available, it can be used to 
improve the estimate’s accuracy. Capability data join physical, technical, 
and performance data as relevant data sources and bases for analysts’ 
estimates.

Capability-based cost analysis and pre-Milestone A cost analysis are 
two distinct concepts. While the necessity of cost analysis during pre-
Milestone A often requires the inclusion of capability-based cost analysis 
techniques, capability-based analysis has utility after Milestone A has 
come and gone. Capability-based cost analysis is relevant at all stages 
of a system’s life cycle; it can aid in identification of analogous systems 
and methodology development whenever applicable and appropriate. To 
date, the focus of capability-based analysis has been to provide system 
acquisition costs. However, capability-based cost estimating can also derive 
costs for maintenance or disposal. Two main advantages of capability-
based cost analysis are that it can be done with limited data and that it 
provides a relatively intuitive output. At times, when minimal information 
is available, capability-based analysis enables the rapid development of 
estimates that can be reassessed and refined once additional information 
is known. Since capability-based cost analysis is based on fairly simple 
concepts, it produces an intuitive end product that is attractive to decision 
makers (Hull, 2009).

One of the keys to the effective use of capability-based cost analysis is 
that it requires the generation of variables specific enough to meaningfully 
differentiate among systems and capability sets, but broad enough to be 
used with the limited information available at Milestone A. One of the first 
tasks undertaken by the team was to devote significant research and data 
collection time to searching for a standardized, broad set of capabilities. 
This capability set had to be unambiguous in language, extremely precise 
in description, and valid for use as a classifier or variable. Although the 
immediate intuition led us to the Joint Capability Areas (JCA) or Joint 
Integrated Activity Sets (JIAS), our efforts to conform these architectures 
to our particular requirements yielded little.

However, the System Capabilities Architecture (SCA), the capability 
variable set developed and used by ODASA-CE, leverages much from the 
JCA, and in fact maps directly to it with our capability-based cost analysis 
tool—the Capabilities Knowledge Base (CKB) (Sibert, 2009). In addition, 
the SCA is a fluid entity that continues to evolve based on improvement 
of available information and subject matter expert/peer review. As new 
systems are added to the CKB and knowledge of the acquired capability 
inventory grows, the SCA has and will continue to change.
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The SCA uses plainly worded, high-level capabilities like “Move,” 
“Shoot,” “Communicate,” “Sense Environment,” and “Sustain” (for 
example), and then drills down into them. It enables the analyst to ask 
questions such as, Does my pre-Milestone A solution Move? and be able 
to identify an unambiguous yes or no answer. The initial framework has 
developed, refined, and augmented into what we believe is a suitable 
structure for capabilities-based parametric data analysis. This architecture 
is directly linked to the JCA so that department capability gaps can 
directly translate to capability-based analysis. However, this is certainly a 
living document that changes as we learn more about the department’s 
currently acquired and future capabilities.

When developing capability maps for systems residing within the CKB 
or for systems being analyzed, it is imperative to involve knowledgeable 
platform subject matter experts to the fullest extent possible. Although 
situations where analysis time is limited (and therefore collaboration 
time is limited) certainly arise, such situations are suboptimal. Defining 
a thoroughly documented system boundary is also important—in other 
words, clearly designate what is included and excluded from a system 
(or capability set). Detailed capability mapping procedures have been 
developed to accompany the SCA. These are necessary in order to 
standardize and expedite the mapping process, making it transparent and 
repeatable. Optimally, a CKB system user will easily be able to trace how 
a system was mapped to its capability set, or be able to spot any errors 
or anomalies quickly. Capability mapping is an iterative process subject to 
continuous improvement efforts by its community of interest (McCormack 
& Roper, 2009).

Conclusions

The department-wide efforts during recent years to enable early 
investment decision making have demonstrated the level of difficulty 
inherent in achieving such an objective. Clearly, a commitment to the 
fiscal responsibility and long-term acquisition stability that pre-Milestone 
A decision making can provide will require far-reaching culture change 
and a willingness to look beyond the typical issue set. Pre-Milestone A 
analysis is the foundation upon which investment decision making is 
built; understandably, a knowledge and appreciation for some of the 
most challenging obstacles to building this foundation is imperative. The 
required level of analysis and cost estimate detail must be clearly specified 
so that ambiguity is kept to a minimum. Additionally, the body of analysts 
within the department must reach a common understanding of how to 
define and frame capability information in order to enable capability-based 
analysis that is universally understood. Change is not easy, and inertia is 
difficult to counter; but, for early investment decisions to be successful, 
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the forces of friction that prevent effective pre-Milestone A analysis must 
be overcome.
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the program’s demise. Also included are suggestions on how 
the federal SBP can become a viable program that benefits 
small businesses so they truly receive an equitable share of 
government dollars without infringing on supply chain initia-
tives of large business contractors.
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In the winter 2007 issue of the Air Force Small Business newsletter 
Beyond Goals, Scott Denniston, then director of the Office of Small and 
Disadvantaged Business Utilization, Department of Veterans Affairs, was 
asked to assess the state of the Service-Disabled Veteran-Owned Small 
Business Program. Denniston stated that government-wide, the 3 percent 
goal for awards to Service-Disabled Veteran-Owned Small Businesses had 
not been met. He went on to say that in past years, contracting officers 
had been encouraged to set aside procurements to 8(a) certified small 
businesses, disadvantaged small businesses, and women-owned small 
businesses. He could also have included HUBZone small businesses and 
Native American-owned businesses. Denniston (Cenkci, 2007) expressed 
the hope that government contracting officers would focus on veteran-
owned small businesses. It is this myopic view of the federal Small Business 
Program, in my assessment, that will be its demise.

But how did the government arrive, or at what point in time did a 
government agency or its representative assume the untenable position of 
promoting one type of small business set-aside, while another government 
entity might be simultaneously promoting a different set-aside? What 
effect does this flavor-of-the-month attitude have on large business 
supply chains? Is this current interpretation of the federal Small Business 
Program the original intent of Congress? Does today’s interpretation result 
in fair and reasonable prices? This article explores these issues and makes 
recommendations to help the federal Small Business Program survive 
during these uncertain times.

background

Helping businesses in dealing with federal government contracts 
began in 1929 when Herbert Hoover created the Reconstruction Finance 
Corporation (RFC) following the Great Depression (Overview & History 
of the SBA, n.d.). The RFC was created to loan money to all businesses, 
large and small, stymied by the depression. During World War II, the 
prevailing view was that many small businesses could not compete with 
large businesses in making products and providing services in support of 
war efforts. As a result, in 1942 Congress created the Smaller War Plants 
Corporation (SWPC) (Overview & History of the SBA, n.d.). This agency 
provided loans to small businesses and encouraged federal agencies and 
large businesses to buy from such businesses. Congress also passed the 
Small Business Mobilization Act of 1942. This act acknowledged that a 
price differential might be necessary to keep small plants mobilized, but 
only for war efforts (Small Business Mobilization Act, 1942).

At the end of World War II, SWPC was abolished and the RFC took over 
its lending and contract powers. The Department of Commerce also assumed 
some of SWPC's responsibilities. The Department of Defense (DoD) was 
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pulled into the discussion of small business participation in federal contracts 
by the creation of the Armed Services Procurement Act of 1947. This act 
mandated that a fair proportion of total federal contracts should be placed 
with small business (Armed Services Procurement Act, 1947). The intent of 
this act was to continue in peacetime the policy that had prompted the 
enactment of the Small Business Mobilization Act of 1942.

As the Korean War began, Congress created another wartime 
organization to handle small business concerns—the Small Defense Plants 
Administration (SDPA). Its functions were similar to those of the SWPC. 
The SDPA certified small businesses to the RFC when it determined a 
business had the capability to perform the work of government contracts. 
At this same time, an Office of Small Business (OSB) in the Department of 
Commerce assumed some educational responsibilities. Believing that a lack 
of information and expertise was the main cause of small business failure, 
the OSB produced brochures and conducted management counseling for 
individual entrepreneurs. Congress also passed the Defense Production 
Act of 1950. This act again emphasized that the preservation of small 
business mobilization capability was necessary, even if awards were made 
at a higher rather than lower price (Defense Production Act, 1950).

By 1952, the RFC was no longer considered necessary, but to 
continue the important functions of the earlier agencies, President Dwight 
Eisenhower proposed creation of a new small business agency—the Small 
Business Administration.

In the Small Business Act of 1953, Congress created the Small Business 
Administration (SBA), whose function was to “aid, counsel, assist, and 
protect, insofar as is possible, the interests of small business concerns.” 
The charter also stipulated that the SBA would ensure small businesses 
receive a “fair proportion” of government contracts.

The act stipulated that the definition of what constitutes a small business 
should vary from industry to industry to reflect industry differences (Small 
Business Act, 1953). It charged the SBA with establishing small business 
size standards on an industry-by-industry basis. Another stipulation of the 
act was that to be considered a small business concern, the concern must 
be independently owned and operated and not dominant in its field of 
operation.

Helping small businesses get a “fair proportion” of government 
contracts as mandated by the World War II SWPC charter and the Armed 
Services Procurement Act of 1947 did not lead small businesses to the 
government as envisioned. The Comptroller General issued a report in 
1977 verifying this conclusion saying these early attempts to bring small 
business into the federal business environment had not been successful. 
A House Small Business Committee reported that small businesses, 
particularly those owned by the disadvantaged, had not been considered 
fairly as subcontractors and suppliers to prime contractors performing 
work for the government (Clark, Moutray, & Saade, 2006).
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As a result, Public Law (Pub. L.) 95-507, a bill to amend the Small 
Business Act and the Small Business Investment Act of 1958, was enacted 
in 1978. This law (Amendment to Small Business Act and the Small Business 
Investment Act of 1958, 1978) created several significant changes to the 
federal government Small Business Program. Specifically, it—

•	 Made participation by large businesses in some type of 
Small Business Program mandatory instead of voluntary

•	 Changed “best efforts” to “Maximum Practicable 
Opportunities”

•	 Required a small business plan for procurements over 
$500,000 (now $550,000)

•	 Eliminated the small business “minority-owned” category
•	 Determined disadvantaged business concerns as being both 

socially and economically disadvantaged1

•	 Reserved solicitations under $25,000 for small business 
(now >$3,000 but not over $100,000)

•	 Required federal agencies to establish small business goals 
and explain to Congress when goals were not met

•	 Established the Office of Small and Disadvantaged Business 
Utilization (SADBU) (now Office of Small Business Programs 
in the Department of Defense).

The Small Business Act was significant because the Small Business 
Program now had teeth, and large business participation could be evaluated 
more definitively if still somewhat subjectively regarding outreach efforts. 
Congress also continued to refine the program by establishing separate 
setaside requirements and goals for additional categories of small 
businesses.

In Pub. L. 99-661, The Department of Defense 5% Minority Contracting 
Goal (1987), a 5 percent Small and Disadvantaged Business goal, and SDB 
setasides were implemented.2 In Pub. L. 100-656, Business Opportunities 
Development Reform Act (1988), the 8(a) Program was established; 
a liquidated Damages Clause was added to the Federal Acquisition 
Regulation (FAR) to help ensure that goals were met; and 20 percent was 
identified as the federal agency small business prime contract goal.

In Pub. L. 103-355, the Federal Acquisition Streamlining Act (1994) was 
enacted. It added a Women-Owned Small Business goal of 5 percent. In 
1997, the HUBZone Act, Pub. L. 105-135, was passed (Beale & Deas, 2008). 
It provided preferences to small business concerns located in HUBZones 
or areas of high unemployment. Such firms must be owned and controlled 
by one or more U.S. citizens, and at least 35 percent of its employees must 
reside in a HUBZone.

That same year the federal agency small business goal was increased 
from 20 percent to 23 percent.
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Finally, Pub. L. 106-50, the Veterans Entrepreneurship and Small 
Business Development Act (1999), established goals for awards to 
Veteran-Owned Small Businesses and Service-Disabled Veteran-Owned 
Small Businesses. Those goals are now 3 percent for both Veteran-Owned 
and Disabled Veteran-Owned Small Businesses.

The original purpose of programs designed to help contractors do 
business with the federal government was to loan money to all businesses 
following the great depression of the late 1920s. By 1999, it had changed 
to a program that required federal contracting officers to reserve for small 
businesses all solicitations expected to exceed $3,000 but not exceeding 
$100,000—unless the contracting officer determined there was no 
reasonable expectation of obtaining offers from two or more responsible 
small business concerns that are competitive in terms of market prices, 
quality, and delivery. The FAR, in subpart 19.102, Size Standards (FAR 
2005a), also required the contracting officer to set aside any acquisition 
expected to exceed $100,000 for small business participation only when 
there is a reasonable expectation that offers will be obtained from at least 
two responsible small businesses offering the products of different small 
businesses with award at fair market prices. This apparent emphasis on 
award at fair market prices contradicts, to some extent, the original intent 
of the Small Business Mobilization Act of 1942 and the Defense Production 
Act of 1950.

Discussion

Small businesses suddenly had many avenues to pursue in competing 
for government contracts, and large businesses could no longer look to 
small businesses solely for Bill of Materials, or BoM buildup. They now 
had to divide their vendor base into several more categories such as 
Disadvantaged Small Business, Women-Owned Small Business, HUBZone 
Small Business, and Veteran and Disabled Veteran-Owned Small Business. 
Moreover, contracting officers expected to see goals and goal achievement 
at the levels identified by Congress, such as 5 percent to Women-Owned 
Small Businesses, even if Make-or-Buy analyses for a particular solicitation 
did not support such goals.

These changed expectations and mandates regarding the use of 
small businesses appear to be overreaching when compared to the goal 
set forth in Pub. L. 95-507 of giving small businesses the “…maximum 
practical opportunity…” to compete for federal prime contract dollars 
and subcontract awards. However, the federal Small Business Program, 
if interpreted consistently using practical sound business judgment, may 
still be workable.

Regrettably, interpretation is often not grounded in common sense 
and does not follow the congressionally mandated requirements identified 
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in the FAR at subpart 6.1, Competition Requirements (FAR, 2005b), 
which states, “…with certain limited exceptions…Contracting Officers shall 
promote and provide for full and open competition in soliciting offers and 
awarding government contracts.”3 While it can be argued that providing 
“maximum practicable opportunities” to small business trumps the 
achievement of fair and reasonable prices, it is my view that contracting 
officers should always strive to efficiently fulfill the requirements of the 
warfighter at fair and reasonable prices. This is especially true today 
when services-type contracts are increasing in use. Unless the contracting 
officer is reasonably sure that a resulting contract, if set aside for small 
business, will be awarded at fair and reasonable prices, the solicitation 
should be issued as open competition, large and small.

This was echoed by John J. Young, former Under Secretary of Defense 
(Acquisition, Technology, & Logistics). In testimony before the Senate 
Committee on Armed Services on June 3, 2008, he commented on a 
Government Accountability Office report on weapon program outcomes 
(GAO, 2008a).

He identified four strategic thrust areas to make federal acquisition 
better. One of these thrust areas is to “Responsibly Spend Every Single 
Tax Dollar.” Identifying complex acquisitions for small business setasides 
may not always ensure responsible spending of tax dollars because the 
best solutions to a problem may not be captured within the small business 
community and may prevent a business with the best technical and cost 
solution—a large business—from competing.

In fiscal year 2006, the DoD spent over $294 billion to procure goods 
and services, with more than one-third of this total to subcontractors 
(GAO, 2008b). Many of these subcontracted dollars were awarded to small 
businesses, as large businesses awarded subcontracts to small businesses 
as part of their small business outreach efforts; and small businesses 
awarded subcontracts to other small businesses in order to perform parts 
of awarded contracts.

With over $100 billion of federal acquisition dollars potentially going 
to small businesses in fiscal year 2006, a case could be made that the 
policies implemented to give small business a fair opportunity in the 
government marketplace are finally paying off. These results, while not 
at the congressionally mandated goals for Veteran and Disabled Veteran-
Owned Small Businesses, are in line with congressional mandates to provide 
a maximum practical opportunity for small businesses to participate in the 
federal market.

However, the pressure to achieve the minimum goals in all small 
business categories and achieve improved year-over-year small business 
statistics have a sometimes negative effect on large business as the various 
changes to the Small Business Act and individual contracting agency 
interpretations of the federal Small Business Program requirements unfold. 
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What are some of these issues? While not all-inclusive, they can be broken 
down into several categories.

•	 Mandating specific goal achievement
•	 Requiring goals based on contract value, not 

subcontracting opportunity
•	 Not recognizing the negative impact of small business goals 

on large business supply chain decisions
•	 Myths
•	 Reorganization within the Defense Contract Management 

Agency
•	 Training shortfalls of government small business specialists 

and large business SBLOs (Small Business Liaison Officers).

MAnDAtinG sPecific GoAl AcHieveMent
Some government solicitations now mandate the small business 

goals that must be achieved. The mandating of goals may violate the FAR 
19.704(a)(2), Subcontracting Plan Requirements (FAR, 2005c), which 
only require a prospective offeror to identify total dollars planned to be 
subcontracted. Dollars planned to be subcontracted might differ greatly 
from company to company depending on in-house capability. A large 
hazardous waste disposal company might have fully trained employees, 
capable of performing all activities involved in the pickup, segregation, 
packaging, and transportation of hazardous waste; while another company 
might have to subcontract various aspects of such services. The small 
business plans for these two companies will be very different because the 
companies are very different. It is not fair to the company with in-house 
resources to be penalized because its small business plan is less “robust” 
than the company with limited resources that may have to subcontract 
many aspects of the services or cannot justify the agency-dictated small 
business goals.

The U.S. Army Corps of Engineers, New York District, issued 
solicitation W912DS-07-B-0011 in May 2007. This Invitation for Bid (IFB) 
identified various small business goals it expected bidders to meet. The 
IFB stated, “If plan includes goals less than indicated, explain extenuating 
circumstances why Corps of Engineering goals can’t be met….”

The mandated small business goals in this particular solicitation ignore 
the likely differences in potential bidders, but more importantly, may 
violate the FAR in an IFB environment. FAR 14.301(a), Responsiveness of 
Bids (FAR, 2005d), states, “…to be considered for award a bid must comply 
in all material respects with the IFB. Such compliance enables bidders to 
stand on equal footing while maintaining integrity of the sealed bidding 
system.” Discussions are not usually part of an IFB. The winning contractor 
is determined by lowest price among the responsive, responsible bidders. 
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Asking a bidder to explain why its small business plan does not meet the 
pre-determined goals of the agency contradicts the rules for advertised 
bids. FAR 19.702(a)(2), Statutory Requirements (FAR, 2005e), says that in 
sealed bidding acquisitions, the bidder selected for award must (if dollar 
parameters for a small business plan are met in the bid price) submit a 
subcontracting plan. No other requirements are identified, and no specific 
goal achievements are required other than best effort. If this solicitation 
was a request for proposal (RFP), discussion of small business plans would 
be more appropriate as such discussions would not broach contractor 
responsiveness issues to the extent they would in an IFB environment.

RequiRinG GoAls BAseD on contRAct vAlue, not suBcontRActinG 
oPPoRtunitY

Some contracting officers are requiring small business goals based 
on “contract value.” Other agencies are requiring that all statutory goals 
be met before a subcontracting plan will be accepted. Both of these 
approaches violate the Small Business Act, Section 8(d), Subcontracting 
Program, which ties goals to subcontracting opportunities, not to contract 
value or to statutory goal minimums. Actual subcontracting opportunities, 
while subjective to a degree, simply may not support the meeting of 
statutory goals because the skill sets required in the various small business 
categories may not be available or the contractor may not require outside 
vendor/subcontractor assistance.

not RecoGniZinG tHe neGAtive iMPAct of sMAll Business GoAls on 
lARGe Business suPPlY cHAin Decisions

Another reality of business today involves the efforts contractors are 
making to decrease the number of dollars they are spending on outsourced 
materials and services. Many large businesses are improving their supplier 
selection process by eliminating poor performers and consolidating 
purchases. Every time the vendor database is reduced, small businesses 
may suffer in the process. However, the typical large business materials 
department is a profit center for its company and is expected to meet 
certain goals associated with buying more for less. Large businesses are 
increasing global sourcing initiatives and maximizing economies of scale 
by buying more quantity from fewer suppliers. These initiatives do not 
usually improve the small business vendor spend statistics. However, it is 
not the role of the federal government to tell businesses how their supply 
chains should operate.



The Demise of the Federal Government small Business Program January 2010  | 8 6

MYtHs
Myths about the Small Business Program also generate their own 

problems. For example, some argue that the bundling of requirements 
into large contracts prevents small businesses from performing on them. 
The SBA supports this claim and criticizes agencies that combine similar 
requirements to maximize economies of scale. The SBA claims 34,221 new 
bundled contracts were awarded between 1992 and 2001, transferring 
$840 billion of contract revenue from small businesses, causing a 56 
percent decline in the number of small businesses contracting with the 
government. Yet, only 25 bid protests were filed by contractors between 
1992-2004 over contract bundling—sharply contradicting the SBA’s 
estimates of bundling frequency or negative impact to small businesses 
(Nerenz, 2007).

Another myth involves the idea that innovation is exclusively a small 
business phenomenon. Andy Grove, Co-Founder of INTEL, stated in 
Portfolio Magazine (Grove, 2007) that, “Some sectors are hobbled with 
intractable, industry-wide problems that only a large company can solve.” 
He cited Apple Computer’s entry into the music business and Wal-Mart’s 
introduction of in-store health clinics as examples of solutions only possible 
through large business involvement.

ReoRGAniZAtion witHin tHe Defense contRAct MAnAGeMent 
AGencY

The Defense Contract Management Agency (DCMA) reorganized 
itself to align its limited resources to the more specific types of products 
or services it manages instead of the geographic orientation by physical 
location to the large businesses it monitors. This reorganization has 
resulted in limited face-to-face contact between DCMA small business 
specialists and the large business SBLOs. Elimination of the geographic 
proximity between DCMA and the contractors it monitors has reduced 
the knowledge of the government small business specialist about a 
specific company, and increased focus on year-over-year increases in goal 
accomplishment when such increases may not be possible.

tRAininG sHoRtfAlls of GoveRnMent sMAll Business sPeciAlists 
AnD lARGe Business sBlos

Training of government small business specialists and contractor 
Small Business Liaison Officers (SBLOs) is also lacking. Some contractor 
and government personnel cannot differentiate between the various 
types of small business plans—Comprehensive, Master, Commercial, or 
Individual. They are not familiar with how goals data should be calculated 
or how reports on goal achievement should be prepared and submitted. 
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Some SBLOs do not understand how to report small business dollars if a 
vendor fits more than one small business size category. Some agencies do 
not allow the use of Commercial Plans where some services—for example, 
dredging services—clearly meet the definition of a commercial item. This 
lack of knowledge is the result of the government reducing funding for 
its Regional Councils for Small Business Education and Advocacy and 
indifference of large businesses toward the Small Business Program. Many 
large businesses doing significant business with the federal government 
simply do not attend small business meetings chaired by the DoD, nor do 
they participate in local SBLO groups.

So what can be done to make the federal Small Business Program 
work better?

Recommendations

Federal agencies should re-focus the program to its original intent. 
If changes are not made to the program, continued compliance by large 
businesses may wane, and the very existence of the Small Business 
Program as we know it today may be in jeopardy. In the Small Business 
Act of 1953, Congress voiced its conviction that the federal government 
should, “aid, counsel, assist, and protect…the interests of small business 
concerns…to insure that a fair proportion of the total purchases and 
contracts or subcontracts for property and services for the government…
be placed with small business enterprises.” The federal Small Business 
Program can more effectively meet the intent of the Small Business Act of 
1953 by making changes to the program so it truly benefits small business 
manufacturers and service providers, does not negatively affect the 
supply chain of large businesses, and helps ensure that the federal buyer 
gets quality products at fair and reasonable prices.

The following four recommendations, if implemented, can be the recipe 
for continued success necessary to energize the federal government Small 
Business Program.

1. Reduce employee count or revenue ceilings in North American 
Industry Classification System (NAICS) size standards.

2. Allow large businesses to create small business plans based on 
subcontracting opportunities after they conduct a comprehensive 
Make-or-Buy analysis for a particular solicitation.

3. Assign DCMA small business specialists the monitoring of large 
businesses by geographic proximity.

4. Take advantage of the expertise within Procurement Technical 
Assistance Centers (PTACs).
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Recommendation 1. The SBA, in conjunction with the Office of Management 
and Budget (OMB), should re-examine how employee count or annual 
revenue ceilings are determined for the various NAICS codes. The goal 
should be to create small business size ceilings that are reflective of the 
size of most small businesses—500 to 1,000 employees is simply too large 
for the small business ceiling of most NAICS codes. The Department of 
Health and Human Services Web site states that 90 percent of all small 
businesses in the United States employ fewer than 20 employees. When a 
20-person small business competes with a 1,000-person small business, it 
may not be a true competition between two small businesses.

Recommendation 2. First, allow large businesses to submit small business 
plans based on their internal capabilities and documented determination 
regarding outsourcing. When preparing the RFP, do not include small 
business plan goals in the Section M, Evaluation Factors for Award 
criteria. Subcontracting opportunities may be very different from one 
large business to another. Because a large business identifies higher 
small business goals does not make that plan better than another large 
business that identifies smaller goals. Plans may be very different from 
large business to large business, but still represent maximum practicable 
opportunity for small businesses to participate in contract performance 
consistent with the management plan of the large business. By including 
small business plan goals as a criterion, one increases—needlessly, in my 
view—the complexity of the evaluation and the possibility of botching the 
source selection. Grading one small business plan “better” than another 
without taking into consideration the makeup and business model of the 
large business could also lead to protests after award (GAO, 2007) and 
jeopardize timely support of the warfighter.

Second, do not dictate small business goals in solicitations. Dictating 
goals does not acknowledge that goal identification is the responsibility of 
each large business based on its subcontracting opportunities.

Third, if goals do not meet the Congressional goal mandates for 
various categories of small business, so be it. Large businesses should not 
be forced to meet congressionally mandated goals if the subcontracting 
opportunities do not warrant such goals.

Large business SBLOs have a multi-faceted job description, differing 
in some ways from company to company. However, if the large business 
SBLOs are doing their job effectively, they should be making sure company 
employees—especially purchasing department buyers—fully understand 
the government Small Business Program and the associated buyer 
responsibilities to provide maximum practicable opportunity for small 
businesses to compete for subcontracting requirements. SBLOs should 
also keep abreast of changing Small Business Program requirements, 
whether they involve a change in mandated goals or a change in reporting, 
such as a transition from paper reports to electronic reports.
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In years past, the large business SBLOs kept abreast of changing 
requirements by attending quarterly or semiannual meetings with other 
large businesses in their immediate geographic area as part of a large 
business SBLO group. Such groups usually included participation by a 
small business specialist from the DCMA. It was this interface between 
large business SBLOs and DCMA small business specialists that kept 
all parties informed about the Small Business Program. The DCMA 
reorganized its small business specialists in 2005. This reorganization 
eliminated geographic proximity of the DCMA small business specialists 
and the large businesses they monitored, resulting in less communication 
and less face-to-face interface.

Recommendation 3. Re-orient DCMA small business specialists so they are 
in geographic proximity to the large businesses they monitor. This re-
orientation will result in better oversight of large business compliance with 
the intent of the Small Business Program.

Many agencies and associations—some funded by the federal 
government, some funded by state governments—promote small 
businesses selling to the federal government. A myriad of companies is also 
focused on some part of the small business market. These organizations 
include the National Association of Minority Contractors (NAMC), National 
Association of Women Business Owners (NAWBO), the Office of Women’s 
Business Ownership (OWBO), The Center for Veterans Enterprise (VetBiz), 
the National Veteran-Owned Business Association (NaVOBA), Minority 
Business Development Agency (MBDA), and the Latin Business Association 
(LBA) to name a few. The problem with all of these organizations is their 
inherent focus on their own particular category of small business

Yet, one organization, Procurement Technical Assistance Centers 
(PTACs), stands out from the rest because PTACs look at the bigger 
picture instead of the flavor-of-the-month mindset that places emphasis 
with women-owned firms today, but with veteran-owned firms tomorrow. 
PTACs, to the contrary, work effectively with all small businesses, 
regardless of the small business type, in helping them make contact with 
large businesses or federal buying agencies.

Authorized in 1985 by Congress, the Procurement Technical Assistance 
Program (PTAP) strives to increase the number of proficient businesses 
engaging in the government marketplace. PTACs often reflect the 
communities and areas in which they serve, so they vary in size and shape. 
A small percentage of PTACs are administered by state governments, while 
others work in partnership with community colleges, universities, local 
economic development corporations, or other institutions in the local area.

Recommendation 4. Emphasize to large businesses, small businesses, and 
federal buyers that PTACs should be the focal point for small business 
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vendor outreach. Emphasize to small businesses that PTACs are the best 
resource for information on doing business with the federal government. 
De-emphasize any focus on “one trick pony” associations and agencies so 
the federal Small Business Program is more in line with the original intent 
of the Small Business Act of 1953—to help small businesses.

Conclusions

If the federal Small Business Program is enforced from the perspective 
of its original intent, goal achievement for the sake of goal achievement 
will be de-emphasized, and the recommendations identified in this treatise 
will be seriously considered. If these steps are taken, small businesses 
should continue to prosper in the federal marketplace and receive a fair 
proportion of government contracts. Additionally, the American taxpayer 
will see better use of taxpayer dollars. These actions, if enforced, will mark 
a return to the original objectives of the Small Business Act of 1953.
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ENDNOTES
1. Prior to Pub. L. 95-507, minority businesses were defined as socially or economically 

disadvantaged small businesses. According to a Congressional Report at the time, the 

change from “or” to “and” was to prevent the increasing number of “front” companies—

companies posing as minority businesses but controlled by non-minorities.

2. This setaside was rescinded in 1996.

3. FAR 6.202, Establishing or Maintaining Alternative Sources, establishes or maintains an 

alternative source if agency head determines doing this will also result in reduced overall 

costs; or is in the interest of national defense; or ensures continuous availability of a 

reliable source; or fulfills a statutory requirement related to small business concerns; or 

only one source will satisfy agency requirements.
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BUILDING ON A LEGACY:
RENEWED FOCUS ON 
SYSTEMS ENGINEERING IN 
DEFENSE ACQUISITION

Mary C. Redshaw

This article examines the evolving model used to describe 
the systems engineering process in Defense Acquisition 
University (DAU) courses. As implied in the title, discussion 
topics reflect both the legacy and current focus of systems 
engineering within the Department of Defense (DoD). The 
first two sections provide a historical context of the systems 
engineering discipline and outline the evolution of process 
models and terminologies used to describe process activi-
ties within DoD. The last two discussion sections describe 
interactions among the technical processes and technical 
management processes, and analyze the implications of 
systems engineering terminology changes introduced with 
updates in defense acquisition guidance released in June 
of 2009.
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In 2004, Department of Defense (DoD) officials initiated efforts to 
revitalize systems engineering practices in defense acquisition programs. 
Acting in his role as the Defense Acquisition Executive, Michael Wynne 
(2004) issued a policy memorandum that stressed the need “to drive 
good systems engineering practices back into the way we do business” 
(p. 2). That statement highlighted an assessment that revitalization efforts 
would build on a legacy of proven processes and practices first formalized 
to support defense acquisition programs in the past. Terminologies and 
models describing the systems engineering process continue to evolve. 
However, fundamental aspects of the discipline have not changed since 
DoD released the first systems engineering standard (DoD, 1969).

The continuing need for systems engineering is driven by the increasing 
technical complexity and development costs of defense acquisition 
programs. Programs developing complex systems exhibit the same 
features that led to the need to formalize the systems engineering process 
in the first place, as noted in an early text published by the Defense Systems 
Management College (DSMC, 1986). Many acquisition programs involve 
large, geographically dispersed design teams, numerous subsystems 
under concurrent development, severely constrained development time, 
and incorporation of advanced technologies.

Purpose

This article examines the evolving systems engineering process model 
taught as part of Defense Acquisition University (DAU) courses. One can 
gain new perspectives on systems engineering process interactions by 
tracing the model’s evolution over time. This article will provide a historical 
context of the systems engineering discipline in DoD, outline the evolution 
of process models and terminologies used in DSMC and DAU courses, and 
analyze the implications of terminology changes introduced in the Interim 
Defense Acquisition Guidebook (Interim DAG) released by the Office of 
the Secretary of Defense (OSD) in 2009.

Historical Context

According to the International Council on Systems Engineering 
(INCOSE, n.d.), the term systems engineering was first used at Bell 
Telephone Laboratories in the early 1940s. Interest in the systems 
engineering discipline grew during World War II when project managers 
and engineers oversaw the development of capital ships, aircraft, and 
weapons systems (National Research Council, 2008). Use of systems 
engineering practices increased following World War II as government 
programs leveraged an array of new technologies in developing computer 
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systems, command and control centers, telecommunications, ballistic 
missiles, missile defense systems, and spacecraft. The coordination 
of development teams employing thousands of engineers integrating 
multiple subsystems drove the need to formalize the methods for delivering 
useful, reliable systems (DSMC, 1986; National Research Council, 2008).

foRMAliZinG tHe DisciPline
Because of the department’s role in acquiring and developing 

large-scale, complex systems, defense acquisition managers led the 
way in codifying the systems engineering process—beginning with the 
publication of Military Standard 499 (MIL-STD-499). The baseline version 
of MIL-STD-499 was approved for trial use by U.S. Air Force developmental 
agencies and “for possible conversion to a fully coordinated document 
mandatory for use by all Department of Defense Agencies” (DoD, 1969, 
cover). The baseline MIL-STD-499 documented the first formal consensus 
standard governing the systems engineering community of practice. 
Department officials approved a subsequent revision of the military 
standard (MIL-STD-499A) for Air Force use only (DoD, 1974). However, 
MIL-STD-499A quickly became the de facto systems engineering standard 
for many defense acquisition programs.

During the early 1990s, DoD’s systems engineering standard underwent 
another review cycle. Two parallel (but opposing) actions impacted what 
was then the only documented standard for systems engineering. Both 
actions unfolded under the banners of defense acquisition reform.

tHe loss of A stAnDARD
The Air Force Materiel Command sponsored a joint working group 

comprised of representatives from OSD, the Services, and industry 
organizations. The working group formed to review and revise MIL-STD-
499A for use by all DoD components, federal agencies, and commercial 
organizations. Members of the joint committee actively solicited inputs 
from a wide array of organizations and circulated a coordination draft of 
the revised standard (MIL STD 499B) to reviewers in government, industry, 
and academia in 1992. The foreword of the final coordination draft of MIL-
STD-499B (DoD, 1994) outlined the focus of the revised standard. The 
purpose of the new standard was to define a comprehensive, executable 
process that would result in optimal system solutions while meeting cost, 
schedule, and performance objectives. According to its drafters, the 
standard process would be applicable in all phases of system development 
and could be tailored to the size and complexity of any effort. The drafters 
also claimed that the revised standard would achieve key DoD acquisition 
reform efforts to encourage innovation in products and practices; to 
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better integrate requirements through multi-disciplinary teamwork; to 
increase teamwork and cooperation within the government and industry; 
and to reduce the time needed to acquire products and services (DoD, 
1994). Stakeholders who participated in the development and review of 
MIL-STD-499B hailed the document as a true consensus standard.

However, the revised standard was never approved by DoD officials 
due to another acquisition reform initiative that emphasized use of 
commercial standards over government standards. Defense Secretary 
William Perry (1994) issued a policy memorandum barring the use of 
military specifications and standards on DoD acquisition programs. 
Exceptions to the new policy required a written waiver from the program’s 
milestone decision authority. As a result, the final draft of MIL-STD-499B 
was never approved for DoD use, and MIL-STD-499A was cancelled 
without replacement in 1995.

A PRolifeRAtion of stAnDARDs
Because no commercial systems engineering standards existed, 

two U.S. standards bodies used MIL-STD-499B as the starting point for 
developing and releasing their own standards in 1994. The Electronic 
Industries Association (EIA, 1994) issued an interim standard (EIA/
IS-632) developed by a working group of participants from industry 
associations, INCOSE, and DoD. The new standard outlined a consensus 
process intended for use by commercial enterprises, government 
agencies, and defense contractors. Similarly, the Institute of Electrical 
and Electronics Engineers (IEEE, 1994) released a systems engineering 
standard (IEEE 1220-1994) for trial use by industry organizations. In turn, 
these standards underwent subsequent diverging revisions that formed 
the basis for a proliferation of organizational process guides. Arguably, 
and as a direct result of Perry’s (1994) memorandum barring use of military 
standards, the practice of systems engineering (and the related field 
of software engineering) became increasingly fragmented within DoD  
and across departments and agencies due to the use of proliferating 
industry standards, process improvement frameworks, and organization-
specific guides and handbooks. The organization that first codified the 
discipline now found itself without a standard governing its systems 
engineering practices.

DoD’s stAnDARDiZeD teRMinoloGY
Subsequent to the 2003 release of major revisions to policy documents 

governing defense acquisition management, OSD (2004) released the 
first (baseline) version of the Defense Acquisition Guidebook (DAG). The 
DAG outlined discretionary best practices for the acquisition workforce—
including a chapter devoted to systems engineering. Overtly recognizing 
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that “many systems and software engineering process models and 
standards use different terms to describe the processes, activities, and 
tasks within the systems engineering and other life cycle processes” (OSD, 
2004, ¶ 4.2.2.2), the DAG outlined eight technical management processes 
and eight technical processes to be applied throughout the life cycle of 
DoD acquisition programs.

Presumably in an attempt not to endorse or specify a particular 
industry standard, the authors of the baseline DAG chose not to represent 
the 16 generic systems engineering processes in a model. Instead, the 
DAG described typical phase-specific activities, with a different graphical 
depiction accompanying the descriptions for each phase of the life cycle. 
The same phase-specific graphical depictions also appeared in the 
technical portion of the 2004 (and subsequent) versions of the Integrated 
Defense Acquisition, Technology, and Logistics Life Cycle Management 
Framework—commonly referred to as the Wall Chart (DAU, 2004). The 
technical portion of the Wall Chart included activities related to systems 
engineering, test and evaluation, and supportability—with no correlation 
to the 16 systems engineering processes described in the DAG.

Following a 2008 revision to DoD Instruction 5000.02 governing the 
Operation of the Defense Acquisition System (DoD, 2008), the revised 
Interim DAG (OSD, 2009) was posted to DAU’s Acquisition Community 
Connection Web site the following year. The number of generic systems 
engineering processes described in the new Interim DAG remained 
the same: eight technical management processes and eight technical 
processes. However, three of the technical process names changed—
indicating that DoD’s “standardized process terminology” (OSD, 2009,  
¶ 4.2.3) had evolved in alignment with revisions to the international standard 
issued jointly by the International Organization for Standardization and 
the International Electrotechnical Commission (ISO/IEC 15288:2008).

an evolving systems engineering Process Model for DoD

Instructors at DSMC (and later at DAU) had used variations of the MIL-
STD-499 systems engineering process model to teach systems engineering 
principles and practices to members of the acquisition workforce since 
1974 (Schmidt & Crisp, 2006). The university’s courses still included the 
legacy systems engineering process model when OSD officials released 
the baseline DAG in 2004. The model used by DAU faculty members to 
support discussion of the systems engineering process evolved in recent 
years with changes introduced in the baseline DAG (OSD, 2004) and 
subsequent updates in the Interim DAG (OSD, 2009).



9 9 |  A Publication of the Defense Acquisition University www.dau.mil

leGAcY MoDel
A depiction of the legacy systems engineering process model appears 

in Figure 1. The legacy model has several advantages. One advantage is 
an elegant simplicity that lends itself to describing—and understanding—
essential elements of the systems engineering process. That simplicity 
facilitated instruction and learning while conveying some of the 
complexities of the systems engineering problem-solving methodology. 
The legacy model depicts three primary, sequential design process steps: 
requirements analysis, functional analysis and allocation, and synthesis. 
Additionally, the model portrays an oval shape entitled systems analysis 
and control that represents technical management activities and tools that 
support all three primary design process steps. At a high level, the model 
captures the top-down application of the design steps, their interfaces 
with technical management activities, and iterative, recursive loops 
between process pairs that ensure all system requirements are completely 
defined, traced, and verified.

However, the legacy model also has disadvantages. One disadvantage 
is the failure to elaborate the systems analysis and control portion of 
the model. Another disadvantage is that the verification loop does not 
highlight the importance of test planning, testing, and evaluation of results 
as integral parts of the product development process. Perhaps the latter 

FIGuRE 1. LEGACY (MIL-STD-499B) PROCESS MODEL
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disadvantage is one of the reasons why variations of V-shaped models that 
explicitly show test-related activities have become prevalent depictions of 
the systems engineering process. The “V” form (or Vee) “most accurately 
represents system evolution from the perspective of decomposition and 
integration activities” (Forsberg, Mooz, & Cotterman, 2005, p. 109). Of 
particular note, the first international systems engineering standard (ISO/
IEC 15288:2002) employed a V-shaped process model.

With the introduction of the new process terminologies in the baseline 
DAG and a revised Wall Chart in 2004, instructors teaching systems 
engineering principles in DAU courses faced a quandary. Lesson materials 
contained the legacy systems engineering model, but that model did 
not match the descriptions of the standardized technical management 
processes and technical processes endorsed by OSD or the depictions 
of the phase-specific technical activities in the DAG and the Wall Chart. 
Under normal circumstances, the courses in DAU’s career field curricula 
are updated to reflect changes in policy as soon as possible after those 
changes occur. In this case, however, course developers at DAU planned 
extensive changes to selected courses as part of a systems engineering 
revitalization initiative sponsored by the Systems and Software Engineering 
Directorate within OSD. The Defense Acquisition Executive (Wynne, 2004) 
challenged educational leaders at DAU to “reinvigorate” (p. 2) systems 
engineering training. In response, the university’s administrators initiated 
a complete makeover of the systems engineering curriculum.

As part of the effort to revise the Systems Planning, Research, 
Development, and Engineering (SPRDE) curriculum, one of DAU’s course 
managers submitted a white paper (Redshaw, 2004) to the SPRDE 
performance learning director at the university’s headquarters. Redshaw’s 
white paper outlined a proposed unified approach to developing the 
replacement for the course that she managed. The white paper included 
descriptions and graphics of two models Redshaw proposed to use in the 
new course to portray the eight technical processes and eight technical 
management processes described in the DAG.

tHe HieRARcHicAl vee MoDel
One of the models in Redshaw’s white paper (2004) appears in Figure 

2. The model portrays the technical management processes in a V-shaped 
pattern (or Vee) superimposed on a notional organizational hierarchy. 
The Vee shape was adapted from the international systems engineering 
standard (ISO/IEC, 2002). The organizational hierarchy was adapted 
from a framework developed by Kossiakoff and Sweet (2003). The white 
paper explicitly correlated the left-hand and right-hand activities in the 
Vee to the three primary processes and the verification loop in the legacy 
process model. The left-hand side of the Vee captured the top-down 
design process; the right-hand side reflected the design implementation, 



1 0 1 |  A Publication of the Defense Acquisition University www.dau.mil

integration, verification, validation, and transition activities described in 
the DAG. Redshaw’s hierarchical depiction of the systems engineering 
technical processes was included in subsequent updates of the DAU 
Program Managers Tool Kit, with the graphic’s last appearance in the 14th 
edition (DAU, 2008).

The hierarchical Vee depiction provides a powerful visualization of 
interfaces among key stakeholders and domains of responsibility in the 
acquisition process as well as “process linkages” (DAU, 2008, p. 78) 
between the steps on the left-hand and right-hand sides of the Vee. The top 
portion highlights process and organizational interfaces between decision 
authorities and the project team developing the system. Depending on 
the project or the area of the system hierarchy under consideration, the 
primary stakeholders may include the users, project sponsors, senior 
decision makers, project or engineering managers at a higher level in the 
system hierarchy, or the acquiring organization in an acquirer-supplier 
contract agreement.

The first technical process described in the baseline DAG (OSD, 2004) 
was requirements development. At the system level, Redshaw’s (2004, 

FIGuRE 2. HIERARCHICAL VEE MODEL
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2006) hierarchical Vee model portrayed requirements development as 
two subordinate processes occurring at the organizational intersection of 
the project’s development team with the Acquisition Management System 
and the Joint Capabilities Integration and Development System (JCIDS).

The outputs of the first subordinate process—stakeholder requirements 
definition—include the capabilities documents that govern technology 
development, system development, and production as well as baseline 
agreements between decision authorities and the development team that 
establish project scope and deliverables. The concept of organizational 
interfaces is particularly important in a system-of-systems or net-centric 
context. The systems engineer responsible for developing a system or 
subsystem must view it from the outside, or within the framework of the 
larger architecture in which the system is intended to operate. “To achieve 
good results, systems engineers involve themselves in nearly every aspect 
of a project, pay close attention to interfaces where two or more systems 
or system elements work together, and establish an interaction network 
with stakeholders and other organizational units of the enterprise” 
(Haskins, Forsberg, & Krueger, 2007, p. 41). In addition to the interface 
between the JCIDS and acquisition domains, translating users’ needs into 
technical requirements involves interfaces between the acquiring agency 
and the supplier’s organization, and between the systems engineer and 
other engineering managers at various levels in the system hierarchy.

The second subordinate process is requirements analysis—a direct 
and deliberate correlation to the first process step in the legacy systems 
engineering process model. Anyone familiar with the legacy model readily 
can see the correlation of its remaining two design process steps (functional 
analysis & allocation and synthesis) with two technical processes described 
in the baseline DAG (logical analysis and design solution, respectively).

The component level of design occurs at the interface of the systems 
engineering and specialty engineering domains in the system hierarchy. 
As the detailed design is finalized for implementation, the systems 
engineer and component design specialists identify and resolve technical 
issues and select workable, producible solutions that will not jeopardize 
the overall system design, capabilities, performance, or suitability 
(Kossiakoff & Sweet, 2003). Implementation of system elements occurs 
within specialty domains (Schmidt & Crisp, 2006). However, the systems 
engineer monitors the outcomes because they affect the overall design, 
performance, cost, and schedule. Similarly, the systems engineer monitors 
the outcomes of integration, verification, and validation with an eye to 
potential discrepancies requiring design modifications. At the end of each 
development phase, project managers and decision authorities review 
systems engineering outputs during the transition process to determine 
if results warrant further development, production, or deployment to 
operational use.
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A coMPReHensive sYsteMs enGineeRinG PRocess (cseP) MoDel
Redshaw’s white paper (2004) also proposed a comprehensive 

systems engineering process (CSEP) model. The CSEP model depicted 
the eight technical processes operating within a framework governed by 
the eight technical management processes. The author refined the CSEP 
framework over time, culminating in an article that proposed it as a new 
model for DoD systems engineering (Redshaw, 2006). Faculty members 
across DAU adopted variations of the CSEP model as a visual aid to 
explaining the systems engineering process to practitioners in various 
acquisition career fields. An updated CSEP model appears in Figure 3.

Process Interactions

The updated CSEP model in Figure 3 incorporates the standardized 
terminology in the Interim DAG that OSD released in 2009. The latest 
revision (as this article goes to press) of the Program Managers Tool Kit 
(DAU, 2009) included a similar depiction of the comprehensive systems 
engineering process. While terminologies and process depictions have 
evolved over time, the process interactions depicted in the CSEP model 
have remained essentially the same as those implied in the legacy systems 
engineering model.

FIGuRE 3. uPDATED CSEP MODEL
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tecHnicAl PRocess inteRActions
Members of the development team apply the technical processes at 

all stages of development to elaborate the system, generate information 
for decision makers, and provide starting points or inputs for the next 
level of development. The technical processes are used to (a) develop 
and define the requirements for the system and lower-level configuration 
items; (b) transform requirements into technical product, process, and 
material descriptions; (c) fabricate system elements; (d) assemble system 
elements into higher-level assemblies and end products; and (e) verify and 
validate system products, capabilities, and services against requirements 
established at each level in the system hierarchy.

The V-shaped model highlights some of the important characteristics 
of the technical processes, including the sequential order of process 
completion. The left-hand side of the Vee portrays the top-down design 
that occurs as requirements are allocated progressively from the system 
level to lower-level elements in the architecture in a manner consistent 
with the arrangement of the design process steps in the legacy model. 
However, the V-shaped model explicitly illustrates the bottom-up design 
implementation from lowest level components to higher assemblies in order 
to integrate the complete system, verify and validate that all requirements 
are met, and transition to the next level of the system structure or to the 
next life cycle phase.

In addition to their application across the life cycle, the technical 
processes are applied at different levels in the system hierarchy to elaborate 
and mature the system. In the top-down application on the left-hand side, 
measurable criteria are documented at each level of system decomposition 
and design—forming the basis for test and evaluation during bottom-up 
system realization on the right-hand side. Using an automotive analogy, 
the technical processes form a problem-solving V-8 engine that is applied 
throughout the life cycle to ensure complete and balanced coverage of 
input and derived requirements to lower elements in the system hierarchy. 
At the end of each development phase, project members review outputs 
and evaluate test results to determine if all products meet requirements. 
Decision makers determine if acquirer-supplier agreements are met, if 
further system development and maturation is warranted, and if the project 
is ready to transition to the next planned effort, phase, or acquisition life 
cycle function (such as production, deployment, or operation).

tecHnicAl MAnAGeMent PRocess inteRActions
The technical management processes in the CSEP model are equivalent 

to the systems analysis and control portion of the legacy model. Members 
of the development team apply the technical management processes 
to establish and evolve project plans, assess actual achievements and 
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progress against those plans, evaluate and select alternatives, and control 
project execution. Note that in the CSEP model the technical processes 
always operate within the encompassing framework of the technical 
management processes. While the technical management processes 
follow no explicit order, they typically interoperate cyclically as shown in 
Figure 4. The results of one part of the cycle become the inputs to others.

Collectively, the technical management processes form the executive—
or control logic—that steers system development to meet project or phase 
objectives. Using another automotive analogy, the technical management 
processes operate together as a rotary engine. These processes operate 
continuously in concert with one another to support and control the 
application of the technical processes, balance technical and business 
needs of all stakeholders, implement project plans, and respond to 
unforeseen events. Documented technical project plans form the basis for 
execution and assessment. Team members continuously assess results to 
determine progress in meeting project plans and to identify the need for 
corrective actions or additional planning.

FIGuRE 4. OPERATION OF THE TECHNICAL MANAGEMENT 
PROCESSES
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Technical Management Processes are used to manage the technical development of 

the system, including its supporting or enabling products. They include: Technical 

Planning, Technical Assessment and Decision Analysis, and a set of processes 

collectively referred to as Technical Control Processes. These include: Requirements 

Management, Interface Management, Risk Management, Configuration Management, 

and Technical Data Management.
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New terminologies for an expanded focus. Recall that the baseline DAG 
(OSD, 2004) introduced eight technical processes and eight technical 
management processes. Redshaw (2004, 2006) correlated the legacy 
systems engineering process model to the new terminologies in the DAG 
through the hierarchical Vee, depicting the technical processes and a 
comprehensive model that included all 16 processes. Redshaw argued that 
the three design processes applied by the development project team were 
the same in both models, although terminologies had changed slightly to 
reflect that actions associated with the JCIDS process provided inputs to 
govern system development. Figure 5 shows the evolution in terminologies 
from the legacy MIL STD 499 systems engineering model (prior to 2003), 
the baseline DAG (OSD, 2004), and the Interim DAG (OSD, 2009).

Figure 5 also overlays the concept of hierarchical domain 
responsibilities with notional considerations and outcomes in all three 
models. Visually, the progression in Figure 5 suggests a key concept 
about the role of systems engineering in balancing the tension between 
requirements and the evolving design. “Systems engineering serves as the 
glue that binds the technical solution to the high-level requirements and 
maintains the program baseline” (Meier, 2008, p. 67). To achieve successful 
acquisition outcomes, stakeholders in all domains of responsibility must 
practice disciplined systems engineering.

By categorizing two sets of processes, the drafters of the baseline 
DAG (OSD, 2004) and the Interim DAG (OSD, 2009) emphasized 

FIGuRE 5. EVOLVING TERMINOLOGIES REFLECT ExPANDED 
FOCuS

Stakeholder 
Requirements 

Definition

Pre-2003 Policy 
Requirements 
Generation System

2003 Policy/JCIDS 
2004 baseline DAG

2008 Policy       
2009 Interim DAG Required Capabilities

Concept of Operations
Support Concept
Baseline Agreements

Technologies
Design Considerations
Constraints

System Specification
External Interfaces
Functional Baseline

Functional Architecture
Item Specifications
Allocated Baseline

Physical Architecture
Internal Interfaces
Integration Plan

Component Design
Software Design
Initial Product BaselineVerification Loop

Systems Analysis & 
Control

Implementation, Integration, Verification, 
Validation, Transition

Technical Planning, Decision Analysis, Technical 
Assessment, Risk Management, Requirements 

Management, Configuration/Interface Management

Requirements 
Analysis

Requirements 
Analysis

Architecture 
Design

Functional 
Analysis & 
Allocation

Synthesis

Logical 
Analysis

Requirements
Development

Design
Solution

D
ec

is
io

n 
A

ut
ho

rit
y

D
ev

el
op

m
en

t/
D

es
ig

n 
&

 E
ng

in
ee

rin
g

Sp
ec

ia
lty

 E
ng

in
ee

rin
g



1 0 7 |  A Publication of the Defense Acquisition University www.dau.mil

another instructional point. Systems engineering is both a technical and 
a management discipline, and acquisition practitioners must apply both 
sets of processes in tandem throughout the system life cycle (DSMC, 
1986). Solid technical planning is the starting point to determine how 
the project team will apply the systems engineering processes in a 
coordinated fashion in each phase of development. Current acquisition 
policy prescribes that program managers embed systems engineering in 
program planning (DoD, 2008).

The legacy model emphasized the importance of three design 
processes that—despite the changes in terminology—appear among the 
new technical processes. These three steps are the heart of the technical 
aspect of systems engineering as “the translation of a user’s needs into a 
definition of the system and its architecture through an iterative process 
that results in an effective design” (National Research Council, 2008, p. 1). 
Due diligence in applying these first three process steps assures a robust 
design with sufficient flexibility and adaptability to facilitate successful 
completion of the remaining steps and the project (Meredith & Mantel, 
2000). In applying the design steps, stakeholders explicitly identify 
relationships, requirements interdependencies, and assessment criteria 
tracked throughout system development (Meade & Farrington, 2008). 
When applied in a disciplined manner in conjunction with the technical 
management processes, the design steps lay the groundwork for a solid 
technical solution.

Using the updated terminology in the Interim DAG (OSD, 2009), 
stakeholder requirements definition establishes a firm baseline for system 
requirements and constraints the development project team must meet, 
thus defining project scope. During requirements analysis, members of the 
project team examine users’ needs against available technologies, design 
considerations, and external interfaces to begin translating operational 
requirements into technical specifications. Architecture design entails 
developing a coherent functional architecture to achieve required 
capabilities across scenarios from the operational concept; developing a 
physical architecture, internal interfaces, and integration plan; synthesizing 
alternative combinations of system components; and selecting the optimal 
design that satisfies and balances all requirements and constraints. The 
optimal design is one that results in a validated, affordable system that is 
operationally effective and suitable.

summary

The legacy model formerly used in DSMC and DAU courses traces its 
genealogy to MIL-STD-499 (DoD, 1969, 1974, 1994), which was the first—
and for 26 years the only—documented consensus standard for the systems 
engineering discipline. While retaining essentially the same design process 
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steps and attributes of the legacy systems engineering process model in 
Figure 1, the hierarchical Vee and CSEP models offer additional valuable 
insight. The hierarchical model in Figure 2 illustrates interactions among 
domains of responsibility and relationships among the eight technical 
processes. The CSEP model in Figure 3 connotes the encompassing and 
executive nature of the eight technical management processes described 
in the baseline DAG (OSD, 2004) and the superseding Interim DAG (OSD, 
2009). The V-shaped pattern of the technical processes in Figure 2 and 
Figure 3 illustrates a sequential order of application to achieve top-down 
design and bottom-up realization of the system. The rotary pattern in 
Figure 4 depicts a continuing cyclical interaction among the technical 
management processes. The technical management processes provide 
the executive logic that governs and controls the technical problem-
solving methodology in the V-8 engine.

The introduction of new process steps in the baseline DAG (OSD, 
2004) and the updated Interim DAG (OSD, 2009) highlight the 
interaction of systems engineering in all aspects of development, while 
the categorization of two sets of processes emphasizes that systems 
engineering is both a technical and a management discipline. Figure 
5 summarizes the evolution of the terminologies used to denote key 
design steps in the systems engineering process. Building on the legacy 
of the standard that first formalized the discipline in 1969, the evolution 
in terminologies and process models supports the increased emphasis 
on systems engineering throughout the life cycle and in all domains of 
responsibility. As emphasized in current defense acquisition policy, 
achieving successful program outcomes requires effective acquisition 
management that reflects a disciplined approach to systems engineering.
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The need for technological innovation in the U.S. Army is 
continually increasing. The challenge is to institute a “change 
paradigm” that will allow the incorporation of new tech-
nology into existing systems to address current and future 
challenges, within fiscal and technological constraints. Open 
Systems is such an approach. An Open Systems environ-
ment facilitates a more efficient assimilation of technology. 
Furthermore, Open Systems would reduce the costs of 
technology integration and encourage efforts toward inte-
grated training and operational readiness, using standards 
and protocols across our nation’s warfighting enterprise. 
Various goals and challenges are inherent to the use of an 
Open Systems approach, such as Transformation Life Cycle, 
interoperability, physical connectivity, and political and tech-
nical solutions, which are described herein.
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a Challenged environment

The U.S. Army is smaller today than it has been in years past, yet it 
takes on ever-increasing demands for its services. Furthermore, as the 
Army’s operational tempo increases, associated increases in procurement 
and sustainment costs inevitably escalate. As a result, warfighter training, 
warfighter planning, and real-time warfighting must be conducted in a 
more seamless and integrated fashion.

Due to the ever-changing nature of warfare and its accompanying 
operational demands, the need for technological innovation is continually 
increasing. The challenge is to institute a “change paradigm”—a 
new perspective that will allow the incorporation of new technology 
(unmanned systems, intelligent agents, cyber assets, space systems), 
within the boundaries of current fiscal and technological constraints—into 
existing systems to address or resolve many of the challenges discussed 
here and more.

The open systems approach

A real and possible solution to incorporate new technologies into 
current systems is for the Army to intensify its efforts to achieve an Open 
Systems environment. An Open Systems (also known as Open Architecture) 
environment would facilitate a faster and smoother assimilation of 
technology. Furthermore, Open Systems would also reduce the costs of 
technology integration and would encourage efforts toward integrated 
training and operational readiness, using standards and protocols across 
our nation’s warfighting enterprise. The flexibility of integrating our 
systems, via open architectures, is a critical component to our Army’s 
force modernization.

The idea of implementing an Open Systems approach already has the 
support of the Department of Defense (DoD). The Office of the Secretary 
of Defense established the Open Systems Joint Task Force (OSJTF) in the 
mid-1990s, and its charter clearly focused all Services on the future of a 
Modular Open Systems Approach.

Understanding Open Systems theory and how it relates to enhancing 
warfighting efforts is an important responsibility that is shared between 
DoD and corporate partners. Before beginning the development of specific 
solutions through the OSJTF, it is imperative that the goals and strategies 
be in place. This is a challenging issue due to the number of stakeholders 
involved in an Army Open Systems approach (Table 1).
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cHARActeRistics of oPen sYsteMs
Open Systems theory is a comprehensive model that describes the 

elements of an organization and their dynamic interrelationships (Hanna, 
1988). It states that organizations are an arrangement of elements that 
have interdependence on one another.

William Pasmore, a leading expert in systems thinking, writes that 
“Systems thinking provides guidance and direction for exploration 
of an organization and its goals for change. It describes the complex 
relationships between people, tasks, and technologies and helps us to see 
how these can be used to enhance organizational performance” (Pasmore 
& Sherwood, 1978). Additional definitions are provided in Table 2.

Open Systems theory provides an important foundation for 
developing a comprehensive Open Systems approach. Interdependency 
through connectivity of Open Systems theory is a foundational layer 
that underpins the goals of Open Systems. However, connectivity is not 
necessarily hardwired or continuous; rather, it may be established through 
digital means when appropriate and on an as-needed basis.

fuRtHeR DefininG oPen sYsteMs
Open Systems are about the entities, their relationship patterns, 

boundaries of the systems, and the environment(s) in which the systems 
reside. One of the best characterizations of an Open System is summarized 
by the frequently paraphrased statement: If you put 20 people in a room, 
you can find at least 20 different definitions for Open Systems.

The DoD’s OSJTF defines Open Systems as “a system that employs 
modular design, uses widely supported and consensus-based standards 
for its key interfaces, and has been subjected to successful validation 

TABLE 1. OPEN SYSTEMS ARCHITECTuRE–ARMY  SIGNIFICANT 
STAKEHOLDERS

1. OSJTF

2. Army G-8, Army G-3, Army G-6, Headquarters,  
Department of the Army

3. Army Materiel Command (AMC)

4. Training and Doctrine Command (TRADOC)

5. Weapon System Technical Architecture Working Group

6. U.S. Army Research, Development, and Engineering Command

7. SEI Carnegie Mellon

8. Original Equipment Manufacturers  
(i.e., Boeing, General Dynamics, Raytheon, Sikorsky, etc.)
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TABLE 2.  COMPARISON OF DEFINITIONS

Agency Institution Definition
SEI A system that implements sufficient open 

specifications for interfaces, services, and 
supporting formats to (1) enable properly 
engineered components to be utilized 
across a wide range of systems with minimal 
changes; (2) to  interoperate with other 
components on local and remote systems; 
and (3) to interact with users in a style that 
facilitates portability.

OSJTF A system that employs modular design, uses 
widely supported and consensus-based 
standards for its key interfaces, and has 
been subjected to successful validation and 
verification tests to ensure the openness of 
its key interfaces.

Webopedia An architecture whose specifications are 
public.  This includes officially approved 
standards as well as privately designed 
architectures whose specifications are made 
public by the designers.  The opposite of 
open is closed or proprietary.

IEEE POSIX 1003.0/D15 
as modified by  
Tri-Service OSA 
Working Group,  
Nov. 1995

A system that implements sufficient open 
specifications for interfaces, services, and 
supporting formats to enable properly 
engineered components to be utilized 
across a wide range of systems with minimal 
changes.  An open system is characterized 
by the following:

•	 Well-defined, widely used, non-
proprietary interfaces/protocols

•	 Use of principles that are developed/
adopted by industrially recognized 
standards 

•	 Definition of all aspects of system 
interfaces

•	 Explicit provision for expansion or 
upgrading.
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and verification tests to ensure the openness of its key interfaces” (Open 
Systems Joint Task Force, n.d.). Further definitions of an Open Systems 
approach encompass several key elements and ideas associated with 
Open Systems. Some of these key elements are established industry 
protocols, standards, and interfaces. Table 3 also addresses Open Systems 
components. Additional characteristics of Open Systems follow (Open 
Systems Joint Task Force, n.d.):

•	 Use of developed, adopted, and recognized standards
•	 Well-defined, widely used, non-proprietary interfaces/

protocols
•	 Standing governance bodies regulating Open Systems 

standards

TABLE 3.  COMPONENTS OF OPEN SYSTEMS THEORY

Component Explanation
Entity A system entity can be an individual, group, 

technology, or a combination that comprises the 
organizational system.

System Boundary The system boundary is the border that 
delineates it from other systems and the 
environment.  It is permeable, allowing interaction 
between the system and its environment.  
Properly identifying the boundary helps 
determine the complexity of the organization’s 
policy decision and ultimately the analysis.  This 
boundary provides the contextual environment 
that the policy decision will affect.

Pattern of 
Relationships 
Between Entities

The pattern of relationships between entities 
interconnects all entities within the system, but 
all entities do not have to connect to each other.  
A connection or relationship does not have to be 
two-way.

Environment The local environment consists of entities 
or systems that have a habitual association 
and critical effect on the system.  The global 
environment is the larger environment that 
encompasses the system.  It includes systems 
outside the parent organization.  Analysts 
must carefully define the boundaries of local 
and global environments so as not to invite 
unwarranted complexity or overlook important 
interactions with the system.
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•	 Definition of all aspects of system interfaces to facilitate 
new or additional systems capabilities for a wide range  
of application

•	 Explicit provision for expansion or upgrading through the 
incorporation of additional or higher performance elements 
with minimal impact on the system.

GoAls AnD cHAllenGes
The success of Open Systems depends largely on defining, 

implementing, and satisfying goals at hand. The goals that are established 
to accomplish Open Systems must be evolutionary in nature because 
of the magnitude of systems and the dynamic environment of the DoD. 
The OSJTF charter has published goals that apply to all Services (Open 
Systems Joint Task Force, n.d.).

The OSJTF must oversee the military departments' transitions to 
Open Systems-centered acquisition and advise acquisition executives 
on Open Systems implementation. Also, OSJTF must act as the lead 
standardization activity for Open Systems weapons electronics and plan 
the transition of this role to a permanent activity. It must also coordinate 
and support DoD participation with appropriate industry standards bodies 
for non-Information Technology (IT) standards. For IT standards, OSJTF 
will support the executive agent in developing and representing the DoD 
position.

Other OSJTF goals include establishing sources of training in Open 
Systems; establishing a repository that facilitates the communication of 
Open Systems ideas, implementations, techniques, and technologies; 
designating appropriate Open Systems standards for DoD weapons 
systems use; and coordinating with the executive agent for IT standards 
and forwarding IT standards issues to the executive agent for resolution.

Some specific points from the OSJTF charter highlight various 
challenges that the Army faces as it works to implement Open Systems.

•	 Cost, interoperability, modularity, technology transparency, 
and supportability of the various systems create significant 
management demands.

•	 Current efforts are still somewhat fragmented and 
stovepiped, relatively narrow, and are limited primarily to 
computers and bus structures.

•	 The air-, land-, and sea-based communities have too little 
interaction.

•	 The intended foci of the OSJTF are weapons systems and 
platforms, not Command, Control, Communications, and 
Intelligence (C3I) systems, communications networks, or 
non-real-time, data-processing functions.
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Another implicit goal of Open Systems is to integrate hardware, 
software, systems, and people within the live, virtual, and constructive 
training and warfighting environments. However, the OSJTF will not 
attempt to force the use of common hardware everywhere; rather, it will 
seek to standardize to each unique need while retaining the advantages 
of common architecture and major interfaces (Open Systems Joint Task 
Force, n.d.).

The OSJTF’s role, as well as DoD’s, is a top-down leadership role, 
providing guidance and resources and coordinating across Services and 
major agencies to establish policies. Furthermore, there is a bottom-up 
mandate that requires agencies to provide the daily direction, guidance, 
and resources required to implement an Open Systems environment.

tHe tRAnsfoRMAtion life cYcle: GoinG fRoM closeD to oPen
Along with establishing an Open Systems approach, the implementation 

of a Transformation Life Cycle is also important (Transformation Life 
Cycle, n.d.). A Transformation Life Cycle is an approach that can help 
the government and corporate entities understand, plan, and develop 
their systems to meet requisite standards of interoperability. Similarly, 
an approach of this type can help the government achieve an alignment 
between itself, academia, and commercial enterprise business practices. 
The Transformation Life Cycle will also allow for implementation that 
crosswalks technology (i.e., legacy, current, and future), with anticipated 
capabilities leading to integrated and interoperable systems results.

As previously described, Open Systems is not in and of itself a software 
product; rather, it is a set of protocols, standards, and a hierarchical 
structure from which software and hardware are built to ensure that 
they incorporate and pass information in an integrated and interoperable 
manner. Additionally, other architectures, standards, and protocols are in 
use throughout DoD; some of these are described below.

otHeR APPRoAcHes (HlA, Dis, AnD soA)
In addition to Open Systems, other architectures, protocols, and 

standards have been, and continue to be, widely used by DoD and industry. 
Some of these include DoD’s High Level Architecture (HLA), Distributed 
Interactive Simulation (DIS), and Service-Oriented Architecture (SOA). 
These have, in some manner, facilitated the integration of hardware, 
particularly software, bringing the constructive, virtual, and live 
environments together into a coordinated learning environment for 
training, mission planning, and mission rehearsal.

HLA, developed by the Defense Modeling and Simulation Office 
(DMSO), was designed to support the interoperability of various DoD 
simulations. HLA was approved as the standard technical architecture 
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for all DoD simulations by the Under Secretary of Defense for Acquisition 
and Technology in September 1996, and was later approved as an open 
standard by the Institute of Electrical and Electronics Engineers (IEEE) in 
September of 2000 (Defense Modeling and Simulation Office, n.d.).

Additionally, HLA has been an essential architecture, supporting 
the integration of disparate constructive simulations, as well as virtual 
simulators and live systems. As previously stated, HLA is not software; 
rather, it is a hierarchical architecture from which the adherence standards 
and protocols provide the integrating glue, connecting the Live, Virtual, 
and Constructive (L-V-C) system environments.

Furthermore, a principal element of the HLA architecture is the 
Runtime Infrastructure (RTI). RTI coordinates the events from each 
system environment, facilitating the data exchange and operations and 
allowing the L-V-C environment to work in a federate manner. Essentially, 
the simulation systems work as a collection of simulators that share 
information and are thus changed as a result of the shared events.

DIS is also a useful tool. DIS allows multiple users to work interactively 
within the same or integrated simulation environment. Examples are the 
distributed, Internet-based America’s Army game or a federated war 
game, which is run at multiple locations. It is clear that a federated model 
using HLA can also be DIS.

DIS is built on Local Area Networks or Wide Area Networks and 
depends largely on the robust capability of the network to handle the data 
and information-exchange transmission rate. A well-designed DIS has four 
basic features (Qin, 2002):

•	 Proper interpretation of time
•	 Consideration of operation transmission delays
•	 Execution of operations in correct order
•	 Allowance of real-time response.

DIS is an important aspect of a simulation environment. Often, bringing 
each simulation system to a single location, establishing connectivity, and 
then running the integrated environment are not feasible or cost-effective. 
Thus, DIS allows simulations to interconnect via a network backbone.

The basic underlying concept of an SOA is a coupling of multiple 
services within an architectural structure. These services are called upon 
by customers to support their business requirements. The Organization 
for Advancement of Structured Information Standards (OASIS) defines 
SOA as “a paradigm for organizing and utilizing distributed capabilities 
that may be under the control of different ownership domains. It provides 
a uniform means to offer, discover, interact with, and use capabilities to 
produce desired effects consistent with measurable preconditions and 
expectations” (OASIS, n.d.).
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An important aspect of SOA is that it provides a means to make 
services interoperable regardless of the programming language used, 
location, or platform of a simulation or model. This allows organizations 
and agencies to produce their software on an appropriate platform, using 
architectural guiding principles and specified standards and protocols, 
linking these resources in defined and spontaneous ways to produce 
results or information. Additionally, this promotes reuse, interoperability, 
and growth and can help organizations respond to ever-changing and 
increased demands for information in a more cost-effective manner.

Overall, the relationship of HLA, DIS, and SOA to Open Systems is that 
each provides a step in the right direction and expands across systems to 
incorporate their resident capabilities and data into a more integrated and 
interoperable environment.

AcHievinG GReAt PeRfoRMAnce tHRouGH oPen sYsteMs
Designing, integrating, and evaluating systems and System of Systems 

architectures to achieve ever greater performance and capabilities while 
controlling development and sustainment costs present perplexing 
problems for warfighters, engineers, analysts, and decision makers. 
Furthermore, these individuals continue to face the increasingly difficult 
task of integrating these complex simulations and live systems to train, plan, 
and rehearse—a strategy designed to make U.S. warfighting capabilities a 
formidable, unstoppable force against any adversary.

The preceding priorities must be accomplished in any environment 
along the complete spectrum of operations, from humanitarian 
assistance to full-scale, force-on-force operations. Current employed 
systems comprise legacy equipment and current technology, but must 
have the capacity to incorporate future technological advances as they 
matriculate through development and are incorporated within existing 
force structures. The greater introduction of space and cyber assets into 
our Army force structure will exacerbate even further the requirement for 
Open Systems that effectively and efficiently integrate these domains into 
the brigade combat team (BCT). Facilitating this critical integration and 
interoperability requirement necessitates an Open Systems approach.

inteRoPeRABilitY AnD PHYsicAl connectivitY
As a basic proposition, interoperability is the ability to work together 

(Alberts & Hayes, 2003). The importance of interoperability is not at the 
connectivity of systems within an L-V-C environment; rather, its importance 
is manifested at the information and cognitive levels.

Having physical connectivity is important. However, this is simply 
the starting point. And for many, this is often where the discussion stops 
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because warfighters, analysts, engineers, and stakeholders become 
trapped in the details of bandwidth, platforms, cost, etc. This social 
standard is transferable to physical L-V-C systems.

Without interoperability, there would be no physical connection (i.e., a 
social wave between systems), which opens channels to pass information 
for sharing and allows warfighters to understand issues and situations, and 
consequently plan and implement courses of action designed to achieve 
success. With interoperability, the Army Aviation hunter-killer team is able 
to detach from each other, coordinate and communicate via their physical 
connection, and share information and understanding to hunt and kill in 
a distributed manner. Likewise, the Army’s greater and greater reliance 
on commercial-off-the-shelf (COTS) technology necessitates the need for 
interoperability standards and protocols to better integrate these force 
multiplier and lifesaving technologies into operational environments.

A useful BluePRint
Open Systems standards and protocols provide a blueprint from which a 

purposeful design integrates L-V-C systems and facilitates interoperability. 
The true goals of interoperability are shared information and ultimately 
shared understanding. To achieve these goals, standards and protocols 
must be developed within the social structure of “humanness,” which will 
enable the achievement of interoperability.

Without a common language or the ability to translate different 
languages so that entities can communicate, sharing information and 
gaining understanding would be impossible. For example, humans have 
developed a standard of greeting, which consists of a handshake or a wave 
of the hand. Both signify a non-threatening recognition and acceptance, 
and they open the opportunity to connect and communicate. Likewise, 
Open Systems provide a similar connection between entities.

otHeR issues
A number of impediments with which DoD is confronted still exist, 

which are counter to achieving enterprise-wide Open Systems. The most 
prominent is cost. Open Systems architectures create a performance and 
cost escalation. For instance, interfaces within components that are strictly 
controlled to achieve performance gains often become proprietary, and 
thus increase the cost to the government. Additionally, the development 
and life-cycle sustainment costs of integrating legacy systems with future 
systems across DoD are prohibitive when addressed in total. This is one of 
the reasons that DoD leadership is tackling this requirement incrementally.

Closely associated with cost is the articulation and inclusion of 
requirements for the development and modification of systems to 
facilitate forward and backward compatibility of Open Systems standards 
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and protocols. Without the vetted and approved requirements mandating 
the acquisition (i.e., government and commercial) standards that must be 
met during the systems development phase of a program, Open Systems 
will be ignored.

However, the requirements process can be a double-edged sword. 
Though it clearly mandates that a program manager or material developer 
meet the requirements, the interpretation of requirements can lead to a 
cost that is far beyond the intent, causing a scaling back of the requirement 
intent and ultimately the level of interoperability across DoD L-V-C systems. 
This situation starts the trade-space analysis.

Alternatively, the interpretation of requirements can lead to a cost 
that is far less than the intent, again thwarting the goal of achieving Open 
Systems. What is needed is a balance (as depicted in the Figure) between 
the DoD’s needs and corporate business imperatives, and also the ability 
to deliver Open Systems.

As demonstrated, DoD must develop an environment that is designed 
to encourage technology development and competition within an Open 
Systems framework. This will require strong, earnest leadership and 
governance. This leadership and governance must be top-down and must 
have consistency over time, as DoD is a customer with high expectations.

open systems solutions

The governance of the Open Systems approach must be continually 
reviewed and updated to provide a success-driven environment. The Army 
recognizes the importance of governance and thereby creates a means 
to implement Open Systems by socializing, formalizing, resourcing, and 
implementing processes to transition from closed to Open Systems.

FIGuRE. DoD AND CORPORATE BuSINESS PRIMARY NEEDS TO 
ACHIEVE OPEN SYSTEMS 

Requirements

Cost Constraints

Campaign with
Incremental Goals
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Profit; Investment 
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The Army also evaluates systems throughout the acquisition process 
to ensure that they meet Open Systems standards. The governance of 
this campaign should adopt the Open Systems framework and should be 
the decision-making, regulatory, and enforcement structure to ensure 
that requirements, standards, and protocols are met. For example, new 
initiatives like a new architecture require that the agency either fund for 
the mandate or nurture a community of interest that will provide input and 
see benefit to incorporate such models.

Corporate entities that support the DoD are not expected to act as 
patriots. Rather, they should manage the customers’ expectations and 
should work with customers to craft appropriate strategies to achieve 
Open Systems. They should also recognize that cost is a significant factor, 
and that incremental steps must be funded.

These incremental steps should be framed within an overall, larger 
encompassing campaign, focused on a sector of the defense industrial 
complex. DoD and corporate partners must come to terms with the 
balance of client needs and funding realities to profit, proprietary rights, 
and intellectual capital. The solutions are both political and technical.

At the same time, bottom-up champions who are dedicated to 
achieving a comprehensive, integrated L-V-C Open Systems environment 
are needed. Additionally, these implementers need to develop proof-of-
principle facilities that work collaboratively with the materiel developers 
to test and validate that the systems meet Open Systems standards 
and protocols, and to be certain that they are truly integrated and 
interoperable. These champions must also be funded and empowered 
to make decisions within the established governance framework, and 
must make appropriate changes and take those changes to the executive 
governance body for decision.

Overall, implementing and maintaining an Open Systems approach is 
an involved yet essential requirement. Due to the nation’s current state 
and the increasing demands placed upon the Army, new and innovative 
systems of technology are consistently needed and required. Certainly 
no system is without concerns or impediments, and the Open Systems 
approach is no exception. However, if problems are addressed as needed 
and if proper governance is in place, Open Systems can be achieved. 
The result of an Open Systems architecture is the development of an 
environment that provides the training, mission rehearsal, and warfighter 
planning that support our Army—all of which will sharpen our warfighting 
edge and ensure our dominance across the full spectrum of operations.
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APPENDIX

List of Acronyms
AMRDEC Aviation and Missile Research, Development, and Engineering 

Center
DIS Distributed Interactive Simulation
DMSO Defense Modeling and Simulation Office
DoD Department of Defense
HLA High Level Architecture
IEEE Institute of Electrical and Electronics Engineers
IT Information Technology
L-V-C Live, Virtual, and Constructive
OASIS Organization for Advancement of Structured Information 

Standards
OSJTF Open Systems Joint Task Force
RTI Runtime Infrastructure
SEI Software Engineering Institute
SOA Service-Oriented Architecture
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The Air Vehicles Directorate, located at Wright-Patterson Air Force 
Base, is one of the 10 technology-focused research organizations in the Air 
Force Research Laboratory (AFRL). We employ approximately 600 people, 
close to one-third of whom are government scientists and engineers 
(S&Es), and develop advanced flight vehicle technologies in the areas of 
aerodynamics, control of flight vehicles, and structural sciences. Our work 
is analytical, computational, and experimental, accomplished in both in-
house and external facilities, and involving programs with academia and 
industry. Although our natural focus is on the long-term future, we also 
solve shorter-term, more urgent problems for the Air Force.

The Air Vehicles Directorate and its predecessor organizations have a 
long history, and our technologies can be found in practically every major 
weapon system in today’s U.S. Air Force inventory. In response to budget 
cuts, drives for efficiency, and numerous reforms, the workforce in the 
Air Vehicles Directorate has declined 16 percent in the last decade (C. 
Remillard, personal communication, April 10, 2008). Many of these cuts 
resulted in the reduction of non-technical personnel, thus often leaving 
some nontechnical taskings to our S&Es.

Concern regarding the DoD’s acquisition workforce capability and 
competency is increasing (Taubman, 2008). At the organizational level, 
anecdotal evidence supports the view that our technical workforce does 
not feel it accomplishes enough technical work. This view is a frequently 
cited frustration that has been noted in recent cultural surveys and 
exit interviews, and discussed during formal and informal mentoring 
sessions. Concerns have been raised at director’s calls, overheard in the 
hallways, and documented by supervisors during feedback sessions. 
These concerns have continued despite initiatives such as Air Force 
Smart Operations for the 21st Century (AFSO-21) and business process 
reengineering, which are directed at reducing non-value-added work, 
increasing our S&Es’ bench time, and making the most of AFRL’s technical 
talent. AFSO-21, introduced by former Secretary of the Air Force Michael 
Wynne in his Secretary of the Air Force Letters to Airmen in December 
2005 and March 2006, described it as “a dedicated effort to maximize 
value and minimize waste in our operations” (Wynne, 2005, p. 1; Wynne, 
2006, p. 1) and “AFSO-21 is about working smarter to deliver warfighting 
capabilities” (Hudson, 2006, p. 5).

According to Lt Gen John L. “Jack” Hudson, USAF, commander of the 
Aeronautical Systems Center in a Commentary dated September 15, 2006, 
“Our mission of providing warfighting capabilities has never been more 
important, and we must continually find ways to do this more efficiently 
and effectively, despite manpower and budgetary constraints. AFSO-21 
will help us do that” (p. 1). According to Jenkins (2009), there is a need 
for having a framework for workplace satisfaction and organizational 
commitment. Jenkins states that this framework, “integrates McGregor’s 
Theories X and Y, Maslow’s hierarchy of needs, and Meyer and Allen’s 
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three-part organizational commitment theory” (pp. 21–23). Jenkins lists 
factors related to workplace satisfaction: pay and benefits; growth and 
development opportunities; relevance or meaning of job; supervision; and 
feelings towards co-workers. What is not listed as relevant is the fact that 
many of our S&Es simply want to do what they do best: engineering and 
science. A key part of that is assessing how much engineering and science 
they are actually doing.

In general, the feedback from our workforce is that people want to 
concentrate on their research and technical work, i.e., the intellectual work 
associated with their core duties, not the excessive program management 
and administrative responsibilities required to support that work. So the 
question was asked: How do S&Es in the Air Vehicles Directorate spend 
their time?

The approach

To answer that question, we first needed a way to gather data about 
how our S&Es spend their time. One possible approach was to use the 
organization’s existing timekeeping system. However, this system only 
tracks the amount of time our workforce charges to their projects, not the 
type of task performed in support of those projects. Another challenge was 
working with a relatively small population. Statistically, in order to attain a 
95 percent confidence interval, we would have needed 122 respondents. 
Given not everyone would take the time to submit data, we instead chose 
to conduct a census and invite all our S&Es to participate, after which we 
would accept whatever we could get. Admittedly, we were less concerned 
about confidence intervals and absolute statistical rigor than we were 
about identifying issues and trends and taking steps to address them. We 
would then use the information to help us increase the time each S&E 
spent in technical activities and increase the value-added aspects of the 
S&Es’ work.

We developed an intranet Web site that would enable us to collect:

•	 Number of hours worked in various activity/category types
•	 Whether the hours worked were considered by S&Es to be 

value- or non-value-added
•	 Comments, especially if the S&Es reported the activity to be 

of no value.

To encourage participation, we ensured the anonymity of each 
respondent providing the information and designed the site so that it took 
less than 5 minutes each day to complete.
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The Web site is shown in Figure 1. To the left is a calendar showing the 
date and the day for which data was being entered. The right hand side 
contains a number of items to be filled out, such as the number of hours 
worked on a particular activity, the activity performed, a value indication, 
and a text entry box for any comments the submitter cared to make. At the 
bottom of the site is a table (Hours Entered) that displayed the data as the 
respondents entered it. Once respondents logged into the Web site, they 
simply entered the data regarding their activities for that day. The Web 
site was designed so that if they missed a day, respondents could click on 
the missed day and enter the data. Only activities in the standard workday 
(nominally a 40-hour federal work week) were to be logged.

Prior to launching the 2-month Time Study, we ran a 1-week beta 
test that resulted in the refined categories shown in the Table, which 
also shows the four major categories into which the data were binned: 
Technical, Program Management, Administration, and Miscellaneous. Note 
that Program Management consists of only one subcategory that covers 
administratively oriented tasks associated with program management, 
such as putting program budgets into the management information 
systems. We characterized the intellectual tasks associated with program 
management as technical (e.g., technical planning).

Then, in July 2007, we had an all-hands meeting with our S&Es, during 
which we provided them with an overview of the Time Study, including a 
demonstration of the Web tool. Additionally, we asked the S&Es for their 
support and stressed that individual identities would be masked.

FIGuRE 1. INTRANET WEB SITE FOR RECORDING TIME STuDY 
INFORMATION

Selected Day Today

INSTRUCTIONS
To submit hours simply select a day from 
the calendar above, enter the number of 
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The data collection period ran for 2 months (July and August 2007). 
To help our census respondents remember to fill out the questionnaire, 
our Web Team issued periodic pop-up reminders on the network; we 
also sent them periodic e-mail reminders. Additionally, the Air Vehicles 
director would send periodic e-mails asking people to participate. Not 
unexpectedly, these resulted in increased participation.

Results

In total, over the 2-month period, approximately 27,000 hours of time 
data were logged by the S&Es in the Air Vehicles Directorate. To make 
the data more relevant to the average S&E’s activities, we normalized the 
data into the standard 40-hour work week, thus creating the picture of an 
average S&E.

Figure 2 shows the top-level results. Technical activities comprised 
slightly over 19 hours per week for our average S&E, and Program 
Management accounted for another 4 hours. Administrative and 
Miscellaneous activities accounted for the remaining 17 hours. Thus, it 
appears that the majority of our average S&E’s time is spent on either 
Technical or Program Management, although only by a slim majority.

Figure 3 shows the same data, now accounting for the value-added 
versus non-value-added time. It shows that our S&Es reported non-
value-added activities in all categories. However, nearly one-third of 

FIGuRE 2. TOP-LEVEL RESuLTS—SCALED TO A 40-HOuR WORK 
WEEK
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FIGuRE 3. TOP-LEVEL RESuLTS—VALuE ADDED VS. NON-VALuE-
ADDED
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the administrative activities accounted for were viewed as non-value-
added—the largest percentage among all four categories. The program 
management category showed the lowest absolute amount of non-value-
added activities, but on a percentage basis within a category, our S&Es 
felt that technical activities had the largest value (as one would expect).

Figure 4 shows how our military S&Es, mostly junior officers (second 
lieutenants through captains), compare to our civilian S&Es, who fall 
within a broad spectrum of grades, from GS-11 to GS-14 equivalent. It 
shows that civilian S&Es reported a slightly greater share of value-added 
hours for Technical and Program Management activities, while military 
S&Es reported a slightly higher value-added share for Administrative and 
Miscellaneous tasks.

Figure 5 shows the same data for non-value-added activities. It shows 
that the military perception of non-value-added activities is slightly higher 
overall, with the biggest difference between civilian and military being in 
the miscellaneous category.

Discussion

Surprisingly, the results countered to a certain extent the anecdotal 
evidence that our S&Es spent little or no time on technical activities, 
painting a good news/bad news picture. Clearly, close to one-half of a 
40-hour work week was spent on technical work (good news; after all, 
our S&Es perceived they did little or no technical work!). However, the bad 

FIGuRE 5. COMPARISON OF NON-VALuE-ADDED TIME—MILITARY 
S&Es VS. CIVILIAN S&Es
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news was that technical work comprised only 19 hours a week. It indicated 
we can use our employees’ time more wisely.

Although the non-value-added component was lower than we 
originally expected, it nonetheless comprised almost a full day out of a 
5-day week. Again, it was a good news/bad news story. The good news 
was that it was only a day and not 2 or 3 days. The bad news was that it 
was a day and not a half day or less. We assume it is impossible to drive it 
to zero (after all, we are part of the federal government!). But, we should 
be able to drive it to less than a day. We recognize that different people 
in different jobs have different perceptions of value; most of our S&Es 
view the major share of the administrative work they do as having little 
or no value.

One area of concern is the data that shows our military junior officers 
doing more administrative and miscellaneous work as compared to their 
civilian counterparts. To a certain extent, this makes sense; many of our 
additional duties tend to be administrative in nature and tend to fall into the 
laps of our officers. However, given that we are theoretically preparing our 
young officers for increased responsibility, one has to ask whether placing 
the administrative and miscellaneous burden on them is the best use of 
their talents and the best way to develop them. Certainly, their academic 
background and officer training could be better utilized, especially given 
the fact that our S&E workforce has declined in number.

Before we took on the challenge of reducing the number of non-value-
added tasks in an S&E’s work week, we checked out our concerns with 
Air Force pilots and leaders from industry. We asked several Air Force 
rated officers: Would it be acceptable if line pilots spent only half their 
time thinking about, preparing for, or actually flying? The consensus was 
that it would not be acceptable. The obvious question for the Air Force 
is, if spending less than half one’s time on core duties is unacceptable for 
the flying community, then why should it be acceptable for the technical 
community?

We then asked several of our industry counterparts how their 
engineers spent their time. Their responses left us with the sense that 
although they probably spent more than half their time on technical work, 
a large portion of their time was also spent on marketing and business 
development. Our industry colleagues also said that most companies 
try to get the most out of their highly trained and well-paid technical 
workforce and do this partly by offloading as much administrative work 
as they can to nontechnical personnel.

The next question is: Now what? We want to make the most of the 
technical talent we have in the Air Vehicles Directorate. We want to look 
at non-value-added efforts, and we want to increase bench time for S&Es 
because we believe it represents better value for the American taxpayer; 
and it is clearly a morale, motivation, and recruiting issue.
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The directorate’s leadership identified three possible initiatives we 
anticipate will increase the bench time of our S&Es. The first initiative, 
The First Three Years Program, is an Air Force Research Laboratory-
wide program. The second initiative is the hiring of technical business 
specialists to assist the S&Es, and the third initiative is the implementation 
of Research/Focus Day.

tHe fiRst tHRee YeARs PRoGRAM
In a move to ensure every newly hired federal civilian service S&E and 

lieutenant can become a successful technology leader (i.e., researcher, 
program manager, or supervisor), AFRL implemented The First Three Years 
Program. The program’s goal is to allow young S&Es to become comfortable 
with the laboratory environment from a bench-level perspective before 
taking on more complex program management functions. The program 
requires supervisors to assign technical mentors to oversee the technical 
training of our S&Es during their first three years of employment (Fast, 
2009). Its basis is the belief that the primary function of bench-level military 
and civilian S&Es is to perform mission-focused science and technology 
work for their first three years, as well as reviews of management literature 
concerned with the career management of scientific personnel (Clarke, 
1996; Farris & Cordero, 2002). The mentors oversee the technical training 
of our new S&Es, with both on-the-job training (OJT) and formal training. 
A formal Individual Development Plan (IDP), required for each employee 
within the first 60 to 90 days of assignment and outlining both formal 
and OJT assignments, helps the employee and the supervisor map out a 
strategy to help new S&Es contribute quickly and effectively.

tecHnicAl Business sPeciAlists
Based on this study’s results, we determined that decreasing 

administrative workload on S&Es is clearly a necessity. Hiring additional 
government S&Es to perform this duty, however, is not a practical option 
because the Air Force places limits on manpower authorizations. This 
solution is also completely counter to increasing the technical content of 
what our S&Es do.

A different option is to hire a small number of government business 
specialists to perform basic program management tasks. Specifically, we 
decided to hire six technical business specialists, two of which would be 
assigned to each of the three technical divisions to become part of the 
program manager support team. S&Es will remain assigned as program 
managers, and the new specialists will augment any personnel currently 
doing similar duties within the division. The administrative burden that the 
technical business specialists remove from the S&Es will free a significant 
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portion of the S&Es’ work week, allowing them to focus on core technical 
activities, reduce the program management workload, and increase the 
time spent performing research. Our S&Es have reacted positively to this 
new practice, which has acted as an unexpected motivator. The S&Es 
accurately interpreted the proposed practice that management values 
their research and development time. As pointed out by Ralph Katz (1997), 
if technical employees believe their work is challenging and innovative, 
and if they have the freedom to do what they do best, they will work to 
meet the demands the research calls for.

A potential argument against filling these positions is that they 
increase the number of administrative personnel relative to the S&Es, 
thereby reducing the “tooth-to-tail” ratio. However, we would submit that 
tooth-to-tail is more than just a body count. It is also the kind of functions 
that people in those positions actually perform. Having an expensive and 
technically trained S&E perform functions that could easily be done by 
a nontechnical and less expensive business specialist in effect makes 
the tooth-to-tail ratio worse, not better. This is especially true if several 
S&Es perform work on a part-time basis, thus doing that work inefficiently 
while the per hour cost is higher. Having the technical business specialists 
perform some of the critical nontechnical functions will increase the 
efficiency with which those functions are accomplished, enable the S&Es 
to spend more time on the technical intellectual content of what they do, 
and also increase morale, recruiting, and retention.

ReseARcH/focus DAY
Probably the most controversial idea we implemented may prove to 

be the most beneficial. The directorate has designated every Thursday 
as a day in which each employee is asked to spend their time working 
only on their core function, whether it be technical or nontechnical. One 
of our employees said it best when he responded to the question: What 
should we be working on? His response was: “On Research Day, do what 
you would do if you had to come in on a Saturday to get done what you 
couldn’t get done during the week. That’s what you should be working on” 
(T. C. Hummel, personal communication, August 30, 2007).

To help personnel concentrate on these core tasks, the directorate 
refrains from issuing new administrative taskings on Thursdays, and 
requests that non-core training and meetings be deferred to another day. 
Employees are also encouraged to minimize e-mails. Directorate leaders 
(branch chiefs and above) are expected to walk around and ensure that 
personnel are following the rules of Research/Focus Day. Surprisingly, the 
hardest part of implementing it has been getting people to think about 
their core duties and then have the discipline to focus on them. This may 
be a symptom of the fragmented nature in which we have operated. In any 
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case, we are continuing to emphasize the use of Thursdays and the need 
to use them to concentrate, not fragment.

Conclusions

Clearly, the Time Study was a first attempt to define and break down 
how Air Vehicles Directorate S&Es spend their time. We are considering 
repeating the Time Study in fall 2009. We will compare the results of the 
original study and look at other assessments directed at our workplace 
environment.

As we continue to develop our personnel and provide them with 
meaningful work, increasing the time spent by our military and civilian 
technical personnel on technical tasks must remain a priority. Increasing 
the amount of time spent on technical tasks represents a best-value 
proposition for the Air Force because it maximizes the payoff associated 
with hiring S&Es. Additionally, the working environment is also improved 
because through the conduct of this Time Study and responsive follow-up 
actions, our workforce understands that we listen to them, we hear them, 
and we are taking their best interests to heart.
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TECHNOLOGY CORNER:

THE REAL CHALLENGE 
OF WEB 2.0

Mark Oehlert

The hardest part about implementing “Web 2.0” or “Social 
Media” within the defense acquisition workforce is not 
acquiring new technology, successful change manage-
ment, or organizational design. The most difficult challenges 
confronting users of this new technology are not monetary, 
functionality, or even integration; rather, the most difficult 
challenges are difficult questions about how the workforce 
regards the dynamics of fear, control, and trust within their 
own organizations. Can these very human questions be 
answered in a manner that most fully exploits the capabilities 
that are now open to the acquisition workforce? In this article, 
the author seeks to answer that question and provide insight 
and close examination of this new 21st century phenomenon 
called Web 2.0.
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THE “SOCIAL MEDIA” EFFECT
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Instead of pouring knowledge into people’s heads, we need to help 
them grind a new set of glasses so they can see the world in a new way. 
That involves challenging the implicit assumptions that have shaped 
the way people have historically looked at things.

John Seely Brown

The quote that begins this article speaks to humanity’s common need 
to avoid assumptions of the past in order to move forward (Brown, 2003). 
At no time in history have assumptions of the past been left so far behind 
in the dust as in the past quarter century. The Information Age has ushered 
in the phenomenon of the Internet—a global cultural gift to mankind that, 
in recent years, has spawned its own technological child: “Web 2.0” or 
“Social Media.” This article briefly examines the profound effect of social 
media on the way we work and learn. 

Working under a research grant approximately 10 years ago, this 
author interviewed a number of managers who had been in charge 
of implementing Learning Management Systems (LMS) within their 
organizations. One question posed asked them to name the largest single 
hurdle to the successful installation and integration of the LMS. Was there 
sufficient funding? Yes. Staffing? Yes. Were there hiccups in technical 
terms? Sure, but nothing catastrophic. What then was this single greatest 
hurdle to success? In every organization, the answer was insufficient 
organizational design and change management. So then the question was 
posed to the LMS vendors: Do you provide any organizational design or 
change management services with your products? None did. The history 
of LMS is now replete with stories of companies on their third, fourth, and 
fifth LMS installs. Herein lies the lesson of history and the real challenge 
of Web 2.0.

Sometimes, it feels like the challenge of 2.0 or social media is one 
of keeping up with technology. Seemingly, a new tool is created and 
launched in a matter of seconds versus the pace of 2.0’s predecessor 
technology. Right now, around 100,000 apps are available for the iPhone 
alone (Farrell, 2009). More and more, the real challenge appears to be 
one of security. This author was fortunate enough to serve on the working 
group that helped, in some small part, to craft the current (as of October 
2009) draft of a DoD-wide policy for social media usage that is currently 
being coordinated. A quick review of articles on this topic (Bezier, 2009) 
and the actual comments coming back from the field pinpoint a level 
of concern over the exposure of systems or classified information. This 
concern, however, as interpreted by the author from both the articles 
reviewed and comments from the field, clearly translates into an element 
of distinct anxiety. 

The challenge that the defense acquisition workforce and all of the 
Department of Defense faces in implementing the benefits of social media 
lies in the ability to confront the Three Horsemen of Social Media: Fear, 
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Control, and Trust (Hinchcliffe, 2009). How many times, when something 
like social media is brought up (and it must have happened when e-mail 
was dawning), do we hear objections such as, What if people say the wrong 
things? What if people say secret things? What if people say bad things? 
All of these statements indicate some level of fear of the vulnerabilities 
that these new technologies would launch into the workplace. The only 
problem? They’re wrong—and they ignore the tangible and intangible 
costs of a missed opportunity.

The reason these objections are a collective red herring is that 
social media actually do not create any of these as new vulnerabilities. If 
employees have e-mail and phones or even access to copy machines, the 
ability and vulnerability for them to create mass havoc already exists. 

The first Horseman: fear

Consider the story of Pandora’s box (Wikipedia, n.d.). Pandora is given 
a box and told not to open it. Her curiosity overcomes her though, and she 
opens the box and releases all the ills of the world. The end of the story, 
however, is often left out. Pandora does manage to shut the box again, 
trapping only hope inside. This is exactly what the fear of social media 
is doing. By not going forward, albeit prudently and thoughtfully, the 
acquisition workforce is not managing to prevent any new vulnerabilities. 
Rather, they are simply managing to keep out the very capabilities—
increased sharing of knowledge and increased collaboration—that 
could actually mitigate some existing vulnerabilities. Even the defense 
intelligence community is recognizing and embracing that dynamic. 

The second Horseman: Control

The second anxiety-causing dynamic relates to control. The defense 
acquisition workforce and its managers have always thought (and taught) 
that tighter and tighter control would help everyone “stay on message”; 
social media destroys that paradigm. What social media teaches is that 
to control or shape the message, one actually has to participate in the 
discussion. 

One of the best examples of this is a blog written by Bob Lutz, the 
vice chairman for General Motors. Lutz started the blog about GM cars 
called the FastLane Blog (Lutz, 2009). When it debuted, readers seriously 
doubted if Lutz was really writing it. He eventually confirmed it was really 
him, and managed to start an authentic conversation with GM customers. 
Regardless of what happened to the company from a financial standpoint, 
Lutz realized that press releases just did not convince anyone of anything. 
Therefore, to shape the conversation about GM cars, he gave up the 
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mythical control of only releasing “approved” content and acting like 
people were not talking about GM cars anyway—and simply jumped into 
the thick of things. 

The current Chairman of the Joint Chiefs of Staff is on Facebook 
and Twitter (Facebook, 2009); and the Chief Information Officer of the 
Department of the Navy blogs (CHINFO, 2009). They do these things for 
several reasons, but one is to shape the conversation by being part of it. 

The Third Horseman: Trust

The final and third horseman is Trust. This is possibly the most powerful 
of all three—it asks the defense acquisition workforce management 
to look at the people they have hired and upon whom they rely for the 
day-to-day operations of Project Management Offices (PMOs) and Major 
Defense Acquisition Programs (MDAPs). Not only are managers to look 
at their workforce, but actually articulate how much they trust them. 
What message is being sent if managers trust their acquisition workforce 
to manage millions of taxpayer dollars, but do not trust them to refrain 
from using Twitter at work? Consider that these same employees are 
trusted to make acquisition program decisions that will affect the lives of 
thousands of soldiers, while managers may be reluctant to allow editing 
of documents collaboratively. In one sense, what this boils down to is: 
What kind of culture do we believe we have? Henry Jenkins, an author and 
MIT professor, writes about one such culture that the defense acquisition 
workforce may do well to look toward—a participatory culture. 

A participatory culture is a culture with relatively low barriers 
to expression and engagement, strong support for creating and 
sharing, and some type of informal mentorship whereby what is 
known by the most experienced is passed along to the novices. 
(Jenkins 2009).

This is the kind of culture that would seem to value and promote trust 
among employees and between supervisors, leadership, management, 
and their employees on the front lines executing their direction. Make no 
mistake: Fear, Control, and Trust are all issues that must be dealt with to 
successfully exploit the rich capabilities that social media offer us. 

Again, the quote that began this article speaks to the need to avoid 
assumptions of the past in order to move forward; do not discount this 
in dealing with the three horsemen—their power to restrain us lies as 
much within our organizational designs as any real or realized problem 
or vulnerability. Bill Gates, speaking in 2005 to the National Governor’s 
Association, had a similar warning. The topic was education but the 
message was just as clear. He asserted that:
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America’s high schools are obsolete. By obsolete, I don’t just 
mean that our high schools are broken, flawed, and under-
funded—though a case could be made for every one of those 
points. By obsolete, I mean that our high schools—even when 
they’re working exactly as designed—cannot teach our kids what 
they need to know today. Training the workforce of tomorrow with 
the high schools of today is like trying to teach kids about today’s 
computers on a 50-year-old mainframe. It’s the wrong tool for the 
times. (Gates, 2005)

Those of us who work in training and education within DoD need to 
share a similar concern. The argument is not that all we do is obsolete; the 
argument is that unless we adapt, improvise, and overcome our issues with 
regard to Fear, Control, and Trust within our own organizations, we may 
well be sustaining a model that is functioning perfectly as designed, but the 
design itself may be insufficient for current and emerging requirements.
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•	 Biographical sketch for each author

•	 Headshot for each author (saved at 300 pixels per inch, at least 

5x7 inches, and as a TIFF or JPEG file)

•	 One copy of the typed manuscript 

These items should be sent electronically, as appropriately labeled files, to 

Defense ARJ Managing Editor, Norene Fagan-Blanch at: Norene.Fagan-Blanch@

dau.mil. 

In addition to electronic submissions, a hard copy of manuscript and any 

diskettes should be mailed to: Department of Defense, Defense Acquisition 

University, Attn: DAU Press (Defense ARJ Managing Editor), Suite 3, 9820 Belvoir 

Road, Fort Belvoir, VA 22060-5565.
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Contributors may direct their questions to the Managing Editor, 
Defense ARJ, at the address shown above, or by calling 703-805-3801 
(fax: 703-805-2917), or via the Internet at norene.fagan-blanch@dau.mil.

The DAU Home Page can be accessed at: http://www.dau.mil.
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